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<RepeatBlock-Amend><Amend>Amendment		<NumAm>138</NumAm>
<RepeatBlock-By><Members>Jussi Halla-aho</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 5</Article>
	

	Text proposed by the Commission
	Amendment

	(5)	The fact that the legislative basis necessary for governing SIS consists of separate instruments does not affect the principle that SIS constitutes one single information system that should operate as such. Certain provisions of these instruments should therefore be identical.
	(5)	The fact that the legislative basis necessary for governing SIS consists of separate instruments does not affect the principle that SIS constitutes one single information system that should operate as such. There should also be a reliable common backup system of the Central SIS (an active-active solution) ensuring continuous availability of SIS data to end-users in the event of a failure, upgrades or maintenance of the central system. Certain provisions of these instruments should therefore be identical.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Unavailability of the current central system has been mostly related to switching between primary and backup sites. A modification of the regulation allowing both sites to operate simultaneously (so called active-active solution) would eliminate the risk. Furthermore, a backup system at central level is likely to be more reliable, cost effective and safe from data protection breaches. It is also more complete, having biometric data not available in the national copies.
</Amend>
<Amend>Amendment		<NumAm>139</NumAm>
<RepeatBlock-By><Members>Miriam Dalli</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 6</Article>
	

	Text proposed by the Commission
	Amendment

	(6)	It is necessary to specify the objectives of SIS, its technical architecture and its financing, to lay down rules concerning its end-to-end operation and use and to define responsibilities, the categories of data to be entered into the system, the purposes for which the data are to be entered, the criteria for their entry, the authorities authorised to access the data, the use of biometric identifiers and further rules on data processing.
	(6)	It is necessary to specify the objectives of SIS, its technical architecture and its financing, to lay down rules concerning its end-to-end operation and use and to define responsibilities, the categories of data to be entered into the system, the purposes for which the data are to be entered, the criteria for their entry, rules on the deletion of alerts, the authorities authorised to access the data, the use of biometric identifiers and further rules on data protection and data processing.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Rules on the deletion of redundant alerts and on data protection issues specific to SIS should also be laid down in this Regulation.
</Amend>
<Amend>Amendment		<NumAm>140</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 6 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(6 a)	Competent authorities should be able to add in the SIS specific information relating to any specific, objective, physical characteristics of a person not subject to change. This information may relate to characteristics such as piercings, tattoos, marks, scars, etc. However, it should not reveal sensitive data of a person such as ethnicity, religion, disability, gender or sexual orientation, as defined in Article 9 of the General Data Protection Regulation.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>141</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 7</Article>
	

	Text proposed by the Commission
	Amendment

	(7)	SIS includes a central system (Central SIS) and national systems with a full or partial copy of the SIS database. Considering that SIS is the most important information exchange instrument in Europe, it is necessary to ensure its uninterrupted operation at central as well as at national level. Therefore each Member State should establish a partial or full copy of the SIS database and should set up its backup system.
	(7)	SIS includes a central system (Central SIS) and national systems which may contain a full or partial copy of the SIS database. Considering that SIS is the most important information exchange instrument in Europe, it is necessary to ensure its uninterrupted operation at central as well as at national level. Therefore considerable investments are needed to bolster and improve the central system and its backup system(s).


Or. <Original>{FR}fr</Original>
<TitreJust>Justification</TitreJust>
Member States that do not yet have a national copy should not be forced to acquire one. To ensure that SIS functions uninterrupted, the requisite investments must be made to bolster the central system and its backup system(s).
</Amend>
<Amend>Amendment		<NumAm>142</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 8</Article>
	

	Text proposed by the Commission
	Amendment

	(8)	It is necessary to maintain a manual setting out the detailed rules for the exchange of certain supplementary information concerning the action called for by alerts. National authorities in each Member State (the SIRENE Bureaux), should ensure the exchange of this information.
	(8)	It is necessary to maintain a manual setting out the detailed rules for the exchange of certain supplementary information concerning the action called for by alerts (the SIRENE Manual). National authorities in each Member State (the SIRENE Bureaux), should ensure the exchange of this information in a fast and efficient manner.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>143</NumAm>
<RepeatBlock-By><Members>Miriam Dalli</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 8</Article>
	

	Text proposed by the Commission
	Amendment

	(8)	It is necessary to maintain a manual setting out the detailed rules for the exchange of certain supplementary information concerning the action called for by alerts. National authorities in each Member State (the SIRENE Bureaux), should ensure the exchange of this information.
	(8)	It is necessary for the co-legislators to approve the maintenance of a manual setting out the detailed rules for the exchange of certain supplementary information concerning the action called for by alerts. National authorities in each Member State (the SIRENE Bureaux), should ensure the exchange of this information.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
In line with later amendments, the SIRENE Manual must be adopted by way of a delegated act.
</Amend>
<Amend>Amendment		<NumAm>144</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 8</Article>
	

	Text proposed by the Commission
	Amendment

	(8)	It is necessary to maintain a manual setting out the detailed rules for the exchange of certain supplementary information concerning the action called for by alerts. National authorities in each Member State (the SIRENE Bureaux), should ensure the exchange of this information.
	(8)	It is necessary to maintain a manual setting out the detailed rules for the exchange of certain supplementary information concerning the action called for by alerts. National authorities in each Member State (the SIRENE Bureaux), should ensure the immediate exchange of this information.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>145</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 9</Article>
	

	Text proposed by the Commission
	Amendment

	(9)	In order to maintain the efficient exchange of supplementary information concerning the action to be taken specified in the alerts, it is appropriate to reinforce the functioning of the SIRENE Bureaux by specifying the requirements concerning available resources, user training and the response time to the inquiries received from other SIRENE Bureaux.
	(9)	In order to guarantee the fast and efficient exchange of supplementary information concerning the action to be taken specified in the alerts, it is appropriate to reinforce the functioning of the SIRENE Bureaux by specifying the requirements concerning available resources, user training and the response time to the inquiries received from other SIRENE Bureaux.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>146</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 9</Article>
	

	Text proposed by the Commission
	Amendment

	(9)	In order to maintain the efficient exchange of supplementary information concerning the action to be taken specified in the alerts, it is appropriate to reinforce the functioning of the SIRENE Bureaux by specifying the requirements concerning available resources, user training and the response time to the inquiries received from other SIRENE Bureaux.
	(9)	In order to maintain the efficient and immediate exchange of supplementary information concerning the action to be taken specified in the alerts, it is appropriate to reinforce the functioning of the SIRENE Bureaux by specifying the requirements concerning available resources, user training and the response time to the inquiries received from other SIRENE Bureaux.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>147</NumAm>
<RepeatBlock-By><Members>Lorenzo Fontana, Gilles Lebreton, Nicolas Bay</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 9</Article>
	

	Text proposed by the Commission
	Amendment

	(9)	In order to maintain the efficient exchange of supplementary information concerning the action to be taken specified in the alerts, it is appropriate to reinforce the functioning of the SIRENE Bureaux by specifying the requirements concerning available resources, user training and the response time to the inquiries received from other SIRENE Bureaux.
	(9)	In order to provide an efficient exchange of supplementary information concerning the action to be taken specified in the alerts, it is appropriate to reinforce the functioning of the SIRENE Bureaux by specifying the requirements concerning available resources, user training and the response time to the inquiries received from other SIRENE Bureaux.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>148</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 11</Article>
	

	Text proposed by the Commission
	Amendment

	(11)	Without prejudice to the responsibility of Member States for the accuracy of data entered into SIS, the Agency should become responsible for reinforcing data quality by introducing a central data quality monitoring tool, and for providing reports at regular intervals to the Member States.
	(11)	Without prejudice to the responsibility of Member States for the accuracy of data entered into SIS, the Agency should become responsible for reinforcing data quality by introducing a central data quality monitoring tool, and for providing reports at regular intervals to the Member States. To improve the quality and processing of data by end-users, the Agency should also be tasked with organising training sessions, in particular for SIRENE staff, on the use of SIS II, in accordance with Rule 3 (Regulation (EU) No 1077/2011).


Or. <Original>{FR}fr</Original>
<TitreJust>Justification</TitreJust>
Article 3 of Regulation (EU) No 1077/2011 of 25 October 2011 establishing a European Agency for the operational management of large-scale IT systems in the area of freedom, security and justice. ‘Tasks relating to SIS II’
</Amend>
<Amend>Amendment		<NumAm>149</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 11 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(11a)	To be certain that the processing of SIS data by end-users is secure, Member States should ensure that staff with access to SIS receive regular training on data security and protection rules and procedures on data processing as set out in the SIRENE Manual.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>150</NumAm>
<RepeatBlock-By><Members>Miriam Dalli</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 12</Article>
	

	Text proposed by the Commission
	Amendment

	(12)	In order to allow better monitoring of the use of SIS to analyse trends concerning migratory pressure and border management, the Agency should be able to develop a state-of-the-art capability for statistical reporting to the Member States, the Commission, Europol and the European Border and Cost Guard Agency without jeopardising data integrity. Therefore, a central statistical repository should be established. Any statistic produced should not contain personal data.
	(12)	In order to allow better monitoring of the use of SIS to analyse trends concerning migratory pressure and border management, the Agency should be able to develop a state-of-the-art capability for statistical reporting to the Member States, the Commission, Europol and the European Border and Cost Guard Agency without jeopardising data integrity. Therefore, a central statistical repository should be established. Any statistic produced should not contain personal data. Any statistic retained in the repository or produced by the repository should not contain personal data as defined in Regulation (EC) No 45/20011a

	
	_________________

	
	1a REGULATION (EC) No 45/2001 OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL of 18 December2000 on the protection of individuals with regard to the processing of personal data by the Community institutions and bodies and on the free movement of such data


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
No personal data is required for the purposes of statistical analysis. Therefore the repository should neither contain nor produce personal data in its statistics.
</Amend>
<Amend>Amendment		<NumAm>151</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 12</Article>
	

	Text proposed by the Commission
	Amendment

	(12)	In order to allow better monitoring of the use of SIS to analyse trends concerning migratory pressure and border management, the Agency should be able to develop a state-of-the-art capability for statistical reporting to the Member States, the Commission, Europol and the European Border and Cost Guard Agency without jeopardising data integrity. Therefore, a central statistical repository should be established. Any statistic produced should not contain personal data.
	(12)	In order to allow better monitoring of the use of SIS to analyse trends concerning migratory pressure and border management, the Agency should be able to develop a state-of-the-art capability for statistical reporting to the Member States, the European Parliament, the Commission, Europol and the European Border and Cost Guard Agency without jeopardising data integrity. Therefore, a central statistical repository should be established. Any statistic produced should not contain personal data.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>152</NumAm>
<RepeatBlock-By><Members>Miriam Dalli</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 16</Article>
	

	Text proposed by the Commission
	Amendment

	(16)	Member States should make the necessary technical arrangement so that each time the end-users are entitled to carry out a search in a national police or immigration database they also search SIS in parallel in accordance with Article 4 of Directive (EU) 2016/680 of the European Parliament and of the Council44 . This should ensure that SIS functions as the main compensatory measure in the area without internal border controls and better address the cross-border dimension of criminality and the mobility of criminals.
	(16)	Member States should make the necessary technical arrangement so that each time the end-users are entitled to carry out a search in a national police or immigration database they are also entitled to search SIS in parallel in accordance with Article 4 of Directive (EU) 2016/680 of the European Parliament and of the Council44. This should help ensure that SIS functions as the main compensatory measure in the area without internal border controls and better address the cross-border dimension of criminality and the mobility of criminals.

	_________________
	_________________

	44 Directive (EU) 2016/680 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data by competent authorities for the purposes of the prevention, investigation, detection or prosecution of criminal offences or the execution of criminal penalties, and on the free movement of such data and repealing Council Framework Decision 2008/977/JHA, OJ L 119, 4.5.2016 (OJ L 119, 4.5.2016, p. 89).
	44 Directive (EU) 2016/680 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data by competent authorities for the purposes of the prevention, investigation, detection or prosecution of criminal offences or the execution of criminal penalties, and on the free movement of such data and repealing Council Framework Decision 2008/977/JHA, OJ L 119, 4.5.2016 (OJ L 119, 4.5.2016, p. 89).


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The language regarding end-users should be the same for the national database and the SIS database.
</Amend>
<Amend>Amendment		<NumAm>153</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 16</Article>
	

	Text proposed by the Commission
	Amendment

	(16)	Member States should make the necessary technical arrangement so that each time the end-users are entitled to carry out a search in a national police or immigration database they also search SIS in parallel in accordance with Article 4 of Directive (EU) 2016/680 of the European Parliament and of the Council44. This should ensure that SIS functions as the main compensatory measure in the area without internal border controls and better address the cross-border dimension of criminality and the mobility of criminals.
	(16)	Member States should make the necessary technical arrangement so that each time the end-users are entitled to carry out a search in a national police database they also search SIS in parallel in accordance with Article 4 of Directive (EU) 2016/680 of the European Parliament and of the Council44. This should ensure that SIS functions as the main compensatory measure in the area without internal border controls and better address the cross-border dimension of criminality and the mobility of criminals.

	_________________
	_________________

	44 Directive (EU) 2016/680 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data by competent authorities for the purposes of the prevention, investigation, detection or prosecution of criminal offences or the execution of criminal penalties, and on the free movement of such data and repealing Council Framework Decision 2008/977/JHA, OJ L 119, 4.5.2016 (OJ L 119, 4.5.2016, p. 89).
	44 Directive (EU) 2016/680 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data by competent authorities for the purposes of the prevention, investigation, detection or prosecution of criminal offences or the execution of criminal penalties, and on the free movement of such data and repealing Council Framework Decision 2008/977/JHA, OJ L 119, 4.5.2016 (OJ L 119, 4.5.2016, p. 89).


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>154</NumAm>
<RepeatBlock-By><Members>Miriam Dalli</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 16</Article>
	

	Text proposed by the Commission
	Amendment

	(16)	Member States should make the necessary technical arrangement so that each time the end-users are entitled to carry out a search in a national police or immigration database they also search SIS in parallel in accordance with Article 4 of Directive (EU) 2016/680 of the European Parliament and of the Council44 . This should ensure that SIS functions as the main compensatory measure in the area without internal border controls and better address the cross-border dimension of criminality and the mobility of criminals.
	(16)	Member States should make the necessary technical arrangement so that each time the end-users are entitled to carry out a search in a national police or immigration database they are also entitled to search SIS in parallel of Directive (EU) 2016/680 of the European Parliament and of the Council44 . This should ensure that SIS functions as the main compensatory measure in the area without internal border controls and better address the cross-border dimension of criminality and the mobility of criminals.

	_________________
	_________________

	44 Directive (EU) 2016/680 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data by competent authorities for the purposes of the prevention, investigation, detection or prosecution of criminal offences or the execution of criminal penalties, and on the free movement of such data and repealing Council Framework Decision 2008/977/JHA, OJ L 119, 4.5.2016 (OJ L 119, 4.5.2016, p. 89).
	44 Directive (EU) 2016/680 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data by competent authorities for the purposes of the prevention, investigation, detection or prosecution of criminal offences or the execution of criminal penalties, and on the free movement of such data and repealing Council Framework Decision 2008/977/JHA, OJ L 119, 4.5.2016 (OJ L 119, 4.5.2016, p. 89).


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The language regarding end-users should be the same for the national database and the SIS database.
</Amend>
<Amend>Amendment		<NumAm>155</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 17</Article>
	

	Text proposed by the Commission
	Amendment

	(17)	This Regulation should set out the conditions for use of dactylographic data and facial images for identification purposes. The use of facial images for identification purposes in SIS should also help ensure consistency in border control procedures where identification and the verification of identity are required by the use of dactylographic data and facial images. Searching with dactylographic data should be mandatory if there is any doubt concerning the identity of a person. Facial images for identification purposes should only be used in the context of regular border controls in self-service kiosks and electronic gates.
	(17)	This Regulation should set out the conditions for use of dactyloscopic data, photographs and facial images for identification purposes. The use of dactyloscopic data and facial images for identification purposes in SIS should also help ensure consistency in border control procedures where identification and the verification of identity are required by the use of dactyloscopic data and facial images. Searching with dactyloscopic data should be mandatory if there is any doubt concerning the identity of a person. To verify whether the person already appears in SIS under another identity or alert, a fingerprint search can be carried out before a new alert is entered. Facial images for identification purposes should only be used in the context of regular border controls in self-service kiosks and electronic gates.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>156</NumAm>
<RepeatBlock-By><Members>Jussi Halla-aho</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 17</Article>
	

	Text proposed by the Commission
	Amendment

	(17)	This Regulation should set out the conditions for use of dactylographic data and facial images for identification purposes. The use of facial images for identification purposes in SIS should also help ensure consistency in border control procedures where identification and the verification of identity are required by the use of dactylographic data and facial images. Searching with dactylographic data should be mandatory if there is any doubt concerning the identity of a person. Facial images for identification purposes should only be used in the context of regular border controls in self-service kiosks and electronic gates.
	(17)	This Regulation should set out the conditions for use of dactylographic data and facial images for identification purposes. The use of facial images for identification purposes in SIS should also help ensure consistency in border control procedures where identification and the verification of identity are required by the use of dactylographic data and facial images. Searching with dactylographic data should be mandatory if there is any doubt concerning the identity of a person.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
When technically possible, identification based on photographs or facial images should be allowed in any location.
</Amend>
<Amend>Amendment		<NumAm>157</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 17</Article>
	

	Text proposed by the Commission
	Amendment

	(17)	This Regulation should set out the conditions for use of dactylographic data and facial images for identification purposes. The use of facial images for identification purposes in SIS should also help ensure consistency in border control procedures where identification and the verification of identity are required by the use of dactylographic data and facial images. Searching with dactylographic data should be mandatory if there is any doubt concerning the identity of a person. Facial images for identification purposes should only be used in the context of regular border controls in self-service kiosks and electronic gates.
	(17)	This Regulation should set out the conditions for use of dactylographic data and facial images for identification purposes. The use of facial images for identification purposes in SIS should also help ensure consistency in border control procedures where identification and the verification of identity are required by the use of dactylographic data and facial images. Searching with dactylographic data should be possible if there is a serious doubt concerning the identity of a person.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>158</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 17</Article>
	

	Text proposed by the Commission
	Amendment

	(17)	This Regulation should set out the conditions for use of dactylographic data and facial images for identification purposes. The use of facial images for identification purposes in SIS should also help ensure consistency in border control procedures where identification and the verification of identity are required by the use of dactylographic data and facial images. Searching with dactylographic data should be mandatory if there is any doubt concerning the identity of a person. Facial images for identification purposes should only be used in the context of regular border controls in self-service kiosks and electronic gates.
	(17)	This Regulation should set out the conditions for use of dactylographic data and facial images for identification purposes. The use of facial images for identification purposes in SIS should also help ensure consistency in border control procedures where identification and the verification of identity are required by the use of dactylographic data and facial images. Facial images for identification purposes should only be used in the context of regular border controls in self-service kiosks and electronic gates.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>159</NumAm>
<RepeatBlock-By><Members>Miriam Dalli</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 17</Article>
	

	Text proposed by the Commission
	Amendment

	(17)	This Regulation should set out the conditions for use of dactylographic data and facial images for identification purposes. The use of facial images for identification purposes in SIS should also help ensure consistency in border control procedures where identification and the verification of identity are required by the use of dactylographic data and facial images. Searching with dactylographic data should be mandatory if there is any doubt concerning the identity of a person. Facial images for identification purposes should only be used in the context of regular border controls in self-service kiosks and electronic gates.
	(17)	This Regulation should set out the conditions for use of dactylographic data and facial images for identification purposes. The use of facial images for identification purposes in SIS should also help to ensure consistency in border control procedures where the identification and the verification of identity are required by the use of fingerprints and facial images. Searching with dactylographic data should be mandatory if the identity of the person cannot be ascertained by any other means. Facial images for identification purposes should only be used in the context of regular border controls in self-service kiosks and electronic gates.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Given the sensitive nature of biometric data, its use should be limited to those cases where it is necessary and proportionate.
</Amend>
<Amend>Amendment		<NumAm>160</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 17 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(17a)	Introducing an automated fingerprint identification service within SIS complements the existing Prüm mechanism on mutual cross-border online access to some national DNA databases and automated fingerprint identification systems. The Prüm mechanism interconnects national fingerprint identification systems so that a Member State can launch a request to ascertain whether the perpetrator of a crime whose fingerprints have been found is known in any other Member State. The Prüm mechanism only verifies whether the owner of the fingerprints has been known at one point in time; therefore, if the perpetrator only becomes known in a Member State later on, he or she could pass through the net. The SIS fingerprint search enables usera to actively search for the perpetrator.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>161</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 18</Article>
	

	Text proposed by the Commission
	Amendment

	(18)	Fingerprints found at a crime scene should be allowed to be checked against the dactylographic data stored in SIS if it can be established to a high degree of probability that they belong to the perpetrator of the serious crime or terrorist offence. Serious crime should be the offences listed in Council Framework Decision 2002/584/JHA45 and ‘terrorist offence’ should be offences under national law referred to in Council Framework Decision 2002/475/JHA46.
	deleted

	_________________
	

	45 Council Framework Decision (2002/584/JHA) of 13 June 2002 on the European arrest warrant and the surrender procedures between Member States (OJ L 190, 18.07.2002, p. 1).
	

	46 Council Framework Decision 2002/475/JHA of 13 June 2002 on combating terrorism (OJ L 164, 22.6.2002 p.6).
	


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>162</NumAm>
<RepeatBlock-By><Members>Miriam Dalli</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 18</Article>
	

	Text proposed by the Commission
	Amendment

	(18)	Fingerprints found at a crime scene should be allowed to be checked against the dactylographic data stored in SIS if it can be established to a high degree of probability that they belong to the perpetrator of the serious crime or terrorist offence. Serious crime should be the offences listed in Council Framework Decision 2002/584/JHA45 and ‘terrorist offence’ should be offences under national law referred to in Council Framework Decision 2002/475/JHA46 .
	(18)	Fingerprints found at a crime scene should be allowed to be checked against the dactylographic data stored in SIS if there is evidence to show that they belong to the perpetrator of the serious crime or terrorist offence. Serious crime should be those offences, for which there is automatic surrender to the Requesting Member State, as listed in Council Framework Decision 2002/584/JHA and ‘terrorist offence’ should be those offences under national law set out in Articles 3, 4, 12 and 14 of Directive (EU) 2017/541 on combating terrorism referred to in Council Decision 2002/475/JHA
.

	_________________
	

	45 Council Framework Decision (2002/584/JHA) of 13 June 2002 on the European arrest warrant and the surrender procedures between Member States (0J L 190, 18.07.2002, p. 1).
	

	46 Council Framework Decision 2002/475/JHA of 13 June 2002 on combating terrorism (OJ L 164, 22.6.2002, p. 3).
	


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The inclusion of fingerprints of unknown persons should be strictly limited to those cases where there is evidence to show that the fingerprints belong to the perpetrator of a serious crime or terrorist act. The offences referred to in the existing Council Decision on SIS II are replaced by the same offences now laid down in the Directive (EU) 2017/541 on combating terrorism.
</Amend>
<Amend>Amendment		<NumAm>163</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 18</Article>
	

	Text proposed by the Commission
	Amendment

	(18)	Fingerprints found at a crime scene should be allowed to be checked against the dactylographic data stored in SIS if it can be established to a high degree of probability that they belong to the perpetrator of the serious crime or terrorist offence. Serious crime should be the offences listed in Council Framework Decision 2002/584/JHA45 and ‘terrorist offence’ should be offences under national law referred to in Council Framework Decision 2002/475/JHA46.
	(18)	Fingerprints and palm prints found at a crime scene should be allowed to be checked against the dactylographic data stored in SIS if it can be established to a high degree of probability that they belong to the perpetrator of the serious crime or terrorist offence. Serious crime should be the offences listed in Council Framework Decision 2002/584/JHA45 and ‘terrorist offence’ should be offences under national law referred to in Directive (EU)2017/541 of 15 March 2017 on combating terrorism.

	_________________
	_________________

	45 Council Framework Decision (2002/584/JHA) of 13 June 2002 on the European arrest warrant and the surrender procedures between Member States (OJ L 190, 18.07.2002, p. 1).
	45 Council Framework Decision (2002/584/JHA) of 13 June 2002 on the European arrest warrant and the surrender procedures between Member States (OJ L 190, 18.07.2002, p. 1).

	46 Council Framework Decision 2002/475/JHA of 13 June 2002 on combatting terrorism (OJ L 164, 22.6.2002 p.6).
	


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>164</NumAm>
<RepeatBlock-By><Members>Lorenzo Fontana, Gilles Lebreton, Nicolas Bay</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 18</Article>
	

	Text proposed by the Commission
	Amendment

	(18)	Fingerprints found at a crime scene should be allowed to be checked against the dactylographic data stored in SIS if it can be established to a high degree of probability that they belong to the perpetrator of the serious crime or terrorist offence. Serious crime should be the offences listed in Council Framework Decision 2002/584/JHA45 and ‘terrorist offence’ should be offences under national law referred to in Council Framework Decision 2002/475/JHA46 .
	(18)	Fingerprints found at a crime scene, with particular attention to the terrorism acts, should be allowed to be checked against the dactylographic data stored in SIS if it can be established to a high degree of probability that they belong to the perpetrator of the serious crime or terrorist offence. Serious crime should be the offences listed in Council Framework Decision 2002/584/JHA45 and ‘terrorist offence’ should be offences under national law referred to in Council Framework Decision 2002/475/JHA46 .

	_________________
	_________________

	45 Council Framework Decision (2002/584/JHA) of 13 June 2002 on the European arrest warrant and the surrender procedures between Member States (0J L 190, 18.07.2002, p. 1).
	45 Council Framework Decision (2002/584/JHA) of 13 June 2002 on the European arrest warrant and the surrender procedures between Member States (0J L 190, 18.07.2002, p. 1).

	46 Council Framework Decision 2002/475/JHA of 13 June 2002 on combating terrorism (OJ L 164, 22.6.2002, p. 3).
	46 Council Framework Decision 2002/475/JHA of 13 June 2002 on combating terrorism (OJ L 164, 22.6.2002, p. 3).


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>165</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 18 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(18a)	Any processing of photographs, facial images or dactyloscopic data may not exceed what is necessary for the objective of general interest pursued, and must be covered by appropriate guarantees. Any use of photographs, facial images or dactyloscopic data must by authorised by Union or Member State law. Any processing of photographs, facial images or dactyloscopic images in the scope of SIS, including retention and use for identification purposes, must comply with the relevant provisions on data protection laid down by the SIS legal instruments, and with Regulation (EU) 2016/679 and the provisions of Directive 2016/680. The provisions laid down in those legal instruments apply to the processing of photographs, facial images and dactyloscopic data of third-country nationals and Union citizens. In accordance with the purpose-specification principle, the purpose and method for using photographs, facial images and dactyloscopic data in SIS must be clearly defined. To this end, the Commission should be empowered to adopt an implementing act in accordance with Article 55(2).


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>166</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 18 b (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(18b)	Photographs, facial images and dactyloscopic data of minors must be processed with full regard for the best interest of the child as laid down in Article 3 of the United Nations Convention on the Rights of the Child of 1989.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>167</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 20</Article>
	

	Text proposed by the Commission
	Amendment

	(20)	A greater level of effectiveness, harmonisation and consistency can be achieved by making it mandatory to enter in SIS all entry bans issued by the competent authorities of the Member States in accordance with procedures respecting Directive 2008/115/EC47, and by setting common rules for entering such alerts following the return of the illegally staying third country national. Member States should take all necessary measures to ensure that no time-gap exist between the moment in which the third-country national leaves the Schengen area and the activation of the alert in SIS. This should ensure the successful enforcement of entry bans at external border crossing points, effectively preventing re-entry into the Schengen area.
	deleted

	_________________
	

	47 Directive 2008/115/EC of the European Parliament and of the Council of 16 December 2008 on common standards and procedures in Member States for returning illegally staying third-country nationals (OJ L 348, 24.12.2008, p. 98).
	


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>168</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 20</Article>
	

	Text proposed by the Commission
	Amendment

	(20)	A greater level of effectiveness, harmonisation and consistency can be achieved by making it mandatory to enter in SIS all entry bans issued by the competent authorities of the Member States in accordance with procedures respecting Directive 2008/115/EC47 , and by setting common rules for entering such alerts following the return of the illegally staying third country national. Member States should take all necessary measures to ensure that no time-gap exist between the moment in which the third-country national leaves the Schengen area and the activation of the alert in SIS. This should ensure the successful enforcement of entry bans at external border crossing points, effectively preventing re-entry into the Schengen area.
	(20)	A greater level of effectiveness, harmonisation and consistency can be achieved by making it mandatory to enter in SIS all entry bans issued by the competent authorities of the Member States in accordance with procedures respecting Directive 2008/115/EC47 with full respect of fundamental rights and in particular the principle of non-refoulement, and by setting common rules for entering such alerts following the return of the irregularly staying third country national. Member States should take all necessary measures to ensure that no time-gap exist between the moment in which the third-country national leaves the Schengen area and the activation of the alert in SIS. This should ensure the successful enforcement of entry bans at external border crossing points, effectively preventing re-entry into the Schengen area.

	_________________
	_________________

	47 Directive 2008/115/EC of the European Parliament and of the Council of 16 December 2008 on common standards and procedures in Member States for returning illegally staying third-country nationals (OJ L 348, 24.12.2008, p. 98).
	47 Directive 2008/115/EC of the European Parliament and of the Council of 16 December 2008 on common standards and procedures in Member States for returning illegally staying third-country nationals (OJ L 348, 24.12.2008, p. 98).


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>169</NumAm>
<RepeatBlock-By><Members>Miriam Dalli</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 20</Article>
	

	Text proposed by the Commission
	Amendment

	(20)	A greater level of effectiveness, harmonisation and consistency can be achieved by making it mandatory to enter in SIS all entry bans issued by the competent authorities of the Member States in accordance with procedures respecting Directive 2008/115/EC47 , and by setting common rules for entering such alerts following the return of the illegally staying third country national. Member States should take all necessary measures to ensure that no time-gap exist between the moment in which the third-country national leaves the Schengen area and the activation of the alert in SIS. This should ensure the successful enforcement of entry bans at external border crossing points, effectively preventing re-entry into the Schengen area.
	(20)	A greater level of effectiveness, harmonisation and consistency can be achieved by making it mandatory to enter in SIS all entry bans issued by the competent authorities of the Member States in accordance with procedures respecting Directive 2008/115/EC47 , and by setting common rules for entering such alerts following the return of the irregular staying third country national. Member States should take all necessary measures to ensure that no time-gap exist between the moment in which the third-country national leaves the Schengen area and the activation of the alert in SIS. This should ensure the successful enforcement of entry bans at external border crossing points, effectively preventing re-entry into the Schengen area.

	_________________
	_________________

	47 Directive 2008/115/EC of the European Parliament and of the Council of 16 December 2008 on common standards and procedures in Member States for returning illegally staying third-country nationals (OJ L 348, 24.12.2008, p. 98).
	47 Directive 2008/115/EC of the European Parliament and of the Council of 16 December 2008 on common standards and procedures in Member States for returning illegally staying third-country nationals (OJ L 348, 24.12.2008, p. 98).


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Language amended for technical purposes.
</Amend>
<Amend>Amendment		<NumAm>170</NumAm>
<RepeatBlock-By><Members>Miriam Dalli</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 21</Article>
	

	Text proposed by the Commission
	Amendment

	(21)	This Regulation should set mandatory rules for the consultation of national authorities in case a third country national holds or may obtain a valid residence permit or other authorisation or right to stay granted in one Member State, and another Member State intends to issue or already entered an alert for refusal of entry and stay to the third country national concerned. Such situations create serious uncertainties for border guards, police and immigration authorities. Therefore, it is appropriate to provide for a mandatory timeframe for rapid consultation with a definite result in order to avoid that persons representing a threat may enter to the Schengen area.
	(21)	This Regulation should set mandatory rules for the consultation of national authorities in case a third country national holds or may obtain a valid residence permit or other authorisation or right to stay granted in one Member State, and another Member State intends to issue or already entered an alert for refusal of entry and stay to the third country national concerned. Such situations create serious uncertainties for border guards, police and immigration authorities. Therefore, it is appropriate to provide for a mandatory timeframe for rapid consultation with a definite result in order mandatory timeframe for rapid consultation with a definite result in order that those entitled to reside lawfully in the EU are entitled to enter the EU without difficult and that those who are not entitled to enter the EU are prevented from doing so.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The Recital should remain neutral as to the outcome of discussions between Member States. In some cases, an individual will be granted a residence permit. In other cases, an entry ban maybe maintained against an individual.
</Amend>
<Amend>Amendment		<NumAm>171</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 23</Article>
	

	Text proposed by the Commission
	Amendment

	(23)	Alerts should not be kept in SIS longer than the time required to fulfil the purposes for which they were issued. In order reduce the administrative burden on the authorities involved in processing data on individuals for different purposes, it is appropriate to align the maximum retention period of refusal of entry and stay alerts with the possible maximum length of entry bans issued in accordance with procedures respecting Directive 2008/115/EC. Therefore, the retention period for alerts on persons should be a maximum of five years. As a general principle, alerts on persons should be automatically deleted from SIS after a period of five years. Decisions to keep alerts on persons should be based on a comprehensive individual assessment. Member States should review alerts on persons within the defined period and keep statistics about the number of alerts on persons for which the retention period has been extended.
	(23)	Alerts should not be kept in SIS longer than the time required to fulfil the purposes for which they were issued. Therefore, the retention period for alerts on persons should be a maximum of three years. As a general principle, alerts on persons should be automatically deleted from SIS after a period of three years. Decisions to keep alerts on persons should be based on a comprehensive individual assessment. Member States should review alerts on persons within the defined period and keep statistics about the number of alerts on persons for which the retention period has been extended.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>172</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 23</Article>
	

	Text proposed by the Commission
	Amendment

	(23)	Alerts should not be kept in SIS longer than the time required to fulfil the purposes for which they were issued. In order reduce the administrative burden on the authorities involved in processing data on individuals for different purposes, it is appropriate to align the maximum retention period of refusal of entry and stay alerts. with the possible maximum length of entry bans issued in accordance with procedures respecting Directive 2008/115/EC Therefore, the retention period for alerts on persons should be a maximum of five years. As a general principle, alerts on persons should be automatically deleted from SIS after a period of five years. Decisions to keep alerts on persons should be based on a comprehensive individual assessment. Member States should review alerts on persons within the defined period and keep statistics about the number of alerts on persons for which the retention period has been extended.
	(23)	Alerts should not be kept in SIS longer than the time required to fulfil the purposes for which they were issued. In order to reduce the administrative burden on the authorities involved in processing data on individuals for different purposes, it is appropriate to distinguish entry ban alerts issued on the basis of the provisions of Article 11 of Directive 2008/115/CE for which the maximum retention period should be five years in accordance with the possible maximum length of entry bans issued in accordance with procedures respecting Directive 2008/115/EC, from the other alerts which are part of this mechanism, for which the retention period should remain three years. As a general principle, alerts on persons should be automatically deleted from SIS after a period of five or three years, respectively. Decisions to keep alerts on persons should be based on a comprehensive individual assessment. Member States should review alerts on persons within the defined period and keep statistics about the number of alerts on persons for which the retention period has been extended.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>173</NumAm>
<RepeatBlock-By><Members>Miriam Dalli</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 23</Article>
	

	Text proposed by the Commission
	Amendment

	(23)	Alerts should not be kept in SIS longer than the time required to fulfil the purposes for which they were issued. In order reduce the administrative burden on the authorities involved in processing data on individuals for different purposes, it is appropriate to align the maximum retention period of refusal of entry and stay alerts with the possible maximum length of entry bans issued in accordance with procedures respecting Directive 2008/115/EC. Therefore, the retention period for alerts on persons should be a maximum of five years. As a general principle, alerts on persons should be automatically deleted from SIS after a period of five years. Decisions to keep alerts on persons should be based on a comprehensive individual assessment. Member States should review alerts on persons within the defined period and keep statistics about the number of alerts on persons for which the retention period has been extended.
	(23)	Alerts should not be kept in SIS longer than the time required to fulfil the purposes for which they were issued. It is therefore necessary to maintain a review of the necessity of an alert after a period of three years. As a general principle, alerts on persons should be automatically deleted from SIS as soon as they are no longer necessary, or after a period of three years. Decisions to keep alerts on persons should be based on a comprehensive individual assessment. Member States should review alerts on persons within the defined period and keep statistics about the number of alerts on persons for which the retention period has been extended.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Under Article 51(1), alerts in SIS should be kept only for as long as they are needed. Commission offers no justification for extending the retention period other than reducing administrative burden. This is not an adequate justification. Recital 29 states that Member States already “regularly extend the expiry dates of alerts on persons ... ”. To avoid overburdening SIS and ensure that personal data is retained only for as long as necessary, MS should carry out a review of alerts after 3 years.
</Amend>
<Amend>Amendment		<NumAm>174</NumAm>
<RepeatBlock-By><Members>Miriam Dalli</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 24</Article>
	

	Text proposed by the Commission
	Amendment

	(24)	Entering and extending the expiry date of a SIS alert should be subject to the necessary proportionality requirement, examining whether a concrete case is adequate, relevant and important enough to insert an alert in SIS. In cases of offences pursuant Articles 1, 2, 3 and 4 of Council Framework Decision 2002/475/JHA on combating terrorism49 an alert should always be created on third country nationals for the purposes of refusal of entry and stay taking into account the high level of threat and overall negative impact such activity may result in.
	(24)	Entering and extending the expiry date of a SIS alert should be subject to the necessary proportionality requirement, examining whether a concrete case is adequate, relevant and important enough to insert an alert in SIS. In cases of offences pursuant to Articles 3, 4, 12 and 14 of Directive (EU) 2017/54 on combating terrorism, an alert should always be created as these constitute a very serious threat to public security and integrity of life of individuals and to society. 

	_________________
	

	49 Council Framework Decision 2002/475/JHA of 13 June 2002 on combating terrorism (OJ L 164, 22.6.2002, p. 3).
	


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The reference to the old Framework Decision is updated to the new Terrorism Directive, including the corresponding Articles. Otherwise, the recital is aligned more closely with Recital 30 from the Police and Judicial Cooperation Regulation.
</Amend>
<Amend>Amendment		<NumAm>175</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 24</Article>
	

	Text proposed by the Commission
	Amendment

	(24)	Entering and extending the expiry date of a SIS alert should be subject to the necessary proportionality requirement, examining whether a concrete case is adequate, relevant and important enough to insert an alert in SIS. In cases of offences pursuant Articles 1, 2, 3 and 4 of Council Framework Decision 2002/475/JHA on combating terrorism49, an alert should always be created on third country nationals for the purposes of refusal of entry and stay taking into account the high level of threat and overall negative impact such activity may result in.
	(24)	Entering and extending the expiry date of a SIS alert should be subject to the necessary proportionality requirement, examining whether a concrete case is adequate, relevant and important enough to insert an alert in SIS. In cases of offences pursuant to Directive (EU) 2017/541, an alert should always be created on third country nationals convicted for any crimes of that kind, for the purposes of refusal of entry and stay taking into account the high level of threat and overall negative impact such activity may result in.

	_________________
	

	49 Council Framework Decision 2002/475/JHA of 13 June 2002 on combatting terrorism (OJ L 164, 22.6.2002 p.6).
	


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>176</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 25</Article>
	

	Text proposed by the Commission
	Amendment

	(25)	The integrity of SIS data is of primary importance. Therefore, appropriate safeguards should be provided to process SIS data at central as well as at national level to ensure the end-to-end security of data. The authorities involved in the data processing should be bound by the security requirements of this Regulation and be subject to a uniform incident reporting procedure.
	(25)	The integrity of SIS data is of primary importance. Therefore, appropriate safeguards should be provided to process SIS data at central as well as at national level to ensure the end-to-end security of data. The authorities involved in the data processing should be bound by the security requirements of this Regulation, be appropriately trained for that purpose, be subject to a uniform incident reporting procedure and be informed of any offences and criminal penalties in this respect.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>177</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 26</Article>
	

	Text proposed by the Commission
	Amendment

	(26)	Data processed in SIS in application of this Regulation should not be transferred or made available to third countries or to international organisations.
	(26)	Data processed in SIS and the related supplementary information exchanged pursuant to this Regulation shall not be transferred or made available to third countries or to international organisations.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>178</NumAm>
<RepeatBlock-By><Members>Jussi Halla-aho</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 26</Article>
	

	Text proposed by the Commission
	Amendment

	(26)	Data processed in SIS in application of this Regulation should not be transferred or made available to third countries or to international organisations.
	(26)	Data processed in SIS in application of this Regulation should not be transferred or made available to third countries or to international organisations unless when strictly necessary.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>179</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 27</Article>
	

	Text proposed by the Commission
	Amendment

	(27)	To enhance the efficiency of the work of the immigration authorities when deciding about the right of third country nationals to enter and stay in the territories of the Member States, as well as about the return of illegally staying third country nationals, it is appropriate to grant them access to SIS under this Regulation.
	(27)	To enhance the efficiency of the work of the immigration authorities when deciding about the right of third country nationals to enter and stay in the territories of the Member States, as well as about the return of irregularly staying third country nationals, it is appropriate to grant them access to SIS under this Regulation.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>180</NumAm>
<RepeatBlock-By><Members>Miriam Dalli</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 28</Article>
	

	Text proposed by the Commission
	Amendment

	(28)	Regulation (EU) 2016/67950 should apply to the processing of personal data under this Regulation by Member States authorities when Directive (EU) 2016/68051 does not apply. Regulation (EC) No 45/2001 of the European Parliament and of the Council52 should apply to the processing of personal data by the institutions and bodies of the Union when carrying out their responsibilities under this Regulation. The provisions of Directive (EU) 2016/680, Regulation (EU) 2016/679 and Regulation (EC) No 45/2001 should be further specified in this Regulation where necessary. With regard to processing of personal data by Europol, Regulation (EU) 2016/794 on the European Union Agency for Law Enforcement cooperation53 (Europol Regulation) applies.
	(28)	Regulation (EU) 2016/67950 should apply to the processing of personal data under this Regulation by Member States authorities when Directive (EU) 2016/68051 does not apply. Regulation (EC) No 45/2001 of the European Parliament and of the Council52 should apply to the processing of personal data by the institutions and bodies of the Union when carrying out their responsibilities under this Regulation. The provisions of Directive (EU) 2016/680, Regulation (EU) 2016/679 and Regulation (EC) No 45/2001 should be further specified in this Regulation where necessary.

	_________________
	_________________

	50 Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data and on the free movement of such data and repealing Directive 95/46/EC (General Data Protection Regulation (OJ L 119, 4.5.2016, p. 1).
	50 Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data and on the free movement of such data and repealing Directive 95/46/EC (General Data Protection Regulation (OJ L 119, 4.5.2016, p. 1).

	51 Directive (EU) 2016/680 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data by competent authorities for the purposes of the prevention, investigation, detection or prosecution of criminal offences or the execution of criminal penalties, and on the free movement of such data (OJ L 119, 4.5.2016, p.89).
	51 Directive (EU) 2016/680 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data by competent authorities for the purposes of the prevention, investigation, detection or prosecution of criminal offences or the execution of criminal penalties, and on the free movement of such data (OJ L 119, 4.5.2016, p.89).

	52 Regulation (EC) No 45/2001 of the European Parliament and of the Council of 18 December 2000 on the protection of individuals with regard to the processing of personal data by the Community institutions and bodies and on the free movement of such data (OJ L 8, 12.1.2001, p.1).
	52 Regulation (EC) No 45/2001 of the European Parliament and of the Council of 18 December 2000 on the protection of individuals with regard to the processing of personal data by the Community institutions and bodies and on the free movement of such data (OJ L 8, 12.1.2001, p.1).

	53 Regulation (EU) 2016/794 of the European Parliament and of the Council of 11 May 2016 on the European Union Agency for Law Enforcement Cooperation (Europol) and replacing and repealing Council Decisions 2009/371/JHA, 2009/934/JHA, 2009/935/JHA, 2009/936/JHA and 2009/968/JHA (OJ L 135, 25.5.2016, p. 53).
	


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
This sentence is redundant.
</Amend>
<Amend>Amendment		<NumAm>181</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 28</Article>
	

	Text proposed by the Commission
	Amendment

	(28)	Regulation (EU) 2016/67950 should apply to the processing of personal data under this Regulation by Member States authorities when Directive (EU) 2016/68051 does not apply. Regulation (EC) No 45/2001 of the European Parliament and of the Council52 should apply to the processing of personal data by the institutions and bodies of the Union when carrying out their responsibilities under this Regulation. The provisions of Directive (EU) 2016/680, Regulation (EU) 2016/679 and Regulation (EC) No 45/2001 should be further specified in this Regulation where necessary. With regard to processing of personal data by Europol, Regulation (EU) 2016/794 on the European Union Agency for Law Enforcement cooperation53 (Europol Regulation) applies.
	(28)	Regulation (EU) 2016/67950 should apply to the processing of personal data under this Regulation by Member States authorities when Directive (EU) 2016/68051 does not apply. Regulation (EC) No 45/2001 of the European Parliament and of the Council52 should apply to the processing of personal data by the institutions and bodies of the Union when carrying out their responsibilities under this Regulation. With regard to processing of personal data by Europol, Regulation (EU) 2016/794 on the European Union Agency for Law Enforcement cooperation53 (Europol Regulation) applies.

	_________________
	_________________

	50 Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data and on the free movement of such data and repealing Directive 95/46/EC (General Data Protection Regulation (OJ L 119, 4.5.2016, p. 1).
	50 Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data and on the free movement of such data and repealing Directive 95/46/EC (General Data Protection Regulation (OJ L 119, 4.5.2016, p. 1).

	51 Directive (EU) 2016/680 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data by competent authorities for the purposes of the prevention, investigation, detection or prosecution of criminal offences or the execution of criminal penalties, and on the free movement of such data (OJ L 119, 4.5.2016, p.89).
	51 Directive (EU) 2016/680 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data by competent authorities for the purposes of the prevention, investigation, detection or prosecution of criminal offences or the execution of criminal penalties, and on the free movement of such data (OJ L 119, 4.5.2016, p.89).

	52 Regulation (EC) No 45/2001 of the European Parliament and of the Council of 18 December 2000 on the protection of individuals with regard to the processing of personal data by the Community institutions and bodies and on the free movement of such data (OJ L 8, 12.1.2001, p.1).
	52 Regulation (EC) No 45/2001 of the European Parliament and of the Council of 18 December 2000 on the protection of individuals with regard to the processing of personal data by the Community institutions and bodies and on the free movement of such data (OJ L 8, 12.1.2001, p.1).

	53 Regulation (EU) 2016/794 of the European Parliament and of the Council of 11 May 2016 on the European Union Agency for Law Enforcement Cooperation (Europol) and replacing and repealing Council Decisions 2009/371/JHA, 2009/934/JHA, 2009/935/JHA, 2009/936/JHA and 2009/968/JHA (OJ L 135, 25.5.2016, p. 53).
	53 Regulation (EU) 2016/794 of the European Parliament and of the Council of 11 May 2016 on the European Union Agency for Law Enforcement Cooperation (Europol) and replacing and repealing Council Decisions 2009/371/JHA, 2009/934/JHA, 2009/935/JHA, 2009/936/JHA and 2009/968/JHA (OJ L 135, 25.5.2016, p. 53).


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>182</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 31</Article>
	

	Text proposed by the Commission
	Amendment

	(31)	The national independent supervisory authorities should monitor the lawfulness of the processing of personal data by the Member States in relation to this Regulation. The rights of data subjects for access, rectification and erasure of their personal data stored in SIS, and subsequent remedies before national courts as well as the mutual recognition of judgments should be set out. Therefore, it is appropriate to require annual statistics from Member States.
	(31)	The national independent supervisory authorities should monitor the lawfulness of the processing of personal data by the Member States in relation to this Regulation, including the exchange and further processing of supplementary information. The rights of data subjects for access, rectification, deletion, erasure of their personal data stored in SIS and compensation, and subsequent remedies before national courts as well as the mutual recognition of judgments should be set out. Therefore, it is appropriate to require Member States to develop a standard statistical system for reporting annually by means of a cooperation mechanism between national supervisory authorities and the European Data Protection Supervisor.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>183</NumAm>
<RepeatBlock-By><Members>Miriam Dalli</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 31</Article>
	

	Text proposed by the Commission
	Amendment

	(31)	The national independent supervisory authorities should monitor the lawfulness of the processing of personal data by the Member States in relation to this Regulation. The rights of data subjects for access, rectification and erasure of their personal data stored in SIS, and subsequent remedies before national courts as well as the mutual recognition of judgments should be set out. Therefore, it is appropriate to require annual statistics from Member States.
	(31)	The national independent supervisory authorities should monitor the lawfulness of the processing of personal data by the Member States in relation to this Regulation and should be granted sufficient resources to carry out this task. The rights of data subjects for access, rectification and erasure of their personal data stored in SIS, the number of cases brought before national courts and the subsequent remedies as well as the mutual recognition of judgments should be set out. Therefore, it is appropriate to require annual statistics from Member States.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The national supervisory authorities should have sufficient resources to allow them to monitor properly the processing of personal data in the Member States. It is important also to collect information on the number of cases brought to court regarding data processing in the context of SIS.
</Amend>
<Amend>Amendment		<NumAm>184</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 33</Article>
	

	Text proposed by the Commission
	Amendment

	(33)	Regulation (EU) 2016/794 (Europol Regulation) provides that Europol supports and strengthens actions carried out by the competent authorities of Member States and their cooperation in combating terrorism and serious crime and provides analysis and threat assessments. In order to facilitate Europol in carrying out its tasks, in particular within the European Migrant Smuggling Centre, it is appropriate to allow Europol access to the alert categories defined in this Regulation. Europol's European Migrant Smuggling Centre plays a major strategic role in countering the facilitation of irregular migration, it should obtain access to alerts on persons who are refused entry and stay within the territory of a Member State either on criminal grounds or because of non-compliance with entry and stay conditions.
	deleted


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>185</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 33</Article>
	

	Text proposed by the Commission
	Amendment

	(33)	Regulation (EU) 2016/794 (Europol Regulation) provides that Europol supports and strengthens actions carried out by the competent authorities of Member States and their cooperation in combating terrorism and serious crime and provides analysis and threat assessments. In order to facilitate Europol in carrying out its tasks, in particular within the European Migrant Smuggling Centre, it is appropriate to allow Europol access to the alert categories defined in this Regulation. Europol's European Migrant Smuggling Centre plays a major strategic role in countering the facilitation of irregular migration, it should obtain access to alerts on persons who are refused entry and stay within the territory of a Member State either on criminal grounds or because of non-compliance with entry and stay conditions.
	(33)	Regulation (EU) 2016/794 (Europol Regulation) provides that Europol supports and strengthens actions carried out by the competent authorities of Member States and their cooperation in combating terrorism and serious crime and provides analysis and threat assessments. In order to facilitate Europol in carrying out its tasks, it is appropriate to allow Europol access to the alert categories defined in this Regulation.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>186</NumAm>
<RepeatBlock-By><Members>Miriam Dalli</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 33</Article>
	

	Text proposed by the Commission
	Amendment

	(33)	Regulation (EU) 2016/794 (Europol Regulation) provides that Europol supports and strengthens actions carried out by the competent authorities of Member States and their cooperation in combating terrorism and serious crime and provides analysis and threat assessments. In order to facilitate Europol in carrying out its tasks, in particular within the European Migrant Smuggling Centre, it is appropriate to allow Europol access to the alert categories defined in this Regulation. Europol's European Migrant Smuggling Centre plays a major strategic role in countering the facilitation of irregular migration, it should obtain access to alerts on persons who are refused entry and stay within the territory of a Member State either on criminal grounds or because of non-compliance with entry and stay conditions.
	(33)	Regulation (EU) 2016/794 (Europol Regulation) provides that Europol supports and strengthens actions carried out by the competent authorities of Member States and their cooperation in combating terrorism and serious crime and provides analysis and threat assessments. In order to facilitate Europol in carrying out its tasks, in particular within the European Migrant Smuggling Centre, it is appropriate to allow Europol access to the alert categories defined in this Regulation.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
It is not clear on what basis the Commission assumes that those persons subject to an entry ban are linked to facilitating irregular migration. This form of profiling should not be supported.
</Amend>
<Amend>Amendment		<NumAm>187</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 33</Article>
	

	Text proposed by the Commission
	Amendment

	(33)	Regulation (EU) 2016/794 (Europol Regulation) provides that Europol supports and strengthens actions carried out by the competent authorities of Member States and their cooperation in combating terrorism and serious crime and provides analysis and threat assessments. In order to facilitate Europol in carrying out its tasks, in particular within the European Migrant Smuggling Centre, it is appropriate to allow Europol access to the alert categories defined in this Regulation. Europol's European Migrant Smuggling Centre plays a major strategic role in countering the facilitation of irregular migration, it should obtain access to alerts on persons who are refused entry and stay within the territory of a Member State either on criminal grounds or because of non-compliance with entry and stay conditions.
	(33)	Regulation (EU) 2016/794 (Europol Regulation) provides that Europol supports and strengthens actions carried out by the competent authorities of Member States and their cooperation in combating terrorism and serious crime and provides analysis and threat assessments. In order to facilitate Europol in carrying out its tasks, in particular within the European Migrant Smuggling Centre, it is appropriate to allow Europol access to the alert categories defined in this Regulation. Europol's European Migrant Smuggling Centre plays a major strategic role in countering the facilitation of irregular migration, it should obtain access to alerts on persons who are refused entry and stay within the territory of a Member State on the basis of restrictive measures, on criminal grounds or because of non-compliance with entry and stay conditions.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>188</NumAm>
<RepeatBlock-By><Members>Miriam Dalli</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 34</Article>
	

	Text proposed by the Commission
	Amendment

	(34)	In order to bridge the gap in information sharing on terrorism, in particular on foreign terrorist fighters – where monitoring of their movement is crucial – Member States should share information on terrorism-related activity with Europol in parallel to introducing an alert in SIS, as well as hits and related information. This should allow Europol's European Counter Terrorism Centre to verify if there is any additional contextual information available in Europol's databases and to deliver high quality analysis contributing to disrupting terrorism networks and, where possible, preventing their attacks.
	deleted


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The whole recital belongs in the EUROPOL Regulation and not in the SIS Regulation. Obligations on Member States to share information with Europol do not form part of the SIS Regulation.
</Amend>
<Amend>Amendment		<NumAm>189</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 34</Article>
	

	Text proposed by the Commission
	Amendment

	(34)	In order to bridge the gap in information sharing on terrorism, in particular on foreign terrorist fighters – where monitoring of their movement is crucial – Member States should share information on terrorism-related activity with Europol in parallel to introducing an alert in SIS, as well as hits and related information. This should allow Europol's European Counter Terrorism Centre to verify if there is any additional contextual information available in Europol's databases and to deliver high quality analysis contributing to disrupting terrorism networks and, where possible, preventing their attacks.
	(34)	In order to bridge the gap in information sharing on terrorism, in particular on foreign terrorist fighters – where monitoring of their movement is crucial – Member States should share information on terrorism-related activity with Europol in parallel to introducing an alert in SIS, as well as hits, related information and information in case the action to be taken is not carried out. This should allow Europol's European Counter Terrorism Centre to verify if there is any additional contextual information available in Europol's databases and to deliver high quality analysis contributing to disrupting terrorism networks and, where possible, preventing their attacks.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>190</NumAm>
<RepeatBlock-By><Members>Lorenzo Fontana</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 34</Article>
	

	Text proposed by the Commission
	Amendment

	(34)	In order to bridge the gap in information sharing on terrorism, in particular on foreign terrorist fighters – where monitoring of their movement is crucial – Member States should share information on terrorism-related activity with Europol in parallel to introducing an alert in SIS, as well as hits and related information. This should allow Europol's European Counter Terrorism Centre to verify if there is any additional contextual information available in Europol's databases and to deliver high quality analysis contributing to disrupting terrorism networks and, where possible, preventing their attacks.
	(34)	In order to bridge the gap in information sharing on terrorism, in particular on foreign terrorist fighters – where monitoring of their movement is crucial – Member States should share information on terrorism-related activity with Europol in parallel to introducing an alert in SIS, as well as hits and related information. This should allow Europol's European Counter Terrorism Centre to immediately verify if there is any additional contextual information available in Europol's databases and to deliver high quality analysis contributing to disrupting terrorism networks and, where possible, preventing their attacks.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>191</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 35</Article>
	

	Text proposed by the Commission
	Amendment

	(35)	It is also necessary to set out clear rules for Europol on the processing and downloading of SIS data to allow the most comprehensive use of SIS provided that data protection standards are respected as provided in this Regulation and Regulation (EU) 2016/794. In cases where searches carried out by Europol in SIS reveal the existence of an alert issued by a Member State, Europol cannot take the required action. Therefore it should inform the Member State concerned allowing it to follow up the case.
	(35)	It is also necessary to set out clear rules for Europol on the processing and downloading of SIS data to allow the most comprehensive use of SIS provided that data protection standards are respected as provided by Union law. In cases where searches carried out by Europol in SIS reveal the existence of an alert issued by a Member State, Europol cannot take the required action. Therefore it should immediately inform the Member State concerned allowing it to follow up the case.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>192</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 36</Article>
	

	Text proposed by the Commission
	Amendment

	(36)	Regulation (EU) 2016/1624 of the European Parliament and of the Council54 provides for the purpose of this Regulation, that the host Member State is to authorise the members of the European Border and Coast Guard teams or teams of staff involved in return-related tasks, deployed by the European Border and Coast Guard Agency, to consult European databases, where this consultation is necessary for fulfilling operational aims specified in the operational plan on border checks, border surveillance and return. Other relevant Union agencies, in particular the European Asylum Support Office and Europol, may also deploy experts as part of migration management support teams, who are not members of the staff of those Union agencies. The objective of the deployment of the European Border and Coast Guard teams, teams of staff involved in return-related tasks and the migration management support teams is to provide for technical and operational reinforcement to the requesting Member States, especially to those facing disproportionate migratory challenges. Fulfilling the tasks assigned to the European Border and Coast Guard teams, teams of staff involved in return-related tasks and to the migration management support teams, necessitates access to SIS via a technical interface of the European Border and Coast Guard Agency connecting to Central SIS. In cases where searches carried out by the team or the teams of staff in SIS reveal the existence of an alert issued by a Member State, the member of the team or the staff cannot take the required action unless authorised to do so by the host Member State. Therefore it should inform the Member States concerned allowing for follow up of the case.
	deleted

	_________________
	

	54 Regulation (EU) 2016/1624 of the European Parliament and of the Council of 14 September 2016 on the European Border and Coast Guard and amending Regulation (EU) 2016/399 of the European Parliament and of the Council and repealing Regulation (EC) No 863/2007 of the European Parliament and of the Council, Council Regulation (EC) No 2007/2004 and Council Decision 2005/267/EC (OJ L 251 of 16.9.2016, p. 1).
	


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>193</NumAm>
<RepeatBlock-By><Members>Miriam Dalli</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 36</Article>
	

	Text proposed by the Commission
	Amendment

	(36)	Regulation (EU) 2016/1624 of the European Parliament and of the Council54 provides for the purposes of this Regulation, that the host Member State is to authorise the members of the European Border and Coast Guard teams or teams of staff involved in return-related tasks, deployed by the European Border and Coast Guard Agency, to consult European databases, where this consultation is necessary for fulfilling operational aims specified in the operational plan on border checks, border surveillance and return. Other relevant Union agencies, in particular the European Asylum Support Office and Europol, may also deploy experts as part of migration management support teams, who are not members of the staff of those Union agencies. The objective of the deployment of the European Border and Coast Guard teams, teams of staff involved in return-related tasks and the migration management support teams is to provide for technical and operational reinforcement to the requesting Member States, especially to those facing disproportionate migratory challenges. Fulfilling the tasks assigned to the European Border and Coast Guard teams, teams of staff involved in return-related tasks and to the migration management support teams, necessitates access to SIS via a technical interface of the European Border and Coast Guard Agency connecting to Central SIS. In cases where searches carried out by the team or the teams of staff in SIS reveal the existence of an alert issued by a Member State, the member of the team or the staff cannot take the required action unless authorised to do so by the host Member State. Therefore it should inform the Member States concerned allowing for follow up of the case.
	(36)	Regulation (EU) 2016/1624 of the European Parliament and of the Council54 provides for the purposes of this Regulation, that the host Member State is to authorise the members of the European Border and Coast Guard teams, deployed by the European Border and Coast Guard Agency, to consult European databases, where this consultation is necessary for fulfilling operational aims specified in the operational plan on border checks, border surveillance and return. Other relevant Union agencies, in particular the European Asylum Support Office and Europol, may also deploy experts as part of migration management support teams, who are not members of the staff of those Union agencies. The objective of the deployment of the European Border and Coast Guard teams, and the migration management support teams is to provide for technical and operational reinforcement to the requesting Member States, especially to those facing disproportionate migratory challenges. Fulfilling the tasks assigned to the European Border and Coast Guard teams, and to the migration management support teams, necessitates access to SIS via a technical interface of the European Border and Coast Guard Agency connecting to Central SIS. In cases where searches carried out by the team or the teams of staff in SIS reveal the existence of an alert issued by a Member State, the member of the team or the staff cannot take the required action unless authorised to do so by the host Member State. Therefore it should inform the Member States concerned allowing for follow up of the case.

	_________________
	_________________

	54 Regulation (EU) 2016/1624 of the European Parliament and of the Council of 14 September 2016 on the European Border and Coast Guard and amending Regulation (EU) 2016/399 of the European Parliament and of the Council and repealing Regulation (EC) No 863/2007 of the European Parliament and of the Council, Council Regulation (EC) No 2007/2004 and Council Decision 2005/267/EC (OJ L 251 of 16.9.2016, p. 1).
	54 Regulation (EU) 2016/1624 of the European Parliament and of the Council of 14 September 2016 on the European Border and Coast Guard and amending Regulation (EU) 2016/399 of the European Parliament and of the Council and repealing Regulation (EC) No 863/2007 of the European Parliament and of the Council, Council Regulation (EC) No 2007/2004 and Council Decision 2005/267/EC (OJ L 251 of 16.9.2016, p. 1).


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The deleted text is redundant. According to Article 40(1) of Regulation (EU) 2016/214 on the EBCGA, Members of the EBCG Teams “shall have the capacity to perform all tasks and exercise all powers for ... return as well as those which are necessary for the realisation of the objectives of ... Directive 2008/115/EC” (the Returns Directive). In other words, EBCG teams can carry out all return-related tasks. It is not necessary to grant access to other teams of staff of the EBCGA.
</Amend>
<Amend>Amendment		<NumAm>194</NumAm>
<RepeatBlock-By><Members>Lorenzo Fontana, Gilles Lebreton, Nicolas Bay</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 36 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(36 a)	Takes the view that the open border policy of the European Union is an incentive and encourages more migrants attempting to cross the Mediterranean Sea;


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>195</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 37</Article>
	

	Text proposed by the Commission
	Amendment

	(37)	In accordance with Regulation (EU) 2016/1624 the European Border and Coast Guard Agency shall prepare risk analyses. These risk analyses shall cover all aspects relevant to European integrated border management, notably threats that may affect the functioning or security of the external borders. Alerts introduced in the SIS in accordance with this Regulation, notably the alerts on refusal of entry and stay are relevant information for assessing possible threats that may affect the external borders and should thus be available in view of the risk analysis which must be prepared by the European Border and Coast Guard Agency. Fulfilling the tasks assigned to the European Border and Coast Guard Agency in relation to risk analysis, necessitates access to SIS. Furthermore, in accordance with Commission proposal for a Regulation of the European Parliament and of the Council establishing a European Travel Information and Authorisation System (ETIAS)55, the ETIAS Central Unit of the European Border and Coast Guard Agency will perform verifications in SIS via ETIAS in order to perform the assessment of the applications for travel authorisation which require, inter alia, to ascertain if the third country national applying for a travel authorisation is subject of a SIS alert. To this end the ETIAS Central Unit within European Border and Coast Guard Agency should also have access to SIS to the extent necessary to carry out its mandate, namely to all alert categories on third country nationals in respect of whom an alert has been issued for the purposes of entry and stay, and those who are subject to restrictive measure intended to prevent entry or transit through Member States.
	deleted

	_________________
	

	55 COM(2016) 731 final.
	


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>196</NumAm>
<RepeatBlock-By><Members>Lorenzo Fontana, Gilles Lebreton, Nicolas Bay</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 37</Article>
	

	Text proposed by the Commission
	Amendment

	(37)	In accordance with Regulation (EU) 2016/1624 the European Border and Coast Guard Agency shall prepare risk analyses. These risk analyses shall cover all aspects relevant to European integrated border management, notably threats that may affect the functioning or security of the external borders. Alerts introduced in the SIS in accordance with this Regulation, notably the alerts on refusal of entry and stay are relevant information for assessing possible threats that may affect the external borders and should thus be available in view of the risk analysis which must be prepared by the European Border and Coast Guard Agency. Fulfilling the tasks assigned to the European Border and Coast Guard Agency in relation to risk analysis, necessitates access to SIS. Furthermore, in accordance with Commission proposal for a Regulation of the European Parliament and of the Council establishing a European Travel Information and Authorisation System (ETIAS)55 the ETIAS Central Unit of the European Border and Coast Guard Agency will perform verifications in SIS via ETIAS in order to perform the assessment of the applications for travel authorisation which require, inter alia, to ascertain if the third country national applying for a travel authorisation is subject of a SIS alert. To this end the ETIAS Central Unit within European Border and Coast Guard Agency should also have access to SIS to the extent necessary to carry out its mandate, namely to all alert categories on third country nationals in respect of whom an alert has been issued for the purposes of entry and stay, and those who are subject to restrictive measure intended to prevent entry or transit through Member States.
	deleted

	_________________
	

	55 COM (2016)731 final.
	


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>197</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 37</Article>
	

	Text proposed by the Commission
	Amendment

	(37)	In accordance with Regulation (EU) 2016/1624 the European Border and Coast Guard Agency shall prepare risk analyses. These risk analyses shall cover all aspects relevant to European integrated border management, notably threats that may affect the functioning or security of the external borders. Alerts introduced in the SIS in accordance with this Regulation, notably the alerts on refusal of entry and stay are relevant information for assessing possible threats that may affect the external borders and should thus be available in view of the risk analysis which must be prepared by the European Border and Coast Guard Agency. Fulfilling the tasks assigned to the European Border and Coast Guard Agency in relation to risk analysis, necessitates access to SIS. Furthermore, in accordance with Commission proposal for a Regulation of the European Parliament and of the Council establishing a European Travel Information and Authorisation System (ETIAS)55 the ETIAS Central Unit of the European Border and Coast Guard Agency will perform verifications in SIS via ETIAS in order to perform the assessment of the applications for travel authorisation which require, inter alia, to ascertain if the third country national applying for a travel authorisation is subject of a SIS alert. To this end the ETIAS Central Unit within European Border and Coast Guard Agency should also have access to SIS to the extent necessary to carry out its mandate, namely to all alert categories on third country nationals in respect of whom an alert has been issued for the purposes of entry and stay, and those who are subject to restrictive measure intended to prevent entry or transit through Member States.
	(37)	In accordance with Regulation (EU) 2016/1624 the European Border and Coast Guard Agency shall prepare risk analyses. These risk analyses shall cover all aspects relevant to European integrated border management, notably threats that may affect the functioning or security of the external borders. Alerts introduced in the SIS in accordance with this Regulation, notably the alerts on refusal of entry and stay are relevant information for assessing possible threats that may affect the external borders and should thus be available in view of the risk analysis which must be prepared by the European Border and Coast Guard Agency. Fulfilling the tasks assigned to the European Border and Coast Guard Agency in relation to risk analysis, necessitates access to SIS.

	_________________
	

	55 COM (2016)731 final.
	


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
There is no political agreement on ETIAS at this stage.
</Amend>
<Amend>Amendment		<NumAm>198</NumAm>
<RepeatBlock-By><Members>Miriam Dalli</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 37</Article>
	

	Text proposed by the Commission
	Amendment

	(37)	In accordance with Regulation (EU) 2016/1624 the European Border and Coast Guard Agency shall prepare risk analyses. These risk analyses shall cover all aspects relevant to European integrated border management, notably threats that may affect the functioning or security of the external borders. Alerts introduced in the SIS in accordance with this Regulation, notably the alerts on refusal of entry and stay are relevant information for assessing possible threats that may affect the external borders and should thus be available in view of the risk analysis which must be prepared by the European Border and Coast Guard Agency. Fulfilling the tasks assigned to the European Border and Coast Guard Agency in relation to risk analysis, necessitates access to SIS. Furthermore, in accordance with Commission proposal for a Regulation of the European Parliament and of the Council establishing a European Travel Information and Authorisation System (ETIAS)55 the ETIAS Central Unit of the European Border and Coast Guard Agency will perform verifications in SIS via ETIAS in order to perform the assessment of the applications for travel authorisation which require, inter alia, to ascertain if the third country national applying for a travel authorisation is subject of a SIS alert. To this end the ETIAS Central Unit within European Border and Coast Guard Agency should also have access to SIS to the extent necessary to carry out its mandate, namely to all alert categories on third country nationals in respect of whom an alert has been issued for the purposes of entry and stay, and those who are subject to restrictive measure intended to prevent entry or transit through Member States.
	(37)	In accordance with Regulation (EU) 2016/1624 the European Border and Coast Guard Agency shall prepare risk analyses. These risk analyses shall cover all aspects relevant to European integrated border management, notably threats that may affect the functioning or security of the external borders. Fulfilling the tasks assigned to the European Border and Coast Guard Agency in relation to risk analysis, necessitates access to statistical data but not personal data from SIS. Furthermore, in accordance with Commission proposal for a Regulation of the European Parliament and of the Council establishing a European Travel Information and Authorisation System (ETIAS) the ETIAS Central Unit of the European Border and Coast Guard Agency may have to perform verifications in SIS via ETIAS in order to perform the assessment of the applications for travel authorisation which require, inter alia, to ascertain if the third country national applying for a travel authorisation is subject of a SIS alert. Therefore, should the ETIAS Regulation be adopted, the ETIAS Central Unit within European Border and Coast Guard Agency should also have access to SIS to the extent necessary to carry out its mandate, namely to all alert categories on third country nationals in respect of whom an alert has been issued for the purposes of entry and stay, and those who are subject to restrictive measure intended to prevent entry or transit through Member States.

	_________________
	

	55 COM (2016)731 final.
	


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The EBCGA needs access to statistical data from the SIS to carry out its assessments. It does not need access to personal data in that context.
The ETIAS Proposal is still being worked on in Parliament. It is not appropriate to assume it will be adopted as the Commission proposed.
</Amend>
<Amend>Amendment		<NumAm>199</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 37</Article>
	

	Text proposed by the Commission
	Amendment

	(37)	In accordance with Regulation (EU) 2016/1624 the European Border and Coast Guard Agency shall prepare risk analyses. These risk analyses shall cover all aspects relevant to European integrated border management, notably threats that may affect the functioning or security of the external borders. Alerts introduced in the SIS in accordance with this Regulation, notably the alerts on refusal of entry and stay, are relevant information for assessing possible threats that may affect the external borders, and should thus be available in view of the risk analysis which must be prepared by the European Border and Coast Guard Agency. Fulfilling the tasks assigned to the European Border and Coast Guard Agency in relation to risk analysis, necessitates access to SIS. Furthermore, in accordance with Commission proposal for a Regulation of the European Parliament and of the Council establishing a European Travel Information and Authorisation System (ETIAS)55, the ETIAS Central Unit of the European Border and Coast Guard Agency will perform verifications in SIS via ETIAS in order to perform the assessment of the applications for travel authorisation which require, inter alia, to ascertain if the third country national applying for a travel authorisation is subject of a SIS alert. To this end the ETIAS Central Unit within European Border and Coast Guard Agency should also have access to SIS to the extent necessary to carry out its mandate, namely to all alert categories on third country nationals in respect of whom an alert has been issued for the purposes of entry and stay, and those who are subject to restrictive measure intended to prevent entry or transit through Member States.
	(37)	In accordance with Regulation (EU) 2016/1624 the European Border and Coast Guard Agency shall prepare vulnerability assessments and risk analyses. These risk analyses shall cover all aspects relevant to European integrated border management, notably threats that may affect the functioning or security of the external borders. Alerts on refusal of entry and stay or restrictive measures intended to prevent entry into or transit through Member States entered in SIS in accordance with this Regulation are relevant information for assessing possible threats that may affect external borders, and should thus be available in view of the risk analysis which must be prepared by the European Border and Coast Guard Agency. Fulfilling the tasks assigned to the European Border and Coast Guard Agency in relation to risk analysis, necessitates access to SIS. Furthermore, in accordance with Commission proposal for a Regulation of the European Parliament and of the Council establishing a European Travel Information and Authorisation System (ETIAS)55, the ETIAS Central Unit of the European Border and Coast Guard Agency will perform verifications in SIS via ETIAS in order to perform the assessment of the applications for travel authorisation which require, inter alia, to ascertain if the third country national applying for a travel authorisation is subject of a SIS alert. To this end the ETIAS Central Unit within European Border and Coast Guard Agency should also have access to SIS to the extent necessary to carry out its mandate, namely to all alert categories on third country nationals in respect of whom an alert has been issued for the purposes of entry and stay, and those who are subject to restrictive measure intended to prevent entry or transit through Member States.

	_________________
	_________________

	55 COM(2016) 731 final.
	55 COM(2016) 731 final.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>200</NumAm>
<RepeatBlock-By><Members>Lorenzo Fontana, Gilles Lebreton, Nicolas Bay</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 37 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(37 a)	Recalls that, since the establishment of the Schengen Area, the EU has become an area without borders; stresses that the current need of Member States is to return to the protection of national borders by sovereign nation states;


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>201</NumAm>
<RepeatBlock-By><Members>Miriam Dalli</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 38</Article>
	

	Text proposed by the Commission
	Amendment

	(38)	Owing to their technical nature, level of detail and need for regular updating, certain aspects of SIS cannot be covered exhaustively by the provisions of this Regulation. These include, for example, technical rules on entering data, updating, deleting and searching data, data quality and search rules related to biometric identifiers, rules on compatibility and priority of alerts, the adding of flags, links between alerts, setting the expiry date of alerts within the maximum time limit and the exchange of supplementary information. Implementing powers in respect of those aspects should therefore be conferred to the Commission. Technical rules on searching alerts should take into account the smooth operation of national applications.
	(38)	Owing to their technical nature, level of detail and need for regular updating, certain aspects of SIS cannot be covered exhaustively by the provisions of this Regulation. These include, for example, technical rules on entering data, updating, deleting and searching data, data quality and search rules related to biometric identifiers, rules on compatibility and priority of alerts, the adding of flags, links between alerts. Implementing powers in respect of those aspects should therefore be conferred to the Commission. Technical rules on searching alerts should take into account the smooth operation of national applications.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Tabled for consistency with later amendments.
</Amend>
<Amend>Amendment		<NumAm>202</NumAm>
<RepeatBlock-By><Members>Miriam Dalli</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 39 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(39 a)	In order to ensure the proper functioning of both the SIS itself and the SIRENE Bureaux, responsible for the exchange of supplementary information on alerts, the power to adopt acts in accordance with Article 290 of the Treaty on the Functioning of the European Union should be delegated to the Commission for the adoption of the SIRENE Manual


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The amendment reflects later amendments designed to ensure that a delegated act is required for the adoption of the SIRENE Manual.
</Amend>
<Amend>Amendment		<NumAm>203</NumAm>
<RepeatBlock-By><Members>Miriam Dalli</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 42</Article>
	

	Text proposed by the Commission
	Amendment

	(42)	This Regulation respects the fundamental rights and observes the principles recognised in particular by the Charter of Fundamental Rights of the European Union. In particular, this Regulation seeks to ensure a safe environment for all persons residing on the territory of the European Union and a protection of irregular migrants from exploitation and trafficking by allowing their identification while fully respecting the protection of personal data.
	(42)	This Regulation respects the fundamental rights and observes the principles recognised in particular by the Charter of Fundamental Rights of the European Union. In particular, this Regulation should fully respect the protection of personal data in accordance with Article 8 of the Charter of Fundamental Rights while seeking to ensure a safe environment for all persons residing on the territory of the European Union and the protection of irregular migrants from exploitation and trafficking


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Linguistic revision designed to reiterate the need to protect personal data, as this is a fundamental right. The last part of the last sentence is confusing and misleading.
</Amend>
<Amend>Amendment		<NumAm>204</NumAm>
<RepeatBlock-By><Members>Lorenzo Fontana</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 42</Article>
	

	Text proposed by the Commission
	Amendment

	(42)	This Regulation respects the fundamental rights and observes the principles recognised in particular by the Charter of Fundamental Rights of the European Union. In particular, this Regulation seeks to ensure a safe environment for all persons residing on the territory of the European Union and a protection of irregular migrants from exploitation and trafficking by allowing their identification while fully respecting the protection of personal data.
	(42)	This Regulation respects the fundamental rights and observes the principles recognised in particular by the Charter of Fundamental Rights of the European Union. In particular, this Regulation seeks to ensure a safe environment for all persons residing on the territory of the European Union and a protection of irregular migrants from exploitation and trafficking by allowing their identification, preferably in third countries, while fully respecting the protection of personal data.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>205</NumAm>
<RepeatBlock-By><Members>Emil Radev</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Recital 49</Article>
	

	Text proposed by the Commission
	Amendment

	(49)	As regards Bulgaria and Romania, this Regulation constitutes an act building upon, or otherwise relating to, the Schengen acquis within the meaning of Article 4(2) of the 2005 Act of Accession and should be read in conjunction with Council Decision 2010/365/EU on the application of the provisions of the Schengen acquis relating to the Schengen Information System in the Republic of Bulgaria and Romania66 .
	(49)	As regards Bulgaria and Romania, this Regulation constitutes an act building upon, or otherwise relating to, the Schengen acquis within the meaning of Article 4(2) of the 2005 Act of Accession and should result in the amendment of Council Decision 2010/365/EU on the application of the provisions of the Schengen acquis relating to the Schengen Information System in the Republic of Bulgaria and Romania66 to enable the two Member States to apply the provisions of this regulation in full.

	_________________
	_________________

	66 ОJ L 166, 1.7.2010, p. 17.
	66 ОJ L 166, 1.7.2010, p. 17.


Or. <Original>{BG}bg</Original>
</Amend><Amend>Amendment		<NumAm>206</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller, Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 3 – paragraph 1 – point a</Article>
	

	Text proposed by the Commission
	Amendment

	(a)	‘alert’ means a set of data, including biometric identifiers as referred to in Article 22, entered in SIS allowing the competent authorities to identify a person with a view to taking specific action;
	(a)	‘alert’ means a set of data, including, where appropriate, biometric identifiers as referred to in Article 22, entered in SIS allowing the competent authorities to identify a person with a view to taking specific action;


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
There should be clear rules governing the entry into SIS of biometric data. An alert should only include such biometric data where appropriate.
</Amend>
<Amend>Amendment		<NumAm>207</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Christine Revault D'Allonnes Bonnefoy, Péter Niedermüller, Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 3 – paragraph 1 – point a</Article>
	

	Text proposed by the Commission
	Amendment

	(a)	‘alert’ means a set of data, including biometric identifiers as referred to in Article 22, entered in SIS allowing the competent authorities to identify a person with a view to taking specific action;
	(a)	‘alert’ means a set of data, including, where appropriate, biometric identifiers as referred to in Article 22, entered in SIS allowing the competent authorities to identify a person with a view to taking specific action;


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>208</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 3 – paragraph 1 – point b – introductory part</Article>
	

	Text proposed by the Commission
	Amendment

	(b)	‘supplementary information’ means information not forming part of the alert data stored in SIS, but connected to SIS alerts, which is to be exchanged:
	(b)	‘supplementary information’ means information not forming part of the alert data stored in SIS, but connected to SIS alerts, which is to be exchanged by the SIRENE Bureaux:


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>209</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 3 – paragraph 1 – point d a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(d a)	‘illegal stay’: the presence on the territory of a Member State of a third-country national who does not fulfil or no longer fulfils the conditions of entry as set out in Article 5 of the Schengen Borders Code or other conditions for entry, stay or residence in that Member State;


Or. <Original>{FR}fr</Original>
<TitreJust>Justification</TitreJust>
Definition of the Return Directive: Article 5 Schengen now Article 6
</Amend>
<Amend>Amendment		<NumAm>210</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 3 – paragraph 1 – point f a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(f a)	‘confirmed identity’ (established identity) means an identity that has been confirmed on the basis of genuine ID documents, by passport or by statement from competent authorities.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>211</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 3 – paragraph 1 – point f b (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(f b)	‘unconfirmed identity’ means an identity of which there is not sufficient proof;


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>212</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 3 – paragraph 1 – point f c (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(f c)	‘misused identity’ (surname, first name, date of birth) is when a person who is in SIS uses another person’s identity;


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>213</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 3 – paragraph 1 – point f d (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(f d)	‘alias’ means an assumed identity used by a person known under other identities;


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>214</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Miltiadis Kyrkos, Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 3 – paragraph 1 – point g</Article>
	

	Text proposed by the Commission
	Amendment

	(g)	‘processing of personal data’ means any operation or set of operations which is performed on personal data or on sets of personal data, whether or not by automated means, such as collection, logging, organisation, structuring, storage, adaptation or alteration, retrieval, consultation, use, disclosure by transmission, dissemination or otherwise making available, alignment or combination, restriction, erasure or destruction;
	(g)	‘processing of personal data’ means any operation or set of operations which is performed on personal data or on sets of personal data, whether or not by automated means, such as collection, recording, logging, organisation, structuring, storage, adaptation or alteration, retrieval, consultation, use, disclosure by transmission, dissemination or otherwise making available, alignment or combination, restriction, erasure or destruction;


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The Commission proposal replaces ‘recording’ from the current SIS II Council Decision with the word ‘logging’. While it is appropriate to add ‘logging’ to the list of actions which constitute processing, ‘recording’ should also be maintained in that list.
</Amend>
<Amend>Amendment		<NumAm>215</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 3 – paragraph 1 – point l</Article>
	

	Text proposed by the Commission
	Amendment

	(1)	‘return’ means return as defined in point 3 of Article 3 of Directive 2008/115/EC;
	(1)	‘return’ means the process of a third-country national going back — whether by voluntarily complying with an obligation to return, or being forced to return — to:
- his or her country of origin, or
- a country of transit in accordance with Community or bilateral readmission agreements or other arrangements, or
- another third country, to which the third-country national concerned voluntarily decides to return and in which he or she will be accepted;


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>216</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 3 – paragraph 1 – point l a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(l a)	‘return decision’: an administrative or judicial decision or act, stating or declaring the stay of a third-country national to be illegal and imposing or stating an obligation to return;


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>217</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 3 – paragraph 1 – point m</Article>
	

	Text proposed by the Commission
	Amendment

	(m)	‘entry ban’ means entry ban as defined in point 6 of Article 3 of Directive 2008/115/EC;
	(m)	‘entry ban’ means any administrative or judicial decision or act forbidding the entry or stay of a third-country national in a Member State for a specified period, accompanied by a return decision;


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>218</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 3 – paragraph 1 – point n</Article>
	

	Text proposed by the Commission
	Amendment

	(n)	‘dactylographic data’ means data on fingerprints and palm prints which due to their unique character of uniqueness and the reference points contained therein enable accurate and conclusive comparisons on a person's identity;
	deleted


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>219</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller, Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 3 – paragraph 1 – point o</Article>
	

	Text proposed by the Commission
	Amendment

	(o)	‘serious crime’ means offences listed in Article 2(1) and (2) of Framework Decision 2002/584/JHA of 13 June 200268 ;
	(o)	‘serious crime’ means offences listed in Article 2 (2) of Framework Decision 2002/584/JHA of 13 June 200268, where those offences are punishable in the issuing Member State, by a judicial decision executing a custodial sentence or detention order for a maximum period of at least three years

	_________________
	_________________

	68 Council Framework Decision (2002/584/JHA) of 13 June 2002 on the European arrest warrant and the surrender procedures between Member States (0J L 190, 18.07.2002, p. 1).
	68 Council Framework Decision (2002/584/JHA) of 13 June 2002 on the European arrest warrant and the surrender procedures between Member States (0J L 190, 18.07.2002, p. 1).


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The list of offences to which the European Arrest Warrant applies is set out in Article 2(2) of the Framework Decision. In addition, it is important to clarify that such offences only qualify as serious if they are punishable by a custodial sentence of at least three years in accordance with Article 2(2) of Framework Decision 2002/584/JHA. The wording used is taken from the Framework Decision
</Amend>
<Amend>Amendment		<NumAm>220</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 3 – paragraph 1 – point o</Article>
	

	Text proposed by the Commission
	Amendment

	(o)	‘serious crime’ means offences listed in Article 2(1) and (2) of Framework Decision 2002/584/JHA of 13 June 200268;
	(o)	‘serious crime’ means offences listed in Article 2(2) of Framework Decision 2002/584/JHA of 13 June 2002;

	_________________
	

	68 Council Framework Decision (2002/584/JHA) of 13 June 2002 on the European arrest warrant and the surrender procedures between Member States (OJ L 190, 18.07.2002, p. 1).
	


Or. <Original>{FR}fr</Original>
<TitreJust>Justification</TitreJust>
To justify the entry of data in SIS II, Article 1 applies to much less serious crimes. In particular: A EAW may be issued for acts punishable by the law of the issuing Member State by a custodial sentence or a detention order for a maximum period of at least 12 months or, where a sentence has been passed or a detention order has been made, for sentences of at least four months.
</Amend>
<Amend>Amendment		<NumAm>221</NumAm>
<RepeatBlock-By><Members>Jussi Halla-aho</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 3 – paragraph 1 – point p</Article>
	

	Text proposed by the Commission
	Amendment

	(p)	‘terrorist offences’ means offences under national law referred to in Articles, 1-4 of Framework Decision 2002/475/JHA of 13 June 200269 .
	(p)	‘terrorist offences’ means offences under national law referred to in Titles II, III and Title IV of Directive (EU)2017/541.

	_________________
	

	69 Council Framework Decision 2002/475/JHA of 13 June 2002 on combating terrorism (OJ L 164, 22.6.2002, p. 3).
	


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Reference to the provisions of the new terrorist directive on terrorist offences and offences related to a terrorist group (title II), offences related to terrorist activities (title III) as well as aiding, abetting, inciting and attempting such offences (title IV).
</Amend>
<Amend>Amendment		<NumAm>222</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 3 – paragraph 1 – point p</Article>
	

	Text proposed by the Commission
	Amendment

	(p)	‘terrorist offences’ means offences under national law referred to in Articles, 1-4 of Framework Decision 2002/475/JHA of 13 June 200269 .
	(p)	‘terrorist offences’ means offences under national law referred to in Articles 3, 4 and 14 of Directive (E) 2017/54169 .

	_________________
	_________________

	69 Council Framework Decision 2002/475/JHA of 13 June 2002 on combating terrorism (OJ L 164, 22.6.2002, p. 3).
	69 Directive (EU) 2017/541 of the European Parliament and of the Council of 15 March 2017 on combating terrorism and replacing Council Framework Decision 2002/475/JHA and amending Council Decision 2005/671/JHA


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The offences referred to in the existing Council Decision on SIS II are replaced by the same offences now laid down in Directive (EU) 2017/541 on Combating Terrorism.
</Amend>
<Amend>Amendment		<NumAm>223</NumAm>
<RepeatBlock-By><Members>Maria Grapini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 6 – paragraph 2 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	Each Member State shall be responsible for ensuring the uninterrupted availability of SIS data to end-users, to a minimum of 99.99%, in particular by establishing a duplicate connection with NISIS.


Or. <Original>{RO}ro</Original>
</Amend>
<Amend>Amendment		<NumAm>224</NumAm>
<RepeatBlock-By><Members>Sophia in 't Veld</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 7 – paragraph 1 – subparagraph 3</Article>
	

	Text proposed by the Commission
	Amendment

	Each Member State shall transmit its alerts via its N.SIS Office.
	Each Member State shall enter alerts on the basis of all available information falling under the scope of this Regulation, and shall transmit its alerts via its N.SIS Office.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>225</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 7 – paragraph 2 – subparagraph l</Article>
	

	Text proposed by the Commission
	Amendment

	Each Member State shall designate the authority which shall ensure the exchange and availability of all supplementary information (the SIRENE Bureau) in accordance with the provisions of the SIRENE Manual, as referred to in Article 8.
	Each Member State shall designate a national authority which is operational 24 hours a day, 7 days a week and shall ensure the exchange and availability of all supplementary information (the SIRENE Bureau) in accordance with the provisions of the SIRENE Manual, as referred to in Article 8. The SIRENE Bureau shall serve as single contact point for Member States to exchange supplementary information regarding alerts and to enable appropriate measures to be taken when persons or objects have been entered in SIS II and are found following a hit.


Or. <Original>{FR}fr</Original>
<TitreJust>Justification</TitreJust>
Details of the structure and tasks of the SIRENE Bureaux are already set out in the Commission Implementing Decision of 26 February 2013 on the SIRENE Manual and other implementing measures for the second-generation Schengen Information System (SIS II)
</Amend>
<Amend>Amendment		<NumAm>226</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 8 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	Supplementary information shall be exchanged in accordance with the provisions of the SIRENE Manual and using the Communication Infrastructure. Member States shall provide the necessary technical and personal resources to ensure the continuous availability and exchange of supplementary information. In the event that the Communication Infrastructure is unavailable, Member States may use other adequately secured technical means to exchange supplementary information.
	1.	Supplementary information shall be exchanged by the SIRENE Bureaux in accordance with the provisions of the SIRENE Manual and using the Communication Infrastructure set out in Article 4(1)(c).
Member States shall provide the necessary technical and personal resources to ensure the continuous availability and quick and efficient exchange of supplementary information.
In the event that the Communication Infrastructure is unavailable, Member States may use other adequately secured technical means to exchange supplementary information. Where supplementary information concerns a serious crime or a terrorist offence, Europol’s Secure Information Exchange Network Application (SIENA) shall be the preferred technical backup tool.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>227</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 8 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	Supplementary information shall be exchanged in accordance with the provisions of the SIRENE Manual and using the Communication Infrastructure. Member States shall provide the necessary technical and personal resources to ensure the continuous availability and exchange of supplementary information. In the event that the Communication Infrastructure is unavailable, Member States may use other adequately secured technical means to exchange supplementary information.
	1.	Supplementary information shall be exchanged in accordance with the provisions of the SIRENE Manual and using the Communication Infrastructure. Member States shall provide the necessary technical and personal resources to ensure the continuous availability and immediate exchange of supplementary information. In the event that the Communication Infrastructure is unavailable, Member States may use other adequately secured technical means to exchange supplementary information.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>228</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 8 – paragraph 2</Article>
	

	Text proposed by the Commission
	Amendment

	2.	Supplementary information shall be used only for the purpose for which it was transmitted in accordance with Article 43 unless prior consent is obtained from the issuing Member State.
	2.	Supplementary information shall be used only for the purpose for which it was transmitted in accordance with Article 43.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
In order to ensure some level of purpose limitation, it is important that the SIRENE Bureaux use supplementary information only for the purpose of the SIS alert on the basis of which it was communicated to them.
</Amend>
<Amend>Amendment		<NumAm>229</NumAm>
<RepeatBlock-By><Members>Elissavet Vozemberg-Vrionidi</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 8 – paragraph 3</Article>
	

	Text proposed by the Commission
	Amendment

	3.	The SIRENE Bureaux shall carry out their task in a quick and efficient manner, in particular by replying to a request as soon as possible but not later than 12 hours after the receipt of the request.
	3.	The SIRENE Bureaux shall carry out their task in a quick and efficient manner, in particular by replying to a request as soon as possible.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
This is an unnecessary deadline given that practice has shown that very often, a justified reply might take longer than 12 hours, especially when requests are put under the examination of judicial authorities.
</Amend>
<Amend>Amendment		<NumAm>230</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 8 – paragraph 3</Article>
	

	Text proposed by the Commission
	Amendment

	3.	The SIRENE Bureaux shall carry out their task in a quick and efficient manner, in particular by replying to a request as soon as possible but not later than 12 hours after the receipt of the request.
	3.	The SIRENE Bureaux shall carry out their task in a quick and efficient manner, in particular by replying to a request for supplementary information as soon as possible but not later than 6 hours after the receipt of the request.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>231</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 8 – paragraph 3</Article>
	

	Text proposed by the Commission
	Amendment

	3.	The SIRENE Bureaux shall carry out their task in a quick and efficient manner, in particular by replying to a request as soon as possible but not later than 12 hours after the receipt of the request.
	3.	The SIRENE Bureaux shall carry out their task in a quick and efficient manner, in particular by replying to a request immediately and not later than 12 hours after the receipt of the request.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>232</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 8 – paragraph 3 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(3a)	In the event of requests for supplementary information regarding a person involved in an activity referred to in Titles II and III of the Directive (UE) 2017/541 on combating terrorism, the SIRENE bureaux must carry out their task immediately.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>233</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 8 – paragraph 3 b (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(3b)	Requests for supplementary information to be dealt with by the requested Sirene Bureau with highest priority may be marked ‘URGENT’ in the Sirene form, followed by the reason for urgency.


Or. <Original>{FR}fr</Original>
<TitreJust>Justification</TitreJust>
Provision set out in the SIRENE Manual.
</Amend>
<Amend>Amendment		<NumAm>234</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 8 – paragraph 4</Article>
	

	Text proposed by the Commission
	Amendment

	4.	Detailed rules for the exchange of supplementary information shall be adopted by means of implementing measures in accordance with the examination procedure referred to in Article 55(2) in the form of a manual called the ‘SIRENE Manual’.
	4.	The Commission shall be empowered to adopt a delegated act in accordance with Article 54a (new) concerning the adoption of a manual containing detailed rules for the bilateral or multilateral exchange of supplementary information (SIRENE Manual).
Since some technical rules have a direct impact on the work of users in the Member States, including the SIRENE Bureaux, those rules should be included in the SIRENE Manual. Therefore annexes to the Manual shall set out, inter alia, rules on transliteration, code tables, forms for communication of supplementary information and other technical application measures for data processing. The Commission shall be empowered to adopt an implementing act in accordance with the procedure referred to in Article 55(2) for establishing those rules.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>235</NumAm>
<RepeatBlock-By><Members>Miriam Dalli</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 8 – paragraph 4</Article>
	

	Text proposed by the Commission
	Amendment

	4.	Detailed rules for the exchange of supplementary information shall be adopted by means of implementing measures in accordance with the examination procedure referred to in Article 55(2) in the form of a manual called the ‘SIRENE Manual’.
	4.	The Commission shall be empowered to adopt a delegated act in accordance with Article 54a concerning the adoption of a manual called the ‘SIRENE Manual’ containing detailed rules for the exchange of supplementary information.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The SIRENE Manual will contain detailed information on the use of information contained in SIS and supplementary information. As it will be of general application and supplement the provisions of this Article, a delegated act is needed for this manual.
</Amend>
<Amend>Amendment		<NumAm>236</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Miltiadis Kyrkos, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 9 – paragraph 2</Article>
	

	Text proposed by the Commission
	Amendment

	2.	Member States shall ensure, by means of the services provided by CS-SIS, that data stored in the national copy are, by means of automatic updates referred to in Article 4(4), identical to and consistent with the SIS database, and that a search in its national copy produces a result equivalent to that of a search in the SIS database. End-users shall receive the data required to perform their tasks, in particular all data required for the identification of the data subject and to take the required action.
	2.	Member States shall ensure, by means of the services provided by CS-SIS, that data stored in the national copy, which will be established voluntarily by the Member State, are by means of automatic updates referred to in Article 4(4), identical to and consistent with the SIS database, and that a search in its voluntary national copy produces a result equivalent to that of a search in the SIS database. In so far as this is possible, end-users shall receive the data required, to perform their tasks, in particular and where necessary, all the available data which would allow for the identification of the data subject and which would allow the required action to be taken.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Not all information on all persons subject to an alert will be available to Member States. Imposing an open-ended obligation to provide the end-user with information that might not be available makes it burdensome and illogical. It is also unclear on whom this obligation falls.
</Amend>
<Amend>Amendment		<NumAm>237</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 10 – paragraph 1 – point b</Article>
	

	Text proposed by the Commission
	Amendment

	(b)	deny unauthorised persons access to data-processing facilities used for processing personal data (facilities access control);
	(b)	deny unauthorised persons access to data-processing equipment and facilities used for processing personal data (equipment, access control and facilities entry control);


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>238</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 10 – paragraph 1 – point e a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(e a)	prevent the unauthorised processing of data in SIS and any unauthorised modification or erasure of data processed in SIS (control of data entry);


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>239</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Petr Ježek, Louis Michel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 10 – paragraph 1 – point k a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(k a)	ensure that installed systems may, in the case of interruption, be restored (‘recovery’);


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>240</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 10 – paragraph 1 – point k b (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(k b)	ensure that the functions of SIS II perform, that the appearance of faults in the functions is reported (‘reliability’) and that stored personal data cannot be corrupted by means of a malfunctioning of the system (‘integrity’).


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>241</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 12 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	Member States shall ensure that every access to and all exchanges of personal data within CS-SIS are logged in their N.SIS for the purposes of checking whether or not the search is lawful, monitoring the lawfulness of data processing, self-monitoring and ensuring the proper functioning of N.SIS , data integrity and security.
	1.	Without prejudice to Article 25 of Directive (EU) 2016/680, Member States shall ensure that every access to and all exchanges of personal data within CS-SIS are logged in their N.SIS for the purposes of checking whether or not the search is lawful, monitoring the lawfulness of data processing, self-monitoring and ensuring the proper functioning of N.SIS , data integrity and security.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>242</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 12 – paragraph 2</Article>
	

	Text proposed by the Commission
	Amendment

	2.	The logs shall show, in particular, the history of the alert, the date and time of the data processing activity, the type of data used to perform a search, a reference to the of type data transmitted and the name of both the competent authority and the person responsible for processing the data.
	2.	The logs shall show, in particular, the history of the alert, the date and time of the data processing activity, the type of data used to perform a search, a reference to the of type data processed and the name of both the competent authority and the person responsible for processing the data.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The ‘transmission’ of data has been replaced, in part, by the ‘processing’ of data in the Commission proposal. It seems more appropriate to refer to data that is ‘processed’, rather than data that is ‘transmitted’, since the latter is a narrower form of action.
</Amend>
<Amend>Amendment		<NumAm>243</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Christine, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 12 – paragraph 3</Article>
	

	Text proposed by the Commission
	Amendment

	3.	If the search is carried out with dactylographic data or facial image in accordance with Article 22 the logs shall show, in particular, the type of data used to perform a search, a reference to the type data transmitted and the name of both the competent authority and the person responsible for processing the data.
	3.	If the search is carried out with dactylographic data or facial image in accordance with Article 22 the logs shall show, in particular, the type of data used to perform a search, a reference to the type data processed and the name of both the competent authority and the person responsible for processing the data.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The ‘transmission’ of data has been replaced, in part, by the ‘processing’ of data in the Commission proposal. It seems more appropriate to refer to data that is ‘processed’, rather than data that is ‘transmitted’, since the latter is a narrower form of action.
</Amend>
<Amend>Amendment		<NumAm>244</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 12 – paragraph 4</Article>
	

	Text proposed by the Commission
	Amendment

	4.	The logs may be used only for the purpose referred to in paragraph 1 and shall be deleted at the earliest one year, and at the latest three years, after their creation.
	4.	The logs may be used only for the purpose referred to in paragraph 1 and shall be deleted two years after their creation.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Wording amended in line with the recommendations of the European Data Protection Supervisor. For the purposes of legal certainty, the retention period for logs should be specified precisely.
</Amend>
<Amend>Amendment		<NumAm>245</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 12 – paragraph 6 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(6a)	To guarantee that citizens’ rights are upheld with regard to monitoring the lawfulness of data processing, to improve harmonisation between the retention periods in different Member States and to achieve differentiation between the retention period for logs on systematic searches, in particular at border posts, and other searches, for example, during police controls, the Commission shall be empowered to adopt a delegated act in accordance with Article 54a (new) concerning the retention period for logs.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>246</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 12 – paragraph 6 b (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(6b)	The Commission shall be empowered to adopt an implementing act in accordance with Article 55(2) concerning the rules and formats for logs.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>247</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Miltiadis Kyrkos, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 13 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	Member States shall ensure that each authority entitled to access SIS data takes the measures necessary to comply with this Regulation and cooperates, where necessary, with the national supervisory authority.
	Member States shall ensure that each authority entitled to access SIS data takes the measures necessary to comply with this Regulation and cooperates with the national supervisory authority.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The national authorities with access to SIS should be required to cooperate with the national supervisory authority. Such a requirement is an obligation by the Member State and therefore, they should not have the right to choose when to cooperate and when not to.
</Amend>
<Amend>Amendment		<NumAm>248</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 14 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	Before being authorised to process data stored in SIS and periodically after access to SIS data has been granted, the staff of the authorities having a right to access SIS shall receive appropriate training about data-security, data-protection rules and the procedures on data processing as set out in the SIRENE Manual. The staff shall be informed of any relevant criminal offences and penalties.
	1. Before being authorised to process data stored in SIS and periodically after access to SIS data has been granted, the staff of the authorities having a right to access SIS shall receive appropriate training about data-security, data-protection rules and the procedures on data processing as set out in the SIRENE Manual. The staff shall be informed of any relevant criminal offences and penalties.
2. National standards for training users on data quality principles and practice should be established in cooperation with the national SIRENE Bureau. Member States may call upon the staff of the Sirene Bureaux to be involved in the training of all authorities entering alerts, stressing data quality and maximisation of the use of SIS II.
3. Member States are encouraged to take appropriate measures to avoid loss of qualification and experience caused by staff turnover.
4. Common training courses shall be organised at least once a year, to enhance cooperation between SIRENE Bureaux by allowing staff to meet colleagues from other SIRENE Bureaux, share information on national working methods and create a consistent and equivalent level of knowledge. The delivery of training should be in compliance with the Sirene Trainers Manual.
5. To the extent possible, SIRENE Bureaux should also provide for staff exchanges with other SIRENE Bureaux at least once a year.
6. The Agency shall perform tasks related to training on the use of SIS II, in particular for SIRENE staff in accordance with Article 3 of Regulation (EU) No 1077/2011.


Or. <Original>{FR}fr</Original>
<TitreJust>Justification</TitreJust>
Staff training is essential for the correct processing of data; Provisions set out in the SIRENE Manual.
</Amend>
<Amend>Amendment		<NumAm>249</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Miltiadis Kyrkos, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 14 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	Before being authorised to process data stored in SIS and periodically after access to SIS data has been granted, the staff of the authorities having a right to access SIS shall receive appropriate training about data-security, data-protection rules and the procedures on data processing as set out in the SIRENE Manual. The staff shall be informed of any relevant criminal offences and penalties.
	Before being authorised to process data stored in SIS and periodically after access to SIS data has been granted, the staff of the authorities having a right to access SIS shall receive appropriate training about data-security, data-protection rules and the procedures on data processing as set out in the SIRENE Manual. The staff shall be informed of any relevant criminal offences and penalties laid down in accordance with Article 49a of this regulation.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
It is important to retain provisions on sanctions to be provided at national level for misuse of data or exchange of supplementary information contrary to the proposed Regulation, along the lines of Article 65 of the current Council Decision. Information on those sanctions should form part of the staff training provided.
</Amend>
<Amend>Amendment		<NumAm>250</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 14 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	Before being authorised to process data stored in SIS and periodically after access to SIS data has been granted, the staff of the authorities having a right to access SIS shall receive appropriate training about data-security, data-protection rules and the procedures on data processing as set out in the SIRENE Manual. The staff shall be informed of any relevant criminal offences and penalties.
	Before being authorised to process data stored in SIS and periodically after access to SIS data has been granted, the staff of the authorities having a right to access SIS shall receive appropriate training about data-security, fundamental rights including data-protection rules and the procedures on data processing as set out in the SIRENE Manual. The staff shall be informed of any relevant criminal offences and penalties.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>251</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 16 – paragraph 1 – point b</Article>
	

	Text proposed by the Commission
	Amendment

	(b)	deny unauthorised persons access to data-processing facilities used for processing personal data (facilities access control);
	(b)	deny unauthorised persons access to data-processing equipment and facilities used for processing personal data (equipment, access control and facilities entry control);


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>252</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 16 – paragraph 1 – point k a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(k a)	ensure that installed systems may, in the case of interruption, be restored (‘recovery’);


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>253</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 16 – paragraph 1 – point k b (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(k b)	ensure that the functions of the system perform, that the appearance of faults in the functions is reported (‘reliability’) and that stored personal data cannot be corrupted by means of a malfunctioning of the system (‘integrity’).


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>254</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 18 – paragraph 2</Article>
	

	Text proposed by the Commission
	Amendment

	2.	The logs shall show, in particular, the history of the alerts, the date and time of the data transmitted, the type of data used to perform searches, the reference to the type of data transmitted and the name of the competent authority responsible for processing the data.
	2.	The logs shall show, in particular, the history of the alerts, the date and time of the data transmitted, the type of data used to perform searches, the reference to the type of data transmitted and the name of the competent authority and of the person responsible for processing the data.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>255</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 18 – paragraph 2</Article>
	

	Text proposed by the Commission
	Amendment

	2.	The logs shall show, in particular, the history of the alerts, the date and time of the data transmitted, the type of data used to perform searches, the reference to the type of data transmitted and the name of the competent authority responsible for processing the data.
	2.	The logs shall show, in particular, the history of the alerts, the date and time of the data processed, the type of data used to perform searches, the reference to the type of data processed and the name of the competent authority responsible for processing the data.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The ‘transmission’ of data has been replaced, in part, by the ‘processing’ of data in the Commission proposal. It seems more appropriate to refer to data that is ‘processed’, rather than data that is ‘transmitted’, since the latter is a narrower form of action.
</Amend>
<Amend>Amendment		<NumAm>256</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Christine, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 18 – paragraph 3</Article>
	

	Text proposed by the Commission
	Amendment

	3.	If the search is carried out with dactylographic data or facial image in accordance with Article 22 and 28 the logs shall show, in particular, the type of data used to perform a search, a reference to the type data transmitted and the name of both the competent authority and the person responsible for processing the data.
	3.	If the search is carried out with dactylographic data or facial image in accordance with Article 22 and 28 the logs shall show, in particular, the type of data used to perform a search, a reference to the type data processed and the name of both the competent authority and the person responsible for processing the data.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The ‘transmission’ of data has been replaced, in part, by the ‘processing’ of data in the Commission proposal. It seems more appropriate to refer to data that is ‘processed’, rather than data that is ‘transmitted’, since the latter is a narrower form of action.
</Amend>
<Amend>Amendment		<NumAm>257</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Christine Revault D'Allonnes Bonnefoy, Péter Niedermüller, Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 18 – paragraph 4</Article>
	

	Text proposed by the Commission
	Amendment

	4.	The logs may only be used for the purposes mentioned in paragraph 1 and shall be deleted at the earliest one year, and at the latest three years, after their creation. The logs which include the history of alerts shall be erased after one to three years after deletion of the alerts.
	4.	The logs may only be used for the purposes mentioned in paragraph 1 and shall be deleted at two years after their creation. The logs which include the history of alerts shall be erased two years after deletion of the alerts.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
In line with the recommendation of the European Data Protection Supervisor, for the purposes of legal certainty, the retention period for logs should be specified precisely.
</Amend>
<Amend>Amendment		<NumAm>258</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 18 – paragraph 4</Article>
	

	Text proposed by the Commission
	Amendment

	4.	The logs may only be used for the purposes mentioned in paragraph 1 and shall be deleted at the earliest one year, and at the latest three years, after their creation. The logs which include the history of alerts shall be erased after one to three years after deletion of the alerts.
	4.	The logs may only be used for the purposes mentioned in paragraph 1 and shall be deleted one year after their creation. The logs which include the history of alerts shall be erased after one year after deletion of the alerts.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>259</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 18 – paragraph 6 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(6a)	To guarantee that citizens’ rights are upheld with regard to monitoring the lawfulness of data processing, to improve harmonisation between the retention periods in different Member States and to achieve differentiation between the retention period for logs on systematic searches, in particular at border posts, and other searches, for example, during police controls, the Commission shall be empowered to adopt a delegated act in accordance with Article 54a (new) concerning the retention period for logs.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>260</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 18 – paragraph 6 b (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(6b)	The Commission shall be empowered to adopt an implementing act in accordance with Article 55(2) concerning the rules and formats for logs.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>261</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 19 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	The Commission, in cooperation with the national supervisory authorities and the European Data Protection Supervisor, shall regularly carry out campaigns informing the public about the objectives of SIS, the data stored, the authorities having access to SIS and the rights of data subjects. Member States shall, in cooperation with their national supervisory authorities, devise and implement the necessary policies to inform their citizens about SIS generally.
	Once this Regulation applies in accordance with Article 75 herein, the Commission, in cooperation with the national supervisory authorities and the European Data Protection Supervisor, shall carry out a campaign informing the public about the objectives of SIS, the data stored, the authorities having access to SIS and the rights of data subjects. The Commission, in cooperation with the national supervisory authorities and the European Data Protection Supervisor, shall repeat such campaigns regularly. Member States shall, in cooperation with their national supervisory authorities, devise and implement the necessary policies to inform their citizens about SIS generally.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
As this Regulation entails significant changes to the type of data being collected, new alert categories, and expands the categories of persons with access to that data, an information campaign should be carried out once the Regulation is applicable and be repeated regularly thereafter.
</Amend>
<Amend>Amendment		<NumAm>262</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 19 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	The Commission, in cooperation with the national supervisory authorities and the European Data Protection Supervisor, shall regularly carry out campaigns informing the public about the objectives of SIS, the data stored, the authorities having access to SIS and the rights of data subjects. Member States shall, in cooperation with their national supervisory authorities, devise and implement the necessary policies to inform their citizens about SIS generally.
	The Commission, in cooperation with the national supervisory authorities and the European Data Protection Supervisor, shall regularly, and at least once a year, carry out campaigns informing Union citizens and third-country nationals about the objectives of SIS, the data stored, the authorities having access to SIS and the rights of data subjects. Member States shall, in cooperation with their national supervisory authorities, devise and implement the necessary policies to inform people residing in their territory about SIS generally.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>263</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 20 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	Without prejudice to Article 8(1) or the provisions of this Regulation providing for the storage of additional data, SIS shall contain only those categories of data which are supplied by each of the Member States, as required for the purposes laid down in Article 24.
	1.	Without prejudice to Article 8(1) or the provisions of this Regulation providing for the storage of additional data, SIS shall contain only those categories of data which are supplied by each of the Member States, as required for the purposes laid down in Articles 24 and 27.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>264</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 20 – paragraph 2 – point e</Article>
	

	Text proposed by the Commission
	Amendment

	(e)	any specific, objective, physical characteristics not subject to change;
	(e)	any specific, objective, physical characteristics not subject to change, not linked to special categories of personal data defined in Article 9 of Regulation (EU) 2016/679, such as ethnicity, religion, disability, gender or sexual orientation;


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>265</NumAm>
<RepeatBlock-By><Members>Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 20 – paragraph 2 – point h</Article>
	

	Text proposed by the Commission
	Amendment

	(h)	sex;
	(h)	gender;


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>266</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 20 – paragraph 2 – point h</Article>
	

	Text proposed by the Commission
	Amendment

	(h)	sex;
	(h)	gender;


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>267</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 20 – paragraph 2 – point j</Article>
	

	Text proposed by the Commission
	Amendment

	(j)	whether the person concerned is armed, violent, has escaped or is involved in an activity as referred to in Articles 1, 2 , 3 and 4 of Council Framework Decision 2002/475/JHA on combating terrorism;
	(j)	whether the person concerned is armed, violent, has escaped or is involved in an activity as referred to in Titles II and III of Directive 2017/541 on combating terrorism;


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>268</NumAm>
<RepeatBlock-By><Members>Jussi Halla-aho</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 20 – paragraph 2 – point j</Article>
	

	Text proposed by the Commission
	Amendment

	(j)	whether the person concerned is armed, violent, has escaped or is involved in an activity as referred to in Articles 1, 2 , 3 and 4 of Council Framework Decision 2002/475/JHA on combating terrorism;
	(j)	whether the person concerned is armed, violent, has escaped or is involved in an activity as referred to in Titles II, III and IV of Directive (EU) 2017/541;


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Reference to the provisions of the new terrorist directive on terrorist offences and offences related to a terrorist group (title II), offences related to terrorist activities (title III) as well as aiding, abetting, inciting and attempting such offences (title IV).
</Amend>
<Amend>Amendment		<NumAm>269</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller, Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 20 – paragraph 2 – point j</Article>
	

	Text proposed by the Commission
	Amendment

	(j)	whether the person concerned is armed, violent, has escaped or is involved in an activity as referred to in Articles 1, 2 , 3 and 4 of Council Framework Decision 2002/475/JHA on combating terrorism;
	(j)	whether the person concerned is armed, violent, has escaped or is involved in an activity as referred to in Articles 3, 4, 12 and 14 of Directive (EU) 2017/541 on combating terrorism;


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The offences referred to in the existing Council Decision on SIS II are replaced by the same offences now laid down in Directive (EU) 2017/541 on combatting terrorism.
</Amend>
<Amend>Amendment		<NumAm>270</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 20 – paragraph 2 – point o</Article>
	

	Text proposed by the Commission
	Amendment

	(o)	link(s) to other alerts issued in SIS pursuant to Article 38;
	(o)	link(s) to other alerts issued in SIS pursuant to Article 43;


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>271</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 20 – paragraph 2 – point q – indent 1</Article>
	

	Text proposed by the Commission
	Amendment

	-	a previous conviction as referred to in Article 24(2)(a);
	-	a threat to public order or public security or to national security, which may constitute the presence of the third-country national in question in the territory of a Member State in accordance with Article 24(2)(a).


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>272</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 20 – paragraph 2 – point q – indent 2</Article>
	

	Text proposed by the Commission
	Amendment

	-	a serious security threat as referred to in Article 24(2)(b);
	-	a threat to public order, public security or to national security, which may constitute the presence of the third-country national in question in the territory of a Member State in accordance with Article 24(2)(b).


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>273</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 20 – paragraph 2 – point q – indent 2 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	-	a threat to public order, public security or to national security which may constitute the presence in the territory of a Member State of a third-country national convicted of a terrorist offence in accordance with Article 24(2)(new).


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>274</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 20 – paragraph 2 – point q – indent 3</Article>
	

	Text proposed by the Commission
	Amendment

	-	an entry ban as referred to in Article 24(3); or
	-	an entry ban issued in line with procedures which comply with Directive 2008/115/EC as referred to in Article 24(3);


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>275</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 20 – paragraph 2 – point w</Article>
	

	Text proposed by the Commission
	Amendment

	(w)	photographs and facial images;
	(w)	photographs;


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>276</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 20 – paragraph 2 – point x</Article>
	

	Text proposed by the Commission
	Amendment

	(x)	dactylographic data;
	(x)	fingerprints;


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>277</NumAm>
<RepeatBlock-By><Members>Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 20 – paragraph 2 – point y</Article>
	

	Text proposed by the Commission
	Amendment

	(y)	a colour copy of the identification document.
	(y)	a copy of the identification document.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>278</NumAm>
<RepeatBlock-By><Members>Jussi Halla-aho</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 20 – paragraph 2 – point y a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(y a)	data referred to in (a - d), (f - i), (s - v) and (y) of any other identification document(s) carried by the person.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The issue of multiple identification documents should be addressed in the categories of data to be entered in SIS.
</Amend>
<Amend>Amendment		<NumAm>279</NumAm>
<RepeatBlock-By><Members>Jussi Halla-aho</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 21 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	Before issuing an alert and when extending the validity period of an alert, Member States shall determine whether the case is adequate, relevant and important enough to warrant the entry of an alert in SIS.
	1.	Before issuing an alert and when extending the validity period of an alert, Member States shall determine whether the conditions exist to warrant the entry of an alert in SIS.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>280</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 21 – paragraph 2</Article>
	

	Text proposed by the Commission
	Amendment

	2.	In the application of Article 24(2) Member States shall, in all circumstances, create such an alert in relation to third country nationals if the offence falls under Articles 1 – 4 of Council Framework Decision 2002/475/JHA on combating terrorism71.
	2.	In the application of Article 24(2) Member States shall, in all circumstances, create such an alert in relation to a third-country national if the decision referred to in Article 24(1) concerns a third-country national who has been convicted of one of the offences referred to in Directive 2017/541 on combating terrorism or a custodial sentence of less than 5 years.

	_________________
	

	71 Council Framework Decision 2002/475/JHA of 13 June 2002 on combatting terrorism (OJ L 164, 22.6.2002 p.6).
	


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>281</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller, Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 21 – paragraph 2</Article>
	

	Text proposed by the Commission
	Amendment

	2.	In the application of Article 24(2) Member States shall, in all circumstances, create such an alert in relation to third country nationals if the offence falls under Articles 1 – 4 of Council Framework Decision 2002/475/JHA on combating terrorism71 .
	2.	In the application of Article 24(2) Member States shall, in all circumstances, create such an alert in relation to a third country national if that third country national is a suspect of an offence that falls under Articles 3,4,12 or 14 of Directive (EU) 2017/541 on combating terrorism71.

	_________________
	_________________

	71 Council Framework Decision 2002/475/JHA of 13 June 2002 on combating terrorism (OJ L 164, 22.6.2002, p. 3).
	71 Directive (EU) 2017/541 of the European Parliament and of the Council of 15 March 2017 on combating terrorism and replacing Council Framework Decision 2002/475/JHA and amending Council Decision 2005/671/JHA


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
It must be clarified that an alert must be entered where a suspect is sought in relation to an alleged terrorist offence. The offences listed in the existing Council Decision on SIS II (referring to the old Council Framework Decision on combatting terrorism) are replaced by the same offences now laid down in Directive (EU) 2017/541 on combating terrorism. The term ‘in all circumstances’ is deleted because it is redundant.
</Amend>
<Amend>Amendment		<NumAm>282</NumAm>
<RepeatBlock-By><Members>Jussi Halla-aho</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 21 – paragraph 2</Article>
	

	Text proposed by the Commission
	Amendment

	2.	In the application of Article 24(2) Member States shall, in all circumstances, create such an alert in relation to third country nationals if the offence falls under Articles 1 – 4 of Council Framework Decision 2002/475/JHA on combating terrorism71 .
	2.	In the application of Article 24(2) Member States shall, in all circumstances, create such an alert in relation to third country nationals if the offence falls under Titles II, III or IV of Directive (EU)2017/541.

	_________________
	

	71 Council Framework Decision 2002/475/JHA of 13 June 2002 on combating terrorism (OJ L 164, 22.6.2002, p. 3).
	


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Reference to the provisions of the new terrorist directive on terrorist offences and offences related to a terrorist group (title II), offences related to terrorist activities (title III) as well as aiding, abetting, inciting and attempting such offences (title IV).
</Amend>
<Amend>Amendment		<NumAm>283</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 22 – title</Article>
	

	Text proposed by the Commission
	Amendment

	Specific rules for entering photographs, facial images and dactylographic data
	Specific rules for entering photographs, facial images and fingerprints


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>284</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 22 – paragraph 2 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(2a)	When a Member State has a photograph, facial image or dactylographic data of a person who has been entered in SIS by another Member State, the former must, without prejudice to paragraph 1, send the photograph, image or data as soon as possible to enable the latter to complete the alert.


Or. <Original>{FR}fr</Original>
<TitreJust>Justification</TitreJust>
Provision already set out in the SIRENE Manual but as a possibility rather than an obligation. However, according to the Commission’s report of 1 January 2016, SIS contains exactly 793 878 alerts on persons but only 90 120 fingerprint images and 133 044 photographs. Therefore, this provision should be bolstered so that alerts can be obtained that are as comprehensive as possible.
</Amend>
<Amend>Amendment		<NumAm>285</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 22 – paragraph 2 b (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(2b)	Photographs, facial images and dactylographic data of minors must be entered with full regard for the best interest of the child as laid down in Article 4 of the Charter of Fundamental Rights of the European Union and Article 3 of the United Nations Convention on the Rights of the Child of 1989.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>286</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 22 – paragraph 2 c (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(2c)	Any entry of photographs, facial images or dactylographic data may not exceed what is necessary for the objective of general interest pursued, and must be covered by appropriate guarantees. Any entry of photographs, facial images or dactylographic data must be authorised by Union or Member State law.

	
	Any entry of photographs, facial images or dactylographic data within the framework of SIS II, including retention and use for identification purposes, must comply with the relevant provisions on data protection laid down in the SIS II legal instruments, and with Regulation (EU) 2016/679 and the provisions of Directive 2016/680.

	
	The provisions laid down in those legal instruments apply to the entry of photographs, facial images and dactylographic data of third-country nationals and Union citizens.

	
	In accordance with the purpose-specification principle, the purpose and method for entering photographs, facial images and dactylographic data in SIS II must be clearly defined. To that end, the Commission shall be empowered to adopt an implementing act in accordance with Article 55(2).


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>287</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 22 – paragraph 2 d (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(2d)	The Commission shall be empowered to adopt a delegated act that describes in detail the rules and procedures in accordance with Article 54a (new) for entering an Automated Fingerprint Identification System (AFIS) in SIS.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>288</NumAm>
<RepeatBlock-By><Members>Jussi Halla-aho</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 23 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	An alert may not be entered without the data referred to in Article 20(2)(a), (g),(k),(m),(n) and (q). Where an alert is based upon a decision taken under Article 24 (2) the data referred to in Article 20(2)(r) shall also be entered.
	1.	An alert may not be entered without the data referred to in Article 20(2)(a), (g),(k),(m),(n) and (q), when such data is available. Where an alert is based upon a decision taken under Article 24 (2) the data referred to in Article 20(2)(r) shall also be entered.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>289</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 23 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	An alert may not be entered without the data referred to in Article 20(2)(a), (g),(k),(m),(n) and (q). Where an alert is based upon a decision taken under Article 24 (2) the data referred to in Article 20(2)(r) shall also be entered.
	1.	An alert may not be entered without the data referred to in Article 20(2)(a), (b), (g), (h), (i), (k), (m), (n) and (q). Where an alert is based upon a decision taken under Article 24 (2) the data referred to in Article 20(2)(r) shall also be entered.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>290</NumAm>
<RepeatBlock-By><Members>Kostas Chrysogonos</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 23 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	An alert may not be entered without the data referred to in Article 20(2)(a), (g),(k),(m),(n) and (q). Where an alert is based upon a decision taken under Article 24 (2) the data referred to in Article 20(2)(r) shall also be entered.
	1.	An alert may not be entered without the data referred to in Article 20(2)(a), (b), (g), (h), (i), (k), (m), (n) and (q). Where an alert is based upon a decision taken under Article 24 (2) the data referred to in Article 20(2)(r) shall also be entered.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>291</NumAm>
<RepeatBlock-By><Members>Elissavet Vozemberg-Vrionidi</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 23 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	An alert may not be entered without the data referred to in Article 20(2)(a), (g),(k),(m),(n) and (q). Where an alert is based upon a decision taken under Article 24 (2) the data referred to in Article 20(2)(r) shall also be entered.
	1.	An alert may not be entered without the data referred to in Article 20(2)(a),(b), (g),(h),(i), (k),(m),(n) and (q). Where an alert is based upon a decision taken under Article 24 (2) the data referred to in Article 20(2)(r) shall also be entered.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Elements “name” (b), “gender”(h) and “nationality” (i) of Art. 20 should be obligatory during the creation of an alert, so as to avoid misidentifications of persons, especially during external border controls
</Amend>
<Amend>Amendment		<NumAm>292</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller, Emilian Pavel, Birgit Sippel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 23 – paragraph 2</Article>
	

	Text proposed by the Commission
	Amendment

	2.	Where available, all other data listed in Article 20(2) shall also be entered.
	2.	Where available, and provided that the conditions for entering the data have been met, the other data listed in Article 20(2) shall also be entered.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Not all personal data is entered into the system in all situations. In particular, DNA profiles may be added only in very specific situations.
</Amend>
<Amend>Amendment		<NumAm>293</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 23 – paragraph 2</Article>
	

	Text proposed by the Commission
	Amendment

	2.	Where available, all other data listed in Article 20(2) shall also be entered.
	2.	Without prejudice to Article 22, where available, all other data listed in Article 20(2) shall also be entered.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>294</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 23 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	Article 23a	

	
	Alert update

	
	when an issuing Member State has relevant additional or modified data as listed in Article 20(2), the Member State shall complete or correct the alert without delay.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>295</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 23 b (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	Article 23 b	

	
	Compatibility of alerts

	
	1. Before entering a new alert, the Member State shall check whether the person is already the subject of an alert in SIS.

	
	2. Only one alert per Member State may be entered in SIS II for any one person. Several Member States may enter an alert on the same person if the alerts are compatible.

	
	3. Where a person is already the subject of an alert in SIS, a Member State that wishes to enter a new alert shall check, in accordance with the compatibility table of alerts on persons referred to in the SIRENE Manual, that there is no incompatibility between the alerts. If there is no incompatibility, the Member State shall enter the new alert. If the alerts are incompatible, the SIRENE Bureaux concerned shall consult with each other by exchanging supplementary information in order to reach an agreement in line with the order of priority referred to in the SIRENE Manual. Departures from that order of priority may be made after consultation between the Member States if essential national interests are at stake.


Or. <Original>{FR}fr</Original>
<TitreJust>Justification</TitreJust>
The provisions set out in the current SIRENE Manual are too important not to feature in the Regulation.
</Amend>
<Amend>Amendment		<NumAm>296</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 24 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	Data on third-country nationals in respect of whom an alert has been issued for the purposes of refusing entry and stay shall be entered in SIS on the basis of a national alert resulting from a decision taken by the competent administrative or judicial authorities in accordance with the rules of procedure laid down by national law taken on the basis of an individual assessment. Appeals against those decisions shall be made in accordance with national law.
	1.	Data on third-country nationals in respect of whom an alert has been issued for the purposes of refusing entry and stay shall be entered in SIS on the basis of a national alert resulting from a decision in force taken by the competent administrative or judicial authorities in accordance with the rules of procedure laid down by national law taken on the basis of an individual assessment. Appeals against those decisions shall be made in accordance with national law. Such appeals shall include an effective remedy before a tribunal.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>297</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller, Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 24 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	Data on third-country nationals in respect of whom an alert has been issued for the purposes of refusing entry and stay shall be entered in SIS on the basis of a national alert resulting from a decision taken by the competent administrative or judicial authorities in accordance with the rules of procedure laid down by national law taken on the basis of an individual assessment. Appeals against those decisions shall be made in accordance with national law.
	1.	Data of a third-country national in respect of whom an alert may be issued for the purposes of refusing entry and stay may be entered in SIS on the basis of a national alert resulting from a decision taken by the competent administrative or judicial authorities in accordance with the rules of procedure laid down by national law taken on the basis of an individual assessment. The third country national concerned shall be entitled to appeal against that decision in accordance with national law.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The Commission’s drafting is unclear. The possibility to enter into SIS a decision of refusal of entry and stay should be laid down in paragraph 1. Paragraphs 2 and 3 should then establish circumstances in which there is an obligation on Member States to enter such an alert. In addition, the last sentence of paragraph 1 should clearly indicate the right of the third-country national to challenge the decision in accordance with the national law of the Member State which has taken the decision.
</Amend>
<Amend>Amendment		<NumAm>298</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 24 – paragraph 2 – introductory part</Article>
	

	Text proposed by the Commission
	Amendment

	2.	An alert shall be entered where the decision referred to in paragraph 1 is based on a threat to public policy or public security or to national security which the presence of the third-country national in question in the territory of a Member State may pose. This situation shall arise in particular in the case of:
	2.	An alert shall be entered where the decision referred to in paragraph 1 is based on a threat to public policy or public security or to national security which the presence of the third-country national in question in the territory of a Member State may pose. This situation may arise in particular in the case of:


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>299</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 24 – paragraph 2 – introductory part</Article>
	

	Text proposed by the Commission
	Amendment

	2.	An alert shall be entered where the decision referred to in paragraph 1 is based on a threat to public policy or public security or to national security which the presence of the third-country national in question in the territory of a Member State may pose. This situation shall arise in particular in the case of:
	2.	An alert shall be entered where the decision referred to in paragraph 1 is based on a threat to public policy or public security or to national security which the presence of the third-country national in question in the territory of a Member State may pose. This situation shall arise in the case of:


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>300</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller, Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 24 – paragraph 2 – point a</Article>
	

	Text proposed by the Commission
	Amendment

	(a)	a third-country national who has been convicted in a Member State of an offence carrying a penalty involving the deprivation of liberty of at least one year;
	(a)	a third-country national who has been convicted in a Member State of a serious crime or terrorist offence


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The terms serious crime and terrorist offence form the basis of alerts (on the basis of police and judicial cooperation). Those terms are defined in the Regulation and should therefore be used here rather than introducing a different level of crime which would justify an alert.
</Amend>
<Amend>Amendment		<NumAm>301</NumAm>
<RepeatBlock-By><Members>Jussi Halla-aho</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 24 – paragraph 2 – point a</Article>
	

	Text proposed by the Commission
	Amendment

	(a)	a third-country national who has been convicted in a Member State of an offence carrying a penalty involving the deprivation of liberty of at least one year;
	(a)	a third-country national who has been convicted of an offence carrying a penalty involving the deprivation of liberty;


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>302</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 24 – paragraph 2 – point a</Article>
	

	Text proposed by the Commission
	Amendment

	(a)	a third-country national who has been convicted in a Member State of an offence carrying a penalty involving the deprivation of liberty of at least one year;
	(a)	a third-country national who has been convicted in a Member State of an offence carrying a penalty involving the deprivation of liberty of at least five years;


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>303</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 24 – paragraph 2 – point a</Article>
	

	Text proposed by the Commission
	Amendment

	(a)	a third-country national who has been convicted in a Member State of an offence carrying a penalty involving the deprivation of liberty of at least one year;
	(a)	a third-country national who has been convicted in a Member State of an offence carrying a penalty involving the deprivation of liberty of at least three years;


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>304</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 24 – paragraph 2 – point b</Article>
	

	Text proposed by the Commission
	Amendment

	(b)	a third-country national in respect of whom there are serious grounds for believing that he has committed a serious crime or in respect of whom there are clear indications of an intention to commit such an offence in the territory of a Member State.
	(b)	a third-country national in respect of whom there is proof that he has committed a serious crime in the territory of a Member State.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>305</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller, Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 24 – paragraph 2 – point b</Article>
	

	Text proposed by the Commission
	Amendment

	(b)	a third-country national in respect of whom there are serious grounds for believing that he has committed a serious crime or in respect of whom there are clear indications of an intention to commit such an offence in the territory of a Member State.
	(b)	a third-country national in respect of whom there is clear evidence to suggest that he has committed a serious crime or in respect of whom there is clear evidence of an intention to commit such an offence in the territory of a Member State.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
It is important that the introduction of alerts is based on evidence against the third-country national concerned and not mere suspicion.
</Amend>
<Amend>Amendment		<NumAm>306</NumAm>
<RepeatBlock-By><Members>Jussi Halla-aho</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 24 – paragraph 2 – point b</Article>
	

	Text proposed by the Commission
	Amendment

	(b)	a third-country national in respect of whom there are serious grounds for believing that he has committed a serious crime or in respect of whom there are clear indications of an intention to commit such an offence in the territory of a Member State.
	(b)	a third-country national in respect of whom there are serious grounds for believing that he has committed a crime or in respect of whom there are clear indications of an intention to commit an offence in the territory of a Member State.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>307</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 24 – paragraph 2 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(2a)	Under all circumstances, an alert shall be created if the decision referred to in paragraph 1 concerns a third-country national who has been convicted in a Member State of one of the offences referred to in Directive 2017/541 on combating terrorism.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>308</NumAm>
<RepeatBlock-By><Members>Jussi Halla-aho</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 24 – paragraph 2 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	2 a.	a third-country national who is very likely to try to abuse the asylum system of the Member State in accordance with Article 36(1) or (2) of Regulation (EU) No XXX/XXX (Asylum Procedures Regulation).


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>309</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 24 – paragraph 2 b (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(2b)	Under all circumstances, an alert shall be created if the decision referred to in paragraph 1 concerns a third-country national who has been convicted in a Member State of an offence carrying a penalty involving the deprivation of liberty of at least five years.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>310</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 24 – paragraph 3</Article>
	

	Text proposed by the Commission
	Amendment

	3.	An alert shall be entered where the decision referred to in paragraph 1 is an entry ban issued in accordance with procedures respecting Directive 2008/115/EC. The issuing Member State shall ensure that the alert takes effect in SIS at the point of return of the third-country national concerned. The confirmation of return shall be communicated to the issuing Member State in accordance with Article 6 of Regulation (EU) 2018/xxx [Return Regulation].
	3.	An alert shall be entered where the decision referred to in paragraph 1 is an entry ban issued in accordance with procedures respecting Directive 2008/115/EC. The issuing Member State shall ensure that the alert takes effect in SIS at the point where a return decision as defined in Article 3(4) of Directive 2008/115/CE and for which all possible alternatives have been exhausted or declared inadmissible has been made with regard to the third-country national in question. The confirmation of return shall be communicated to the issuing Member State in accordance with Article 6 of Regulation (EU) 2018/xxx and immediately erased from SIS II by the issuing Member State in accordance with Article 6(2) of this Regulation [Return Regulation].


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>311</NumAm>
<RepeatBlock-By><Members>Miriam Dalli</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 24 – paragraph 3</Article>
	

	Text proposed by the Commission
	Amendment

	3.	An alert shall be entered where the decision referred to in paragraph 1 is an entry ban issued in accordance with procedures respecting Directive 2008/115/EC. The issuing Member State shall ensure that the alert takes effect in SIS at the point of return of the third-country national concerned. The confirmation of return shall be communicated to the issuing Member State in accordance with Article 6 of Regulation (EU) 2018/xxx [Return Regulation].
	3.	An alert shall also be entered where the decision referred to in paragraph 1 is an entry ban issued in accordance with Directive 2008/115/EC. The issuing Member State shall ensure that the alert takes effect in SIS at the point of return of the third-country national concerned. The confirmation of return shall be communicated to the issuing Member State in accordance with Article 6 of Regulation (EU) 2018/xxx [Return Regulation].


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Clarification of the legal language used.
</Amend>
<Amend>Amendment		<NumAm>312</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 25 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	Article 25a	

	
	Conditions for alerts on refusal of entry concerning persons involved in an activity referred to in Titles II and III of Directive (EU) 2017/541 on combating terrorism;

	
	1. Where a Member State issues an alert on refusal of entry or stay concerning a person involved in an activity referred to in Directive 2017/541, the Member State shall in parallel share this information with Europol’s European Counter Terrorism Centre.

	
	2. In the event of a hit on an alert for refusal of entry and stay concerning a person involved in an activity referred to in the previous paragraph, the executing Member State shall immediately inform the issuing Member State and Europol’s European Counter Terrorism Centre.

	
	3. To this end, the Commission shall be empowered to adopt an implementing act in accordance with Article 55(2) specifying the communication modalities.


Or. <Original>{FR}fr</Original>
<TitreJust>Justification</TitreJust>
Hits concerning a person who is in SIS are at present known only to the issuing State and the Member State carrying out the search. In accordance with Recital 34, Member States should share information on terrorism-related activity with Europol in parallel to introducing an alert in SIS, along with hits and related information.
</Amend>
<Amend>Amendment		<NumAm>313</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 26 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	Where a Member State considers granting a residence permit or other authorisation offering a right to stay to a third-country national who is the subject of an alert for refusal of entry and stay entered by another Member State, it shall first consult the issuing Member State through the exchange of supplementary information and shall take account of the interests of that Member State. The issuing Member State shall provide a definite reply within seven days. Where the Member State considering granting a permit or other authorisation offering a right to stay decides to grant it, the alert for refusal of entry and stay shall be deleted.
	1.	Where a Member State considers granting a residence permit or other authorisation offering a right to stay to a third-country national who is the subject of an alert for refusal of entry and stay entered by another Member State, it shall first consult the issuing Member State through the exchange of supplementary information The issuing Member State shall provide a definite reply within seven days. Where the Member State considering granting a permit or other authorisation offering a right to stay decides to grant it, the alert for refusal of entry and stay shall be deleted.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>314</NumAm>
<RepeatBlock-By><Members>Miltiadis Kyrkos</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 26 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	Where a Member State considers granting a residence permit or other authorisation offering a right to stay to a third-country national who is the subject of an alert for refusal of entry and stay entered by another Member State, it shall first consult the issuing Member State through the exchange of supplementary information and shall take account of the interests of that Member State. The issuing Member State shall provide a definite reply within seven days. Where the Member State considering granting a permit or other authorisation offering a right to stay decides to grant it, the alert for refusal of entry and stay shall be deleted.
	1.	Where a Member State considers granting a residence permit or other authorisation offering a right to stay to a third-country national who is the subject of an alert for refusal of entry and stay entered by another Member State, it shall first consult the issuing Member State through the exchange of supplementary information and shall take account of the interests of that Member State. The issuing Member State shall provide a definite reply prefarably within seven days. Where the Member State considering granting a permit or other authorisation offering a right to stay decides to grant it, the alert for refusal of entry and stay shall be deleted.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>315</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 27 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	Article 27a	

	
	Action to be taken regarding alerts

	
	1. In the event of a hit concerning a third-country national about whom an alert has been issued in accordance with Articles 24 and 27, the competent authority should, without prejudice to Article (25(2) and the principles and provisions of the Geneva Convention of 1951 and in particular regarding the principle of non-refoulement:

	
	(a) refuse to issue the person with a visa or travel authorisation or;

	
	(b) refuse entry into the territory.

	
	In the case of a hit registered within the territory, the third-country national in question must be arrested, questioned and handed over to the competent authorities for them to decide on the action needed.

	
	2. Supplementary detail concerning taking actions and the exchange of supplementary information is described in the SIRENE Manual.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>316</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 28 – title</Article>
	

	Text proposed by the Commission
	Amendment

	Specific rules for verification or search with photographs, facial images and dactylographic data
	Specific rules for verification or search with photographs and fingerprints


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>317</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 28 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	Photographs, facial images and dactylographic data shall be retrieved from SIS to verify the identity of a person who has been located as a result of an alphanumeric search made in SIS.
	1.	Where such data is contained within an alert in the SIS, photographs, facial images or dactylographic data shall be retrieved from SIS to verify the identity of a person who has been located as a result of an alphanumeric search made in SIS.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Once again, it is important to be clear that such data is not always available in a SIS alert. Any of the relevant categories of data may be used to verify the identity of the person in question.
</Amend>
<Amend>Amendment		<NumAm>318</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 28 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	Photographs, facial images and dactylographic data shall be retrieved from SIS to verify the identity of a person who has been located as a result of an alphanumeric search made in SIS.
	1.	Photographs, facial images and dactylographic data shall be retrieved from SIS to confirm the identity of a person who has been located as a result of an alphanumeric search made in SIS.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>319</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 28 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	Photographs, facial images and dactylographic data shall be retrieved from SIS to verify the identity of a person who has been located as a result of an alphanumeric search made in SIS.
	1.	Photographs and fingerprints shall be retrieved from SIS to verify the identity of a person who has been located as a result of an alphanumeric search made in SIS.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>320</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 28 – paragraph 1 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(1a)	To check whether the person already appears in SIS under another identity or description, a fingerprint search can be carried out before a new alert is issued.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>321</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 28 – paragraph 2</Article>
	

	Text proposed by the Commission
	Amendment

	2.	Dactylographic data may also be used to identify a person. Dactylographic data stored in SIS shall be used for identification purposes if the identity of the person cannot be ascertained by other means.
	2.	Dactylographic data stored in SIS may also be used for identification purposes if the identity of the person cannot be ascertained by other means.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>322</NumAm>
<RepeatBlock-By><Members>Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 28 – paragraph 2</Article>
	

	Text proposed by the Commission
	Amendment

	2.	Dactylographic data may also be used to identify a person. Dactylographic data stored in SIS shall be used for identification purposes if the identity of the person cannot be ascertained by other means.
	2.	Dactylographic data, if available, may also be used to identify a person. Dactylographic data stored in SIS shall be used for identification purposes if the identity of the person cannot be ascertained by other means.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>323</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 28 – paragraph 2</Article>
	

	Text proposed by the Commission
	Amendment

	2.	Dactylographic data may also be used to identify a person. Dactylographic data stored in SIS shall be used for identification purposes if the identity of the person cannot be ascertained by other means.
	2.	Fingerprints may also be used to identify a person. Fingerprints stored in SIS shall be used for identification purposes if the identity of the person cannot be ascertained by other means.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>324</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 28 – paragraph 3</Article>
	

	Text proposed by the Commission
	Amendment

	3.	Dactylographic data stored in SIS in relation to alerts issued under Article 24 may also be searched with complete or incomplete sets of fingerprints or palm prints discovered at the scenes of crimes under investigation and where it can be established to a high degree of probability that they belong to the perpetrator of the offence provided that the competent authorities are unable to establish the identity of the person by using any other national, European or international database.
	deleted


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>325</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 28 – paragraph 3</Article>
	

	Text proposed by the Commission
	Amendment

	3.	Dactylographic data stored in SIS in relation to alerts issued under Article 24 may also be searched with complete or incomplete sets of fingerprints or palm prints discovered at the scenes of crimes under investigation and where it can be established to a high degree of probability that they belong to the perpetrator of the offence provided that the competent authorities are unable to establish the identity of the person by using any other national, European or international database.
	3.	Dactylographic data stored in SIS in relation to alerts issued under Article 24 may also be searched with complete or incomplete sets of fingerprints or palm prints discovered at the scenes of serious crimes or terrorist offences under investigation and where it can be established to a high degree of probability that they belong to the perpetrator of the serious crime or terrorist offence provided that the competent authorities are unable to establish the identity of the person by using any other national, European or international database.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>326</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller, Birgit Sippel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 28 – paragraph 3</Article>
	

	Text proposed by the Commission
	Amendment

	3.	Dactylographic data stored in SIS in relation to alerts issued under Article 24 may also be searched with complete or incomplete sets of fingerprints or palm prints discovered at the scenes of crimes under investigation and where it can be established to a high degree of probability that they belong to the perpetrator of the offence provided that the competent authorities are unable to establish the identity of the person by using any other national, European or international database.
	3.	Dactylographic data stored in SIS in relation to alerts issued under Article 24 may also be searched with complete or incomplete sets of fingerprints or palm prints discovered at the scenes of serious crimes or terrorist offences under investigation and where it can be established to a high degree of probability that they belong to the perpetrator of the offence provided that the competent authorities are unable to establish the identity of the person by using any other national, European or international database.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Amendment tabled for legal certainty and for consistency with other amendments.
</Amend>
<Amend>Amendment		<NumAm>327</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 28 – paragraph 3</Article>
	

	Text proposed by the Commission
	Amendment

	3.	Dactylographic data stored in SIS in relation to alerts issued under Article 24 may also be searched with complete or incomplete sets of fingerprints or palm prints discovered at the scenes of crimes under investigation and where it can be established to a high degree of probability that they belong to the perpetrator of the offence provided that the competent authorities are unable to establish the identity of the person by using any other national, European or international database.
	3.	Dactylographic data stored in SIS in relation to alerts issued under Article 24 and Article 27 may also be searched with complete or incomplete sets of fingerprints or palm prints discovered at the scenes of crimes under investigation and where it can be established to a high degree of probability that they belong to the perpetrator of the offence provided that the competent authorities are unable to establish the identity of the person by using any other national, European or international database.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>328</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 28 – paragraph 4</Article>
	

	Text proposed by the Commission
	Amendment

	4.	As soon as this becomes technically possible, and while ensuring a high degree of reliability of identification, photographs and facial images may be used to identify a person. Identification based on photographs or facial images shall only be used in the context of regular border crossing points where self-service systems and automated border control systems are in use.
	deleted


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The obligation to identify persons at regular border crossing points is already established in the Schengen Borders Code and the use of facial images for such identification already established in the Entry-Exit System. This paragraph is therefore unnecessary.
</Amend>
<Amend>Amendment		<NumAm>329</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 28 – paragraph 4</Article>
	

	Text proposed by the Commission
	Amendment

	4.	As soon as this becomes technically possible, and while ensuring a high degree of reliability of identification, photographs and facial images may be used to identify a person. Identification based on photographs or facial images shall only be used in the context of regular border crossing points where self-service systems and automated border control systems are in use.
	deleted


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>330</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 28 – paragraph 4</Article>
	

	Text proposed by the Commission
	Amendment

	4.	As soon as this becomes technically possible, and while ensuring a high degree of reliability of identification, photographs and facial images may be used to identify a person. Identification based on photographs or facial images shall only be used in the context of regular border crossing points where self-service systems and automated border control systems are in use.
	4.	As soon as this becomes technically possible, and while ensuring a high degree of reliability of identification, photographs and facial images may be used to identify a person and within the framework of the purposes and conditions referred to in paragraph 3. Identification based on photographs or facial images shall only be used in the context of regular border crossing points where self-service systems and automated border control systems are in use and within the framework of the purposes and conditions referred to in paragraph 3. Before that functionality is introduced in SIS, the Commission should present a report on the availability and level of development of the requisite technology. The Parliament shall be consulted for the production of that report.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>331</NumAm>
<RepeatBlock-By><Members>Jussi Halla-aho</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 28 – paragraph 4</Article>
	

	Text proposed by the Commission
	Amendment

	4.	As soon as this becomes technically possible, and while ensuring a high degree of reliability of identification, photographs and facial images may be used to identify a person. Identification based on photographs or facial images shall only be used in the context of regular border crossing points where self-service systems and automated border control systems are in use.
	4.	As soon as this becomes technically possible, and while ensuring a high degree of reliability of identification, photographs and facial images may be used to identify a person.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
When technically possible, identification based on photographs or facial images should be allowed in any location.
</Amend>
<Amend>Amendment		<NumAm>332</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 28 – paragraph 4</Article>
	

	Text proposed by the Commission
	Amendment

	4.	As soon as this becomes technically possible, and while ensuring a high degree of reliability of identification, photographs and facial images may be used to identify a person. Identification based on photographs or facial images shall only be used in the context of regular border crossing points where self-service systems and automated border control systems are in use.
	4.	As soon as this becomes technically possible, and while ensuring a high degree of reliability of identification, photographs may be used to identify a person. Identification based on photographs shall only be used in the context of regular border crossing points where self-service systems and automated border control systems are in use.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>333</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 28 – paragraph 4 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(4a)	Any processing of photographs, facial images or dactylographic data may not exceed what is necessary for the objective of general interest pursued, and must be covered by appropriate guarantees. Any use of photographs, facial images or dactylographic data must be authorised by Union or Member State law.

	
	Any processing of photographs, facial images or dactylographic data in SIS II, including retention and use for identification purposes, must comply with the relevant provisions on data protection laid down by the SIS II legal instruments, as well as with Regulation (EU) 2016/679 and the provisions of Directive 2016/680. The provisions laid down in those legal instruments apply to the processing of photographs, facial images and dactylographic data of third-country nationals and Union citizens.

	
	In accordance with the purpose-specification principle, the purpose and method for using photographs, facial images and dactylographic data in SIS II must be clearly defined. To that end, the Commission shall be empowered to adopt an implementing act in accordance with Article 55(2).


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>334</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 28 – paragraph 4 b (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(4b)	Photographs, facial images and dactylographic data of minors must be processed with full regard for the best interest of the child as laid down in Article 24 of the Charter of Fundamental Rights of the European Union and Article 3 of the United Nations Convention on the Rights of the Child of 1989.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>335</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 28 – paragraph 4 c (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(4c)	The Commission shall be empowered to adopt a delegated act in accordance with Article 54a (new) for introducing an Automated Fingerprint Identification System (AFIS) in SIS.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>336</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 29 – paragraph 1 – point d</Article>
	

	Text proposed by the Commission
	Amendment

	(d)	examining the conditions and taking decisions related to the entry and stay of third-country nationals on the territory of the Member States, including on residence permits and long-stay visas, and to the return of third-country nationals;
	(d)	examining the conditions and taking decisions related to the entry and stay of third-country nationals on the territory of the Member States, including on residence permits and long-stay visas, and to the return of third-country nationals insofar as these authorities do not constitute "determining authorities" as defined in Article 2(f) of Directive 2013/32/EU1a, and where relevant providing advice in accordance with Regulation(EU) 377/20041b;

	
	_________________

	
	1a Directive 2013/32/EU of the European Parliament and of the Council of 26 June 2013 on common procedures for granting and withdrawing international protection

	
	1b Council Regulation (EC) No 377/2004 of 19 February 2004 on the creation of an immigration liaison officers network


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The wording proposed is in line with the definition of ‘immigration authorities’ in the recently adopted Regulation on establishing an Entry-Exit System. Access for asylum authorities would infringe the principle of purpose limitation and would be outside of the proposed legal base.
</Amend>
<Amend>Amendment		<NumAm>337</NumAm>
<RepeatBlock-By><Members>Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 29 – paragraph 3 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	3 a.	The right to access data entered in SIS and the right to search such data, may be exercised by the competent authorities for issuing identity documents such as passports, identity cards, residence permits, while performing their tasks and following the rules of entering and verifying the alerts compatibility. The access by these authorities shall be governed by the law of each Member State.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>338</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 30 – paragraph 2</Article>
	

	Text proposed by the Commission
	Amendment

	2.	Where a search by Europol reveals the existence of an alert in SIS, Europol shall inform the issuing Member State via the channels defined by Regulation (EU) 2016/794.
	2.	Where a search by Europol reveals the existence of an alert in SIS, Europol shall inform the issuing Member State through the exchange of supplementary information by means of the communication infrastructure and in accordance with the provisions set out in the SIRENE Manual. Until Europol is able to use the functionalities intended for the exchange of supplementary information, it shall inform issuing Member States via the channels defined by Regulation (EU) 2016/794.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>339</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 30 – paragraph 2</Article>
	

	Text proposed by the Commission
	Amendment

	2.	Where a search by Europol reveals the existence of an alert in SIS, Europol shall inform the issuing Member State via the channels defined by Regulation (EU) 2016/794.
	2.	Where a search by Europol reveals the existence of an alert in SIS, Europol shall immediately inform the issuing Member State via the channels defined by Regulation (EU) 2016/794.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>340</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 30 – paragraph 3</Article>
	

	Text proposed by the Commission
	Amendment

	3.	The use of information obtained from a search in the SIS is subject to the consent of the Member State concerned. If the Member State allows the use of such information, the handling thereof by Europol shall be governed by Regulation (EU) 2016/794. Europol may only communicate such information to third countries and third bodies with the consent of the Member State concerned.
	3.	The use of information obtained from a search in the SIS is subject to the consent of the Member State concerned. If the Member State allows the use of such information, the handling thereof by Europol shall be governed by Regulation (EU) 2016/794. Europol may only communicate such information to third countries and third bodies with the consent of the Member State concerned and in full respect of Union law on data protection.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>341</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 30 – paragraph 3</Article>
	

	Text proposed by the Commission
	Amendment

	3.	The use of information obtained from a search in the SIS is subject to the consent of the Member State concerned. If the Member State allows the use of such information, the handling thereof by Europol shall be governed by Regulation (EU) 2016/794. Europol may only communicate such information to third countries and third bodies with the consent of the Member State concerned.
	3.	The use of information obtained from a search in the SIS is subject to the consent of the issuing Member State. If the Member State allows the use of such information, the handling thereof by Europol shall be governed by Regulation (EU) 2016/794. Europol may only communicate such information to third countries and third bodies with the consent of the issuing Member State.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>342</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 30 – paragraph 4</Article>
	

	Text proposed by the Commission
	Amendment

	4.	Europol may request further information from the Member State concerned in accordance with the provisions of Regulation (EU) 2016/794.
	4.	Europol may request further information from the issuing Member State in accordance with the provisions of Regulation (EU) 2016/794.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>343</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 30 – paragraph 7</Article>
	

	Text proposed by the Commission
	Amendment

	7.	Any copies, as referred to in paragraph 6, which lead to off-line databases may be retained for a period not exceeding 48 hours. That period may be extended in an emergency until the emergency comes to an end. Europol shall report any such extensions to the European Data Protection Supervisor.
	7.	Any copies, as referred to in paragraph 6, which lead to off-line databases may be retained for a period not exceeding 48 hours. Where Europol creates an off-line database with SIS data, it shall report such a database to the European Data Protection Supervisor


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The Commission text provides an unjustified right for Europol to retain an off-line database of SIS data for as long as it claims a situation of emergency exists. However, as Europol has access to SIS, there is absolutely no need for Europol to retain the data in an off-line database for any longer than the initial period of 48 hours, creating unnecessary risk. Europol should therefore be required to inform the EDPS whenever it creates such an off-line database.
</Amend>
<Amend>Amendment		<NumAm>344</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 30 – paragraph 9</Article>
	

	Text proposed by the Commission
	Amendment

	9.	For the purpose of verifying the lawfulness of data processing, self-monitoring and ensuring proper data security and integrity Europol should keep logs of every access to and search in SIS. Such logs and documentation shall not be considered to be the unlawful downloading or copying of any part of SIS.
	9.	For the purpose of verifying the lawfulness of data processing, self-monitoring and ensuring proper data security and integrity Europol should keep logs of every access to and search in SIS. Such logs and documentation shall not be considered to be the unlawful downloading or copying of any part of SIS. The content, retention period and rules and formats for the logs are defined in accordance with Article 12.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>345</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 31</Article>
	

	Text proposed by the Commission
	Amendment

	[...]
	deleted


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>346</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller, Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 31 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	In accordance with Article 40(8) of Regulation (EU) 2016/1624, the members of the European Border and Coast Guard teams or teams of staff involved in return-related tasks as well as the members of the migration management support teams shall, within their mandate, have the right to access and search data entered in SIS within their mandate.
	1.	In accordance with Article 40(8) of Regulation (EU)2016/16241a, the members of the European Border and Coast Guard teams and members of the migration management support teams shall, within their mandate, have the right to access and search data entered in SIS within their mandate.

	
	_________________

	
	1a REGULATION (EU) 2016/1624 OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL of 14 September 2016 on the European Border and Coast Guard and amending Regulation (EU) 2016/399 of the European Parliament and of the Council and repealing Regulation (EC) No 863/2007 of the European Parliament and of the Council, Council Regulation (EC) No 2007/2004 and Council Decision 2005/267/EC


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The deleted text is redundant. According to Article 40(1) of Regulation (EU) 2016/214 on the EBCGA, Members of the EBCG Teams “shall have the capacity to perform all tasks and exercise all powers for ... return as well as those which are necessary for the realisation of the objectives of ... Directive 2008/115/EC” (the Returns Directive). In other words, EBCG teams can carry out all return-related tasks. It is not necessary to grant access to other teams of staff of the EBCGA.
</Amend>
<Amend>Amendment		<NumAm>347</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller, Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 31 – paragraph 2</Article>
	

	Text proposed by the Commission
	Amendment

	2.	Members of the European Border and Coast Guard teams or teams of staff involved in return-related tasks as well as the members of the migration management support teams shall access and search data entered in SIS in accordance with paragraph 1 via the technical interface set up and maintained by the European Border and Coast Guard Agency as referred to in Article 32(2).
	2.	Members of the European Border and Coast Guard teams and members of the migration management support teams shall access and search data entered in SIS in accordance with paragraph 1 via the technical interface set up and maintained by the European Border and Coast Guard Agency as referred to in Article 32(2).


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The deleted text is redundant. According to Article 40(1) of Regulation (EU) 2016/214 on the EBCGA, Members of the EBCG Teams “shall have the capacity to perform all tasks and exercise all powers for ... return as well as those which are necessary for the realisation of the objectives of ... Directive 2008/115/EC” (the Returns Directive). In other words, EBCG teams can carry out all return-related tasks. It is not necessary to grant access to other teams of staff of the EBCGA.
</Amend>
<Amend>Amendment		<NumAm>348</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller, Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 31 – paragraph 3</Article>
	

	Text proposed by the Commission
	Amendment

	3.	Where a search by a member of the European Border and Coast Guard teams or teams of staff involved in return-related tasks or by a member of the migration management support teams reveals the existence of an alert in SIS, the issuing Member State shall be informed thereof. In accordance with Article 40 of Regulation (EU) 2016/1624, members of the teams may only act in response to an alert in SIS under instructions from and, as a general rule, in the presence of border guards or staff involved in return-related tasks of the host Member State in which they are operating. The host Member State may authorise members of the teams to act on its behalf.
	3.	Where a search by a member of the European Border and Coast Guard teams or by a member of the migration management support teams reveals the existence of an alert in SIS, the issuing Member State shall be informed thereof. In accordance with Article 40 of Regulation (EU) 2016/1624, members of the teams may only act in response to an alert in SIS under instructions from and, as a general rule, in the presence of border guards or staff involved in return-related tasks of the host Member State in which they are operating. The host Member State may authorise members of the teams to act on its behalf.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The deleted text is redundant. According to Article 40(1) of Regulation (EU) 2016/214 on the EBCGA, Members of the EBCG Teams “shall have the capacity to perform all tasks and exercise all powers for ... return as well as those which are necessary for the realisation of the objectives of ... Directive 2008/115/EC” (the Returns Directive). In other words, EBCG teams can carry out all return-related tasks. It is not necessary to grant access to other teams of staff of the EBCGA.
</Amend>
<Amend>Amendment		<NumAm>349</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 31 – paragraph 3</Article>
	

	Text proposed by the Commission
	Amendment

	3.	Where a search by a member of the European Border and Coast Guard teams or teams of staff involved in return-related tasks or by a member of the migration management support teams reveals the existence of an alert in SIS, the issuing Member State shall be informed thereof. In accordance with Article 40 of Regulation (EU) 2016/1624, members of the teams may only act in response to an alert in SIS under instructions from and, as a general rule, in the presence of border guards or staff involved in return-related tasks of the host Member State in which they are operating. The host Member State may authorise members of the teams to act on its behalf.
	3.	Where a search by a member of the European Border and Coast Guard teams or teams of staff involved in return-related tasks or by a member of the migration management support teams reveals the existence of an alert in SIS, the issuing Member State shall be immediately informed thereof. In accordance with Article 40 of Regulation (EU) 2016/1624, members of the teams may only act in response to an alert in SIS under instructions from and, as a general rule, in the presence of border guards or staff involved in return-related tasks of the host Member State in which they are operating. The host Member State may authorise members of the teams to act on its behalf.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>350</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller, Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 31 – paragraph 4</Article>
	

	Text proposed by the Commission
	Amendment

	4.	Every instance of access and every search made by a member of the European Border and Coast Guard teams or teams of staff involved in return-related tasks or by a member of the migration management support teams shall be logged in accordance with the provisions of Article 12 and every use made by them of data accessed by them shall be registered.
	4.	Every instance of access and every search made by a member of the European Border and Coast Guard teams or by a member of the migration management support teams shall be logged in accordance with the provisions of Article 12 and every use made by them of data accessed by them shall be registered.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The deleted text is redundant. According to Article 40(1) of Regulation (EU) 2016/214 on the EBCGA, Members of the EBCG Teams “shall have the capacity to perform all tasks and exercise all powers for ... return as well as those which are necessary for the realisation of the objectives of ... Directive 2008/115/EC” (the Returns Directive). In other words, EBCG teams can carry out all return-related tasks. It is not necessary to grant access to other teams of staff of the EBCGA.
</Amend>
<Amend>Amendment		<NumAm>351</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller, Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 31 – paragraph 5</Article>
	

	Text proposed by the Commission
	Amendment

	5.	Access to data entered in SIS shall be limited to a member of the European Border and Coast Guard teams or teams of staff involved in return-related tasks or by a member of the migration management support teams and shall not be extended to any other team member.
	5.	Access to data entered in SIS shall be limited to a member of the European Border and Coast Guard teams or teams or by a member of the migration management support teams and shall not be extended to any other team member.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The deleted text is redundant. According to Article 40(1) of Regulation (EU) 2016/214 on the EBCGA, Members of the EBCG Teams “shall have the capacity to perform all tasks and exercise all powers for ... return as well as those which are necessary for the realisation of the objectives of ... Directive 2008/115/EC” (the Returns Directive). In other words, EBCG teams can carry out all return-related tasks. It is not necessary to grant access to other teams of staff of the EBCGA.
</Amend>
<Amend>Amendment		<NumAm>352</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 32 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	The European Border and Coast Guard Agency shall, for the purpose of analysing the threats that may affect the functioning or security of the external borders, have the right to access and search data entered in SIS, in accordance with Articles 24 and 27.
	1.	Duly authorised staff of the European Border and Coast Guard Agency shall have access to the statistical data contained in the central repository referred to in Article 54(6) for the purpose of carrying out risk analyses and vulnerability assessments as referred to in Articles 11 and 13 of Regulation (EU) 2016/16241a.

	
	_________________

	
	1a REGULATION (EU) 2016/1624 OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL of 14 September 2016 on the European Border and Coast Guard and amending Regulation (EU) 2016/399 of the European Parliament and of the Council and repealing Regulation (EC) No 863/2007 of the European Parliament and of the Council, Council Regulation (EC) No 2007/2004 and Council Decision 2005/267/EC


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Access for EBCGA for operational purposes is covered in Article 31. The other staff of the EBCGA do not require access to personal data in SIS alerts. Access to the statistical data should allow the EBCGA to fulfil its mandate.
</Amend>
<Amend>Amendment		<NumAm>353</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 32 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	The European Border and Coast Guard Agency shall, for the purpose of analysing the threats that may affect the functioning or security of the external borders, have the right to access and search data entered in SIS, in accordance with Articles 24 and 27.
	1.	Duly authorised staff from the European Border and Coast Guard Agency shall, for the purpose of analysing the threats and assessing the vulnerability referred to in Articles 11 and 13 of Regulation (EU) 2016/1624, have the right to access and search data entered in SIS, in accordance with Articles 24 and 27.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>354</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 32 – paragraph 2</Article>
	

	Text proposed by the Commission
	Amendment

	2.	For the purposes of Article 31(2) and paragraphs 1 of this Article the European Border and Coast Guard Agency shall set up and maintain a technical interface which allows a direct connection to Central SIS.
	2.	For the purposes of Article 31(2), the European Border and Coast Guard Agency shall set up and maintain a technical interface which allows a direct connection to Central SIS.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Amendment tabled for consistency with previous amendment.
</Amend>
<Amend>Amendment		<NumAm>355</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 32 – paragraph 3</Article>
	

	Text proposed by the Commission
	Amendment

	3.	Where a search by the European Border and Coast Guard Agency reveals the existence of an alert in SIS, it shall inform the issuing Member State.
	deleted


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Amendment tabled for consistency with amendment to Article 31(1).
</Amend>
<Amend>Amendment		<NumAm>356</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 32 – paragraph 4</Article>
	

	Text proposed by the Commission
	Amendment

	4.	The European Border and Coast Guard Agency shall, for the purpose of performing its tasks conferred on it by the Regulation establishing a European Travel Information and Authorisation System (ETIAS), have the right to access and verify data entered in SIS, in accordance with Articles 24 and 27.
	deleted


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
There is no political agreement on ETIAS at this stage.
</Amend>
<Amend>Amendment		<NumAm>357</NumAm>
<RepeatBlock-By><Members>Miriam Dalli</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 32 – paragraph 4</Article>
	

	Text proposed by the Commission
	Amendment

	4.	The European Border and Coast Guard Agency shall, for the purpose of performing its tasks conferred on it by the Regulation establishing a European Travel Information and Authorisation System (ETIAS), have the right to access and verify data entered in SIS, in accordance with Articles 24 and 27.
	4.	In so far as it is necessary, for the purpose of performing any tasks conferred on it by the Regulation establishing a European Travel Information and Authorisation System (ETIAS), the ETIAS central unit within the European Border and Coast Guard Agency shall have the right to access and verify data entered in SIS, in accordance with Articles 24 and 27.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The text of the ETIAS Regulation has not yet been adopted. The access granted to the EBCGA should be limited to what is necessary for the performance of any tasks assigned to the EBCGA in the final text of the ETIAS Regulation.
</Amend>
<Amend>Amendment		<NumAm>358</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 32 – paragraph 4</Article>
	

	Text proposed by the Commission
	Amendment

	4.	The European Border and Coast Guard Agency shall, for the purpose of performing its tasks conferred on it by the Regulation establishing a European Travel Information and Authorisation System (ETIAS), have the right to access and verify data entered in SIS, in accordance with Articles 24 and 27.
	4.	Duly authorised staff from the ETIAS Central Unit of the European Border and Coast Guard Agency shall, for the purpose of performing its tasks conferred on it by the Regulation establishing a European Travel Information and Authorisation System (ETIAS), have the right to access and verify data entered in SIS, in accordance with Articles 24 and 27.]


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>359</NumAm>
<RepeatBlock-By><Members>Miriam Dalli</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 32 – paragraph 5</Article>
	

	Text proposed by the Commission
	Amendment

	5.	Where a verification by the European Border and Coast Guard Agency for the purposes of paragraph 2 reveals the existence of an alert in SIS the procedure set out in Article 22 of Regulation establishing a European Travel Information and Authorisation System (ETIAS) applies.
	deleted


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Amendment tabled for consistency with amendment to Article 31(1).
</Amend>
<Amend>Amendment		<NumAm>360</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 32 – paragraph 5</Article>
	

	Text proposed by the Commission
	Amendment

	5.	Where a verification by the European Border and Coast Guard Agency for the purposes of paragraph 2 reveals the existence of an alert in SIS the procedure set out in Article 22 of Regulation establishing a European Travel Information and Authorisation System (ETIAS) applies.
	deleted


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
There is no political agreement on ETIAS at this stage.
</Amend>
<Amend>Amendment		<NumAm>361</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 32 – paragraph 5</Article>
	

	Text proposed by the Commission
	Amendment

	5.	Where a verification by the European Border and Coast Guard Agency for the purposes of paragraph 2 reveals the existence of an alert in SIS, the procedure set out in Article 22 of Regulation establishing a European Travel Information and Authorisation System (ETIAS) applies.
	5.	Where a verification by the ETIAS Central Unit reveals the existence of an alert in SIS, the procedure set out in Articles 20 and 22 of Regulation establishing a European Travel Information and Authorisation System (ETIAS) shall apply.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>362</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Christine, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 32 – paragraph 7</Article>
	

	Text proposed by the Commission
	Amendment

	7.	Every instance of access and every search made by the European Border and Coast Guard Agency shall be logged in accordance with the provisions of Article 12 and every use made of data accessed by the European Border and Coast Guard Agency shall be registered.
	deleted


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Amendment tabled for consistency with amendments to Article 31(1).
</Amend>
<Amend>Amendment		<NumAm>363</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 32 – paragraph 7</Article>
	

	Text proposed by the Commission
	Amendment

	7.	Every instance of access and every search made by the European Border and Coast Guard Agency shall be logged in accordance with the provisions of Article 12 and every use made of data accessed by the European Border and Coast Guard Agency shall be registered.
	7.	Every instance of access and every search made by the European Border and Coast Guard Agency and the ETIAS Central Unit shall be logged in accordance with the provisions of Article 12 and every use made of data accessed by the European Border and Coast Guard Agency shall be registered.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>364</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 32 – paragraph 8</Article>
	

	Text proposed by the Commission
	Amendment

	8.	Except where necessary to perform the tasks for the purposes of the Regulation establishing a European Travel Information and Authorisation System (ETIAS) no parts of SIS shall be connected to any computer system for data collection and processing operated by or at the European Border and Coast Guard Agency nor shall the data contained in SIS to which the European Border and Coast Guard Agency has access be transferred to such a system. No part of SIS shall be downloaded. The logging of access and searches shall not be construed to be the downloading or copying of SIS data.
	8.	No parts of SIS shall be connected to any computer system for data collection and processing operated by or at the European Border and Coast Guard Agency nor shall the data contained in SIS to which the European Border and Coast Guard Agency has access be transferred to such a system. No part of SIS shall be downloaded. The logging of access and searches shall not be construed to be the downloading or copying of SIS data.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
There is no political agreement on ETIAS at this stage.
</Amend>
<Amend>Amendment		<NumAm>365</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 34 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	Alerts entered in SIS pursuant to this Regulation shall be kept only for the time required to achieve the purposes for which they were entered.
	1.	Alerts entered in SIS pursuant to this Regulation shall not be kept longer than for the time required to achieve the purposes for which they were entered.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>366</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 34 – paragraph 2</Article>
	

	Text proposed by the Commission
	Amendment

	2.	A Member State issuing an alert shall, within five years of its entry into SIS, review the need to retain it.
	2.	A Member State issuing an alert shall, within three years of its entry into SIS, review the need to retain it, except for alerts concerning an entry ban issued in accordance with Article 24(3) for which the review period is five years.


Or. <Original>{FR}fr</Original>
<TitreJust>Justification</TitreJust>
Return alerts and alerts created on the basis of Article 24(3) concern persons who are the subject of an entry ban on the basis of Directive 2008 for which the period remains five years. For other cases, the three-year period referred to in the former version of the text seems more appropriate.
</Amend>
<Amend>Amendment		<NumAm>367</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 34 – paragraph 2</Article>
	

	Text proposed by the Commission
	Amendment

	2.	A Member State issuing an alert shall, within five years of its entry into SIS, review the need to retain it.
	2.	A Member State issuing an alert shall, within three years of its entry into SIS, review the need to retain it.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>368</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller, Birgit Sippel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 34 – paragraph 2</Article>
	

	Text proposed by the Commission
	Amendment

	2.	A Member State issuing an alert shall, within five years of its entry into SIS, review the need to retain it.
	2.	A Member State issuing an alert shall, within three years of its entry into SIS, review the need to retain it.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Under Article 51(1), alerts in SIS should be kept only for as long as they are needed. Commission offers no justification for extending the retention period other than reducing administrative burden. This is not an adequate justification. Recital 29 states that Member States already “regularly extend the expiry dates of alerts on persons ... ”. To avoid overburdening SIS and ensure that personal data is retained only for as long as necessary, MS should carry out a review of alerts after 3 years.
</Amend>
<Amend>Amendment		<NumAm>369</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 34 – paragraph 4</Article>
	

	Text proposed by the Commission
	Amendment

	4.	In cases where it becomes clear to staff in the SIRENE Bureau, who are responsible for coordinating and verifying of data quality, that an alert on a person has achieved its purpose and should be deleted from SIS, the staff shall notify the authority which created the alert to bring this issue to the attention of the authority. The authority shall have 30 calendar days from the receipt of this notification to indicate that the alert has been or shall be deleted or shall state reasons for the retention of the alert. If the 30-day period expires without such a reply the alert shall be deleted by the staff of the SIRENE Bureau. SIRENE Bureaux shall report any recurring issues in this area to their national supervisory authority.
	4.	In cases where it becomes clear to staff in the SIRENE Bureau, who are responsible for coordinating and verifying of data quality, that an alert on a person has achieved its purpose and should be deleted from SIS, the staff shall immediately notify the authority which created the alert to bring this issue to the attention of the authority. The authority shall have 30 calendar days from the receipt of this notification to indicate that the alert has been or shall be deleted or shall state reasons for the retention of the alert. If the 30-day period expires without such a reply the alert shall be deleted by the staff of the SIRENE Bureau. SIRENE Bureaux shall report any recurring issues in this area to their national supervisory authority.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>370</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 34 – paragraph 4</Article>
	

	Text proposed by the Commission
	Amendment

	4.	In cases where it becomes clear to staff in the SIRENE Bureau, who are responsible for coordinating and verifying of data quality, that an alert on a person has achieved its purpose and should be deleted from SIS, the staff shall notify the authority which created the alert to bring this issue to the attention of the authority. The authority shall have 30 calendar days from the receipt of this notification to indicate that the alert has been or shall be deleted or shall state reasons for the retention of the alert. If the 30-day period expires without such a reply the alert shall be deleted by the staff of the SIRENE Bureau. SIRENE Bureaux shall report any recurring issues in this area to their national supervisory authority.
	4.	As soon as it becomes clear to staff in the SIRENE Bureau, who are responsible for coordinating and verifying of data quality, that an alert on a person has achieved its purpose and should be deleted from SIS, the staff shall notify the authority which created the alert to bring this issue to the attention of the authority. The authority shall have seven calendar days from the receipt of this notification to indicate that the alert has been or shall be deleted or shall state reasons for the retention of the alert. If the seven-day period expires without such a reply the alert shall be deleted by the staff of the SIRENE Bureau. SIRENE Bureaux shall report any recurring issues in this area to their national supervisory authority.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
As one of the aims of the revision is to remove redundant alerts from SIS, the SIRENE Bureaux should act as soon as they become aware that an alert should be deleted. The relevant authority should not need one month to decide whether an alert can be deleted, in particular since the SIRENE Bureau has already made such an assessment. A period of seven days is more than enough time for a decision on whether to retain the alert.
</Amend>
<Amend>Amendment		<NumAm>371</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 34 – paragraph 5</Article>
	

	Text proposed by the Commission
	Amendment

	5.	Within the review period, the Member State issuing the alert may, following a comprehensive individual assessment, which shall be recorded, decide to keep the alert longer, should this prove necessary for the purposes for which the alert was issued. In such a case, paragraph 2 shall apply also to the extension. Any extension of an alert shall be communicated to CS-SIS.
	5.	Within the review period, the Member State issuing the alert may, following a comprehensive individual assessment, which shall be recorded, decide to keep the alert longer, should this prove necessary for the purposes for which the alert was issued. In such a case, paragraph 2 shall apply also to the extension. Any extension of an alert shall be communicated to CS-SIS. Extensions to the expiry date of a SIS alert shall be subject to the proportionality requirement, and it shall be examined whether a specific case is appropriate, relevant and important enough to extend an alert in SIS.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>372</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 35 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	Alerts on refusal of entry and stay pursuant to Article 24 shall be deleted when the decision on which the alert was entered has been withdrawn by the competent authority, where applicable following the consultation procedure referred to in Article 26.
	1.	Alerts on refusal of entry and stay pursuant to Article 24 shall be deleted when the decision on which the alert was entered has been withdrawn by the competent authority, where applicable following the consultation procedure referred to in Article 26 or upon the expiry of the alert in accordance with Article 34.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
As for the police and judicial cooperation file, there is a provision on retention periods for alerts which foresees an automatic expiry of an alert if a Member State decides not to extend the alert. Clearly the expiry of an alert should lead to that alert being deleted.
</Amend>
<Amend>Amendment		<NumAm>373</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 35 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	Alerts on refusal of entry and stay pursuant to Article 24 shall be deleted when the decision on which the alert was entered has been withdrawn by the competent authority, where applicable following the consultation procedure referred to in Article 26.
	1.	Alerts on refusal of entry and stay pursuant to Article 24 shall be deleted as soon as the decision on which the alert was entered has been withdrawn by the competent authority, where applicable following the consultation procedure referred to in Article 26.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>374</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 35 – paragraph 2</Article>
	

	Text proposed by the Commission
	Amendment

	2.	Alerts relating to third-country nationals who are the subject of a restrictive measure as referred to in Article 27 shall be deleted when the measure implementing the travel ban has been terminated, suspended or annulled.
	2.	Alerts relating to third-country nationals who are the subject of a restrictive measure as referred to in Article 27 shall be deleted when the measure implementing the travel ban has been terminated, suspended or annulled or upon the expiry of the alert in accordance with Article 34.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
As for the police and judicial cooperation file, there is a provision on retention periods for alerts which foresees an automatic expiry of an alert if a Member State decides not to extend the alert. Clearly the expiry of an alert should lead to that alert being deleted.
</Amend>
<Amend>Amendment		<NumAm>375</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 35 – paragraph 2</Article>
	

	Text proposed by the Commission
	Amendment

	2.	Alerts relating to third-country nationals who are the subject of a restrictive measure as referred to in Article 27 shall be deleted when the measure implementing the travel ban has been terminated, suspended or annulled.
	2.	Alerts relating to third-country nationals who are the subject of a restrictive measure as referred to in Article 27 shall be deleted as soon as the measure implementing the travel ban has been terminated, suspended or annulled.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>376</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 35 – paragraph 2 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(2a)	Alerts issued in accordance with Articles 24 and 27 shall automatically be deleted as soon as the alert expires in accordance with Article 34.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>377</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 35 – paragraph 2 b (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(2b)	Alerts issued in accordance with Articles 24 and 27 shall be deleted when necessary in accordance with the provisions regarding the compatibility of alerts set out in Article 23b.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>378</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 35 – paragraph 3</Article>
	

	Text proposed by the Commission
	Amendment

	3.	Alerts issued in respect of a person who has acquired citizenship of any State whose nationals are beneficiaries of the right of free movement within the Union shall be deleted as soon as the issuing Member State becomes aware, or is informed pursuant to Article 38 that the person in question has acquired such citizenship.
	3.	Alerts issued in respect of a person who has acquired citizenship of any State whose nationals are beneficiaries of the right of free movement within the Union shall be deleted as soon as the issuing Member State becomes aware, or is informed pursuant to Article 38 that the person in question has acquired such citizenship, or upon the expiry of the alert in accordance with Article 34


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
As for the police and judicial cooperation file, there is a provision on retention periods for alerts which foresees an automatic expiry of an alert if a Member State decides not to extend the alert. Clearly the expiry of an alert should lead to that alert being deleted.
</Amend>
<Amend>Amendment		<NumAm>379</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 36 – paragraph 3 – subparagraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	Technical copies, as referred to in paragraph 2, which lead to off-line databases may be retained for a period not exceeding 48 hours. That period may be extended in the event of an emergency until the emergency comes to an end.
	Technical copies, as referred to in paragraph 2, which lead to off-line databases may be retained for a period not exceeding 48 hours.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
In line with other amendments tabled, the creation of off-line databases creates a clear additional security risk regarding SIS data. There is no justification for allowing such databases to exist indefinitely on the basis of a claimed emergency.
</Amend>
<Amend>Amendment		<NumAm>380</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 36 – paragraph 5</Article>
	

	Text proposed by the Commission
	Amendment

	5.	Any processing of information contained in SIS for purposes other than those for which it was entered in SIS has to be linked with a specific case and justified by the need to prevent an imminent serious threat to public policy and public security, on serious grounds of national security or for the purposes of preventing a serious crime. Prior authorisation from the Member State issuing the alert shall be obtained for this purpose.
	5.	Any processing of information contained in SIS for purposes other than those for which it was entered in SIS has to be linked with a specific case and justified by the need to prevent an imminent serious threat to national security or for the purposes of preventing a serious crime. Prior authorisation from the Member State issuing the alert shall be obtained for this purpose.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>381</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller, Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 36 – paragraph 7</Article>
	

	Text proposed by the Commission
	Amendment

	7.	Any use of data which does not comply with paragraphs 1 to 6 shall be considered as misuse under the national law of each Member State.
	7.	Any use of data which does not comply with paragraphs 1 to 6 shall be considered as misuse under the national law of each Member State. Any misuse of data shall be subject to sanction in accordance with Article 49a.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
It is important to retain provisions on sanctions to be provided at national level for misuses of data or exchange of supplementary information contrary to the proposed Regulation, along the lines of Article 65 of the current Council Decision.
</Amend>
<Amend>Amendment		<NumAm>382</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 36 – paragraph 8</Article>
	

	Text proposed by the Commission
	Amendment

	8.	Each Member State shall send to the Agency a list of its competent authorities which are authorised to search directly the data contained in SIS pursuant to this Regulation, as well as any changes to the list. The list shall specify, for each authority, which data it may search and for what purposes. The Agency shall ensure the annual publication of the list in the Official Journal of the European Union.
	8.	Each Member State shall send to the Agency a list of its competent authorities which are authorised to search directly the data contained in SIS pursuant to this Regulation, as well as any changes to the list. The list shall specify, for each authority, which data it may search and for what purposes. The Agency shall ensure the annual publication of the list on its website and in the Official Journal of the European Union.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>383</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 37 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	Article 36(2) shall not prejudice the right of a Member State to keep in its national files SIS data in connection with which action has been taken on its territory. Such data shall be kept in national files for a maximum period of three years, except if specific provisions in national law provide for a longer retention period.
	1.	Article 36(2) shall not prejudice the right of a Member State to keep in its national files SIS data in connection with which action has been taken on its territory. Such data shall be kept in national files for a maximum period of three years.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>384</NumAm>
<RepeatBlock-By><Members>Jussi Halla-aho</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 37 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	Article 36(2) shall not prejudice the right of a Member State to keep in its national files SIS data in connection with which action has been taken on its territory. Such data shall be kept in national files for a maximum period of three years, except if specific provisions in national law provide for a longer retention period.
	1.	Article 36(2) shall not prejudice the right of a Member State to keep in its national files SIS data in connection with which action has been taken on its territory. Such data shall be kept in national files for a maximum period of five years, except if specific provisions in national law provide for a longer retention period.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>385</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 38 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	If a requested action cannot be performed, the requested Member State shall immediately inform the Member State issuing the alert.
	If a requested action cannot be performed, the following procedure applies:
(a) The requested Member State shall immediately inform the issuing Member State issuing the alert via its SIRENE Bureau stating why not, in accordance with the provisions set out in the SIRENE Manual.
(b) the Member States concerned may agree on the action to be taken in line with their own national laws and the SIS II legal instruments.
(c) If a requested action to be taken cannot be carried out with regard to persons involved in an activity referred to in Titles II and II of Directive (EU) 2017/541 on combating terrorism, the requested Member State shall immediately inform Europol’s European Counter Terrorism Centre;


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>386</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 39 – paragraph 2 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(2a)	In accordance with Article 23a, when an issuing Member State has relevant additional or modified data as listed in Article 20(2), the Member State shall complete or correct the alert without delay.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>387</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 39 – paragraph 3</Article>
	

	Text proposed by the Commission
	Amendment

	3.	Where a Member State other than that which issued an alert has evidence suggesting that an item of data is factually incorrect or has been unlawfully stored, it shall, through the exchange of supplementary information, inform the issuing Member State at the earliest opportunity and not later than 10 days after the said evidence has come to its attention. The issuing Member State shall check the communication and, if necessary, correct or delete the item in question without delay.
	3.	Where a Member State other than that which issued an alert has evidence suggesting that an item of data is factually incorrect or has been unlawfully stored, it shall, through the exchange of supplementary information, immediately inform the issuing Member State. The issuing Member State shall check the communication and, if necessary, correct or delete the item in question without delay.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>388</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller, Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 39 – paragraph 3</Article>
	

	Text proposed by the Commission
	Amendment

	3.	Where a Member State other than that which issued an alert has evidence suggesting that an item of data is factually incorrect or has been unlawfully stored, it shall, through the exchange of supplementary information, inform the issuing Member State at the earliest opportunity and not later than 10 days after the said evidence has come to its attention. The issuing Member State shall check the communication and, if necessary, correct or delete the item in question without delay.
	3.	Where a Member State other than that which issued an alert has evidence suggesting that an item of data is factually incorrect or has been unlawfully stored, it shall, through the exchange of supplementary information, inform the issuing Member State at the earliest opportunity and not later than two working days after the said evidence has come to its attention. The issuing Member State shall check the communication and, if necessary, correct or delete the item in question within seven working days from the notification


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Correcting errors in the SIS should be a priority for all. If a Member State becomes aware of an error in an alert entered by another Member State, it should not wait 10 days before in forming the issuing Member State of that error. This should be done immediately and, at the latest within 48 hours. In the same spirit, once informed of the possible error, the issuing Member State should have seven days to rectify the error or explain why there is no error. This is in line with the amendment proposed to Article 34(4) on actions to delete alerts once informed by the Sirene Bureaux that they are redundant.
</Amend>
<Amend>Amendment		<NumAm>389</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 39 – paragraph 3 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(3a)	Where a Member State other than the issuing Member State has a photograph, facial image or dactyloscopic data of a person who has been entered in SIS by another Member State, the former must, in compliance with the provisions set out in Article 22, send the data as soon as possible to the issuing Member State to enable it to complete the alert in question.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>390</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 39 – paragraph 4</Article>
	

	Text proposed by the Commission
	Amendment

	4.	Where the Member States are unable to reach agreement within two months of the time when the evidence first came to light, as described in paragraph 3, the Member State which did not issue the alert shall submit the matter to the national supervisory authorities concerned for a decision.
	4.	Where the Member States are unable to reach agreement within two months of the time when the evidence first came to light, as described in paragraph 3, the Member State which did not issue the alert shall submit the matter to the national supervisory authorities concerned and to the European Data Protection Supervisor for a decision, following the cooperation provisions set out in Article 52.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>391</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller, Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 39 – paragraph 4</Article>
	

	Text proposed by the Commission
	Amendment

	4.	Where the Member States are unable to reach agreement within two months of the time when the evidence first came to light, as described in paragraph 3, the Member State which did not issue the alert shall submit the matter to the national supervisory authorities concerned for a decision.
	4.	Where the Member States are unable to reach agreement within one month of the time when the evidence first came to light, as described in paragraph 3, the Member State which did not issue the alert shall submit the matter to the European Data Protection Supervisor and the national supervisory authorities concerned for a decision


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The first part of the amendment is consequential to ensure that correcting errors in alerts in SIS remains a priority for all concerned.
The second part reintroduces the provisions of the existing Council Decision on SIS which involves the EDPS in the resolution of such disagreements. There is no reason to exclude the EDPS in the revised Regulation.
</Amend>
<Amend>Amendment		<NumAm>392</NumAm>
<RepeatBlock-By><Members>Miriam Dalli</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 39 – paragraph 5</Article>
	

	Text proposed by the Commission
	Amendment

	5.	The Member States shall exchange supplementary information where a person complains that he or she is not the person wanted by an alert. Where the outcome of the check shows that there are in fact two different persons the complainant shall be informed of the measures laid down in Article 42.
	5.	The Member States shall exchange supplementary information where a person complains that he or she is not the person wanted by an alert. Where the outcome of the check shows that there are in fact two different persons the complainant shall be informed of the measures laid down in Article 42 and of his or her right to redress in accordance with Article 49(1)


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Where a person is misidentified in SIS, he or she should have a right to redress in accordance with Article 49(1). He or she should be advised of this once it becomes clear that there has been a misidentification.
</Amend>
<Amend>Amendment		<NumAm>393</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 39 – paragraph 6</Article>
	

	Text proposed by the Commission
	Amendment

	6.	Where a person is already the subject of an alert in SIS, a Member State which enters a further alert shall reach agreement on the entry of the alert with the Member State which entered the first alert. The agreement shall be reached on the basis of the exchange of supplementary information.
	deleted


Or. <Original>{FR}fr</Original>
<TitreJust>Justification</TitreJust>
Provision already set out and better explained in Article 23b on ‘the compatibility of alerts’
</Amend>
<Amend>Amendment		<NumAm>394</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 40 – paragraph 3</Article>
	

	Text proposed by the Commission
	Amendment

	3.	Member States shall notify the Commission, the Agency and the European Data Protection Supervisor of security incidents. The Agency shall notify the Commission and the European data Protection Supervisor of security incidents.
	3.	Not later than 72 hours after having become aware of a security incident, Member States shall notify the Commission, the Agency and the national supervisory authority of that incident. The Agency shall notify the Commission and the European data Protection Supervisor of security incidents.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
This amendment reflects the recommendation of the European Data Protection Supervisor to impose a specific deadline on Member States for reporting a security incident. The deadline reflects the deadlines established in the data protection package for reporting personal data breaches. The other change repeats the language proposed by the Commission in the police and judicial cooperation proposal.
</Amend>
<Amend>Amendment		<NumAm>395</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller, Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 40 – paragraph 4 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	4 a.	Where a security incident is caused by the misuse of data, Member States, Europol, Eurojust and the European Border and Coast Guard Agency shall ensure that sanctions may be imposed in accordance with Article 49a.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Where a security incident is caused by someone with access to SIS misusing the data, sanctions should follow against that person.
</Amend>
<Amend>Amendment		<NumAm>396</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 40 – paragraph 4 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	4 a.	In case of a data breach, data subjects shall be informed in accordance with Article 34 of Regulation (EU) No 2016/679 or Article 31 of Directive (EU) No 2016/680.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>397</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 41 – paragraph 1 – point a</Article>
	

	Text proposed by the Commission
	Amendment

	(a)	the SIRENE Bureau shall contact the requesting authority to clarify whether or not the alert is on the same person;
	(a)	the SIRENE Bureau shall immediately contact the requesting authority to clarify whether or not the alert is on the same person;


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>398</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 41 – paragraph 1 – point b</Article>
	

	Text proposed by the Commission
	Amendment

	(b)	where the cross-check reveals that the subject of the new alert and the person already in SIS are indeed one and the same, the SIRENE Bureau shall apply the procedure for entering multiple alerts as referred to in Article 39(6). Where the outcome of the check is that there are in fact two different persons, the SIRENE Bureau shall approve the request for entering the second alert by adding the necessary elements to avoid any misidentifications.
	(b)	(b) where the cross-check reveals that the subject of the new alert and the person already in SIS are indeed one and the same, the SIRENE Bureau shall apply the procedure for entering multiple alerts as referred to in Article 23b(3). Where the outcome of the check is that there are in fact two different persons, the SIRENE Bureau shall approve the request for entering the second alert by adding the necessary elements to avoid any misidentifications.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>399</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 42 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	Where confusion may arise between the person actually intended as the subject of an alert and a person whose identity has been misused, the issuing Member State shall, subject to that person's explicit consent, add data relating to the latter to the alert in order to avoid the negative consequences of misidentification.
	1.	Where confusion may arise between the person actually intended as the subject of an alert and a person whose identity has been misused, the issuing Member State shall, subject to that person's explicit consent, add data relating to the latter to the alert in order to avoid the negative consequences of misidentification. Any person whose identity has been misused has the right to withdraw his consent for the information to be processed.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>400</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller, Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 42 – paragraph 3 – introductory part</Article>
	

	Text proposed by the Commission
	Amendment

	3.	For the purpose of this Article, only the following personal data may be entered and further processed in SIS:
	3.	For the purpose of this Article, and subject to the explicit consent of the person whose identity was misused, only the following personal data may be entered and further processed in SIS:


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
It is important to reiterate that the personal data referred to can be entered into SIS only following the explicit consent of the person whose identity has been misused.
</Amend>
<Amend>Amendment		<NumAm>401</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 42 – paragraph 3 – introductory part</Article>
	

	Text proposed by the Commission
	Amendment

	3.	For the purpose of this Article, only the following personal data may be entered and further processed in SIS:
	3.	For the purpose of this Article, and subject to the victim’s explicit consent for each data category, only the following personal data may be entered and further processed in SIS:


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>402</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 42 – paragraph 3 – point e</Article>
	

	Text proposed by the Commission
	Amendment

	(e)	any specific objective and physical characteristic not subject to change;
	deleted


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>403</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 42 – paragraph 3 – point j</Article>
	

	Text proposed by the Commission
	Amendment

	(j)	fingerprints;
	deleted


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>404</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Christine Revault D'Allonnes Bonnefoy, Péter Niedermüller, Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 42 – paragraph 5</Article>
	

	Text proposed by the Commission
	Amendment

	5.	The data referred to in paragraph 3 shall be deleted at the same time as the corresponding alert or earlier where the person so requests.
	5.	The data referred to in paragraph 3 shall be deleted as soon as this is requested by the person whose identity was misused or at the same time as the corresponding alert.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The Commission text is slightly misleading. It is clearer to start with the right of the person whose identity was misused to request deletion of the data as soon as he or she wants. Thereafter, if there no such request, then that data is deleted naturally when the corresponding alert is deleted.
</Amend>
<Amend>Amendment		<NumAm>405</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 44 – paragraph 3</Article>
	

	Text proposed by the Commission
	Amendment

	3.	Paragraph 2 shall not prejudice the right of a Member State to keep in national files data relating to a particular alert which that Member State has issued or to an alert in connection with which action has been taken on its territory. The period for which such data may be held in such files shall be governed by national law.
	3.	Paragraph 2 shall not prejudice the right of a Member State to keep in national files data relating to a particular alert which that Member State has issued or to an alert in connection with which action has been taken on its territory. The period for which such data may be held in such files shall be one year.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>406</NumAm>
<RepeatBlock-By><Members>Jussi Halla-aho</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 45 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	Data processed in SIS and the related supplementary information pursuant to this Regulation shall not be transferred or made available to third countries or to international organisations.
	Data processed in SIS and the related supplementary information pursuant to this Regulation shall not be transferred or made available to third countries or to international organisations unless when strictly necessary.


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>407</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 47</Article>
	

	Text proposed by the Commission
	Amendment

	Article 47	
	deleted

	Right of access, rectification of inaccurate data and erasure of unlawfully stored data
	

	1. The right of data subjects to have access to data relating to them entered in SIS and to have such data rectified or erased shall be exercised in accordance with the law of the Member State before which they invoke that right.
	

	2. If national law so provides, the national supervisory authority shall decide whether information is to be communicated and by what means.
	

	3. A Member State other than that which has issued an alert may communicate information concerning such data only if it first gives the Member State issuing the alert an opportunity to state its position. This shall be done through the exchange of supplementary information.
	

	4. A Member State shall take a decision not to communicate information to the data subject, in whole or in part, in accordance with national law, to the extent that, and for as long as such a partial or complete restriction constitutes a necessary and proportionate measure in a democratic society with due regard for the fundamental rights and legitimate interests of the natural person concerned, in order to:
	

	(a) avoid obstructing official or legal inquiries, investigations or procedures;
	

	(b) avoid prejudicing the prevention, detection, investigation or prosecution of criminal offences or the execution of criminal penalties;
	

	(c) protect public security;
	

	(d) protect national security;
	

	(e) protect the rights and freedoms of others.
	

	5. The person concerned shall be informed as soon as possible and in any event not later than 60 days from the date on which he applies for access or sooner if national law so provides.
	

	6. The person concerned shall be informed about the follow-up given to the exercise of his rights of rectification and erasure as soon as possible and in any event not later than three months from the date on which he applies for rectification or erasure or sooner if national law so provides.
	


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The rights mentioned here are already foreseen in the relevant Union law on data protection
</Amend>
<Amend>Amendment		<NumAm>408</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 47 – title</Article>
	

	Text proposed by the Commission
	Amendment

	Right of access, rectification of inaccurate data and erasure of unlawfully stored data
	Right of access, rectification of inaccurate data and erasure and restriction of the processing of unlawfully stored data


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>409</NumAm>
<RepeatBlock-By><Members>Maria Grapini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 47 – title</Article>
	

	Text proposed by the Commission
	Amendment

	Right of access, rectification of inaccurate data and erasure of unlawfully stored data
	Right of access, rectification of inaccurate data, erasure of unlawfully stored data and data-processing restrictions.


Or. <Original>{RO}ro</Original>
</Amend><Amend>Amendment		<NumAm>410</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 47 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	The right of data subjects to have access to data relating to them entered in SIS and to have such data rectified or erased shall be exercised in accordance with the law of the Member State before which they invoke that right.
	1.	The right of data subjects to have access to data relating to them entered in SIS and to have such data rectified or erased or to obtain compensation or a processing restriction shall be exercised in compliance with Regulation 2016/679 and Directive (EU) 2016/680, in accordance with the law of the Member State before which they invoke that right.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>411</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 47 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	The right of data subjects to have access to data relating to them entered in SIS and to have such data rectified or erased shall be exercised in accordance with the law of the Member State before which they invoke that right.
	1.	The right of data subjects to have access to data relating to them entered in SIS and to have such data rectified or erased shall be exercised in accordance with the law of the Member State before which they invoke that right, regardless of whether the person is on EU territory or not.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>412</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 47 – paragraph 4 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	4 a.	Any person has the right to have factually inaccurate data relating to him or her rectified or unlawfully stored data relating to him or her erased


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
This provision is contained in Article 65 (Right of access, rectification or inaccurate data and erasure of unlawfully stored data) of the Police and Judicial Cooperation Regulation (paragraph 5). It should clearly also be included in the Border Checks Regulation, as it applies equally in border check cases.
</Amend>
<Amend>Amendment		<NumAm>413</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 47 – paragraph 5</Article>
	

	Text proposed by the Commission
	Amendment

	5.	The person concerned shall be informed as soon as possible and in any event not later than 60 days from the date on which he applies for access or sooner if national law so provides.
	5.	The person concerned shall be informed as soon as possible and in any event not later than 60 days from the date on which he applies for access or sooner if national law so provides, regardless of whether the person is on EU territory or not.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>414</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 47 – paragraph 5</Article>
	

	Text proposed by the Commission
	Amendment

	5.	The person concerned shall be informed as soon as possible and in any event not later than 60 days from the date on which he applies for access or sooner if national law so provides.
	5.	The person concerned shall be informed as soon as possible and in any event not later than 30 days from the date on which he applies for access or sooner if national law so provides.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>415</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 47 – paragraph 6</Article>
	

	Text proposed by the Commission
	Amendment

	6.	The person concerned shall be informed about the follow-up given to the exercise of his rights of rectification and erasure as soon as possible and in any event not later than three months from the date on which he applies for rectification or erasure or sooner if national law so provides.
	6.	The person concerned shall be informed about the follow-up given to the exercise of his rights of rectification and erasure as soon as possible and in any event not later than three months from the date on which he applies for rectification or erasure or sooner if national law so provides, regardless of whether the person is on EU territory or not.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>416</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 47 – paragraph 6</Article>
	

	Text proposed by the Commission
	Amendment

	6.	The person concerned shall be informed about the follow-up given to the exercise of his rights of rectification and erasure as soon as possible and in any event not later than three months from the date on which he applies for rectification or erasure or sooner if national law so provides.
	6.	The person concerned shall be informed about the follow-up given to the exercise of his rights of rectification, erasure and processing restriction as soon as possible and in any event not later than 60 days from the date on which he applies for rectification or erasure or sooner if national law so provides.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>417</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 48</Article>
	

	Text proposed by the Commission
	Amendment

	Article 48	
	deleted

	Right of information
	

	1. Third-country nationals who are the subject of an alert issued in accordance with this Regulation shall be informed in accordance with Articles 10 and 11 of Directive 95/46/EC. This information shall be provided in writing, together with a copy of or a reference to the national decision giving rise to the alert, as referred to in Article 24(1).
	

	2. This information shall not be provided:
	

	(a) where:
	

	i) the personal data have not been obtained from the third-country national in question;
	

	and
	

	ii) the provision of the information proves impossible or would involve a disproportionate effort;
	

	(b) where the third country national in question already has the information;
	

	(c) where national law allows for the right of information to be restricted, in particular in order to safeguard national security, defence, public security and the prevention, investigation, detection and prosecution of criminal offences.
	


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>418</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 48 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	Third-country nationals who are the subject of an alert issued in accordance with this Regulation shall be informed in accordance with Articles 10 and 11 of Directive 95/46/EC. This information shall be provided in writing, together with a copy of or a reference to the national decision giving rise to the alert, as referred to in Article 24(1).
	1.	Third-country nationals who are the subject of an alert issued in accordance with this Regulation shall be informed by the issuing Member State as soon as possible and in any event no later than 30 days after the creation of the alert concerning them, in accordance with Articles 13 and 14 of Regulation (EU) 2016/679 or Articles 12 and 13 of Directive (EU) 2016/680. This information shall be provided in writing, together with a copy of or a reference to the national decision giving rise to the alert, as referred to in Article 24(1).


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>419</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 48 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	Third-country nationals who are the subject of an alert issued in accordance with this Regulation shall be informed in accordance with Articles 10 and 11 of Directive 95/46/EC. This information shall be provided in writing, together with a copy of or a reference to the national decision giving rise to the alert, as referred to in Article 24(1).
	1.	Third-country nationals who are the subject of an alert issued in accordance with this Regulation shall be informed in accordance with Articles 13 and 14 of Regulation (EU) 2016/679 or Article 12 and 13 of Directive (EU) 2016/680. This information shall be provided in writing, together with a copy of or a reference to the national decision giving rise to the alert, as referred to in Article 24(1).


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Articles 13 and 14 of the General Data Protection Regulation and Articles 12 and 13 of the Police Directive (on the protection of natural persons with regard to the processing of personal data by competent authorities for the purposes of the prevention, investigation, detection or prosecution of criminal offences or the execution of criminal penalties) both lay down exception to the rules on the provision of information to data subjects.
</Amend>
<Amend>Amendment		<NumAm>420</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 48 – paragraph 2</Article>
	

	Text proposed by the Commission
	Amendment

	2.	This information shall not be provided:
	deleted

	(a) where:
	

	i) the personal data have not been obtained from the third-country national in question;
	

	and
	

	ii) the provision of the information proves impossible or would involve a disproportionate effort;
	

	(b) where the third country national in question already has the information;
	

	(c) where national law allows for the right of information to be restricted, in particular in order to safeguard national security, defence, public security and the prevention, investigation, detection and prosecution of criminal offences.
	


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
Articles 13 and 14 of the General Data Protection Regulation and Articles 12 and 13 of the Police Directive (on the protection of natural persons with regard to the processing of personal data by competent authorities for the purposes of the prevention, investigation, detection or prosecution of criminal offences or the execution of criminal penalties) both lay down exception to the rules on the provision of information to data subjects. It is not legally sound or appropriate to create a set of different, overlapping exceptions to those rules here.
</Amend>
<Amend>Amendment		<NumAm>421</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 49 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	Any person may bring an action before the courts or the authority competent under the law of any Member State to access, rectify, delete or erase information or to obtain compensation in connection with an alert relating to him.
	1.	Any person may bring an action before the courts or the authority competent under the law of any Member State to access, rectify, delete or erase information or to obtain a processing restriction and compensation in connection with an alert relating to him.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>422</NumAm>
<RepeatBlock-By><Members>Jussi Halla-aho</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 49 – paragraph 3 – subparagraph 1 – introductory part</Article>
	

	Text proposed by the Commission
	Amendment

	In order to gain a consistent overview of the functioning of remedies the national supervisory authorities shall be invited to develop a standard statistical system for reporting annually on:
	In order to gain a consistent overview of the functioning of remedies the national supervisory authorities shall develop a standard statistical system for reporting annually on:


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>423</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 49 – paragraph 3 – subparagraph 1 – point c</Article>
	

	Text proposed by the Commission
	Amendment

	(c)	the number of requests for the rectification of inaccurate data and the erasure of unlawfully stored data to the data controller and the number of cases where the data were corrected or deleted;
	(c)	the number of requests for the rectification of inaccurate data and the erasure or restriction of the processing of unlawfully stored data to the data controller and the number of cases where the data were corrected or deleted;


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>424</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 49 – paragraph 3 – subparagraph 1 – point d</Article>
	

	Text proposed by the Commission
	Amendment

	(d)	the number of requests for the rectification of inaccurate data and the erasure of unlawfully stored data submitted to the national supervisory authority;
	(d)	the number of requests for the rectification of inaccurate data and the erasure or restriction of the processing of unlawfully stored data submitted to the national supervisory authority;


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>425</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 49 – paragraph 3 – subparagraph 1 – point f</Article>
	

	Text proposed by the Commission
	Amendment

	(f)	the number of cases where the court ruled in favour of the applicant in any aspect of the case;
	(f)	the number of cases where the court ruled in favour of the applicant in any aspect of the case and the number of cases where compensation was obtained;


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>426</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Péter Niedermüller, Emilian Pavel, Birgit Sippel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 49 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	Article 49 a	

	
	Sanctions

	
	Member States shall ensure that any wrongful entry of data into SIS, misuse of data entered into SIS, or exchange of supplementary information contrary to this Regulation is subject to sanctions under national law. Such sanctions shall be effective, proportionate and dissuasive. Europol, Eurojust and the European Border and Coast Guard Agency shall ensure that any misuse of data entered into SIS by their staff or members of their teams accessing SIS under their authority is subject to sanctions which shall be effective, proportionate and dissuasive.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
The current Council Decision on SIS includes an Article 65 on penalties which has not been retained in the proposed Regulation. However, sanctions for misuse of data are now all the more important given the expansion of sensitive data being entered, the new categories of alert, and the expanded categories of persons who have access to SIS. In that same spirit, Europol, Eurojust and the EBCG must also ensure sanctions for misuse of data.
</Amend>
<Amend>Amendment		<NumAm>427</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 50 – paragraph 1 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(1a)	Each Member State shall ensure that its national supervisory authority has access to advice from persons with sufficient knowledge of fingerprint data.


Or. <Original>{FR}fr</Original>
<TitreJust>Justification</TitreJust>
Provision also set out in the Eurodac Regulation.
</Amend>
<Amend>Amendment		<NumAm>428</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 51 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	The European Data Protection Supervisor shall ensure that the personal data processing activities of the Agency are carried out in accordance with this Regulation. The duties and powers referred to in Articles 46 and 47 of Regulation (EC) No 45/2001 shall apply accordingly.
	1.	The European Data Protection Supervisor shall ensure that the personal data processing activities of the Agency are carried out in accordance with this Regulation and with Regulation 2016/679. The duties and powers referred to in Articles 46 and 47 of Regulation (EC) No 45/2001 shall apply accordingly.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>429</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 52 – paragraph 1</Article>
	

	Text proposed by the Commission
	Amendment

	1.	The national supervisory authorities and the European Data Protection Supervisor, each acting within the scope of its respective competences, shall actively cooperate within the framework of their responsibilities and shall ensure coordinated supervision of SIS.
	1.	The national supervisory authorities and the European Data Protection Supervisor, each acting within the scope of its respective competences, shall actively cooperate with each other within the framework of their responsibilities in accordance with Article 62 of [New Regulation on the protection of individuals with regard to the processing of personal data by the Union institutions, bodies, offices and agencies and on the free movement of such data].


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>430</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 52 – paragraph 1 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(1a)	The Commission shall ensure that the European Data Protection Supervisor has sufficient resources to fulfil the tasks entrusted to it under this Regulation.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>431</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 52 – paragraph 1 b (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(1b)	Member States shall ensure that any misuse of data entered in SIS II or any exchange of supplementary information contrary to this Decision is subject to effective, proportionate and dissuasive penalties in accordance with national law.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>432</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 52 – paragraph 2</Article>
	

	Text proposed by the Commission
	Amendment

	2.	They shall, each acting within the scope of its respective competences, exchange relevant information, assist each other in carrying out audits and inspections, examine difficulties in the interpretation or application of this Regulation and other applicable legal acts of the Union, study problems that are revealed through the exercise of independent supervision or through the exercise of the rights of data subjects, draw up harmonised proposals for joint solutions to any problems and promote awareness of data protection rights, as necessary.
	deleted


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>433</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 52 – paragraph 3</Article>
	

	Text proposed by the Commission
	Amendment

	3.	For the purposes laid down in paragraph 2, the national supervisory authorities and the European Data Protection Supervisor shall meet at least twice a year as part of the European Data Protection Board established by Regulation (EU) 2016/679. The costs and servicing of these meetings shall be borne by the Board established by Regulation (EU) 2016/679. Rules of procedure shall be adopted at the first meeting. Further working methods shall be developed jointly as necessary.
	deleted


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>434</NumAm>
<RepeatBlock-By><Members>Eva Joly, Judith Sargentini</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 52 – paragraph 4</Article>
	

	Text proposed by the Commission
	Amendment

	4.	A joint report of activities as regards coordinated supervision shall be sent by the Board established by Regulation (EU) 2016/679 to the European Parliament, the Council, and the Commission every two years.
	deleted


Or. <Original>{EN}en</Original>
</Amend>
<Amend>Amendment		<NumAm>435</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 53 – title</Article>
	

	Text proposed by the Commission
	Amendment

	Liability
	Liability and penalties


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>436</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 53 – paragraph 1 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(1a)	Any person who, or Member State which, has suffered material or immaterial damage as a result of an unlawful processing operation or any act incompatible with this Regulation shall be entitled to receive compensation from the Member State responsible for the damage suffered. The Member State shall be partially or fully relieved of that liability if it proves that the harmful event cannot be attributed to it. Claims for compensation brought against a Member State for the damage referred to in paragraphs 1 and 2 shall be governed by the provisions of national law of the defendant Member State, in accordance with Regulation (EU) 2016/671 and Directive (EU) 2016/680.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>437</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 53 – paragraph 1 b (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(1b)	Member States shall take the measures needed to ensure that any processing of data entered in SIS or any exchange of supplementary information that does not comply with the provisions of this Regulation is punishable by penalties, including administrative and/or criminal penalties in accordance with national law, that are effective, proportionate and dissuasive.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>438</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 54 – paragraph 3</Article>
	

	Text proposed by the Commission
	Amendment

	3.	The Agency shall produce, daily, monthly and annual statistics showing the number of records per category of alert, the annual number of hits per category of alert, how many times SIS was searched and how many times SIS was accessed for the purpose of entering, updating or deleting an alert in total and for each Member State, including statistics on the consultation procedure referred to in Article 26. The statistics produced shall not contain any personal data. The annual statistical report shall be published.
	3.	The Agency shall produce, daily, monthly and annual statistics showing the number of records per category of alert, the annual number of hits per category of alert, how many times SIS was searched and how many times SIS was accessed for the purpose of entering, completing, updating or deleting an alert in total and for each Member State, including statistics on the consultation procedure referred to in Article 26. The statistics produced shall not contain any personal data. The annual statistical report shall be published.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>439</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 54 – paragraph 5</Article>
	

	Text proposed by the Commission
	Amendment

	5.	The Agency shall provide the Member States, the Commission, Europol and the European Border and Coast Guard Agency with any statistical reports that it produces. In order to monitor the implementation of legal acts of the Union, the Commission shall be able to request the Agency to provide additional specific statistical reports, either regular or ad-hoc, on the performance or use of SIS and SIRENE communication.
	5.	The Agency shall provide the Member States, the Commission, the European Parliament, Europol, the European Border and Coast Guard Agency and the European Data Protection Supervisor with any statistical reports that it produces. In order to monitor the implementation of legal acts of the Union, the Commission shall be able to request the Agency to provide additional specific statistical reports, either regular or ad-hoc, on the performance or use of SIS and SIRENE communication.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>440</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 54 – paragraph 5</Article>
	

	Text proposed by the Commission
	Amendment

	5.	The Agency shall provide the Member States, the Commission, Europol and the European Border and Coast Guard Agency with any statistical reports that it produces. In order to monitor the implementation of legal acts of the Union, the Commission shall be able to request the Agency to provide additional specific statistical reports, either regular or ad-hoc, on the performance or use of SIS and SIRENE communication.
	5.	The Agency shall provide the Member States, the Commission, the European Parliament, Europol and the European Border and Coast Guard Agency with any statistical reports that it produces. In order to monitor the implementation of legal acts of the Union, the Commission shall be able to request the Agency to provide additional specific statistical reports, either regular or ad-hoc, on the performance or use of SIS and SIRENE communication.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>441</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 54 – paragraph 6 – subparagraph l</Article>
	

	Text proposed by the Commission
	Amendment

	For the purpose of paragraphs 3 to 5 of this Article and Article 15(5), the Agency shall establish, implement and host a central repository in its technical sites containing the data referred to in paragraph 3 of this Article and in Article 15(5) which shall not allow for the identification of individuals and shall allow the Commission and the agencies referred to in paragraph 5 to obtain bespoke reports and statistics. The Agency shall grant access to Member States, the Commission, Europol and the European Border and Coast Guard Agency to the central repository by means of secured access through the Communication Infrastructure with control of access and specific user profiles solely for the purpose of reporting and statistics.
	For the purpose of paragraphs 3, 4 and 5 of this Article and of Article 15(5), the Agency shall establish, implement and host a central repository in its technical sites containing the data referred to in paragraph 3 of this Article and in Article 15(5) which shall not allow for the identification of individuals and shall allow the Commission and the agencies referred to in paragraph 5 to obtain bespoke reports and statistics. Upon request, the Agency shall give access to Member States, the Commission, Parliament, the European Data Protection Supervisor, Europol, Eurojust and the European Border and Coast Guard Agency to the central repository, specific items and information solely for the purpose of reporting and statistics.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>442</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 54 – paragraph 7</Article>
	

	Text proposed by the Commission
	Amendment

	7.	Two years after SIS is brought into operation and every two years thereafter, the Agency shall submit to the European Parliament and the Council a report on the technical functioning of Central SIS and the Communication Infrastructure, including the security thereof, and the bilateral and multilateral exchange of supplementary information between Member States.
	7.	Two years after SIS is brought into operation and every two years thereafter, the Agency shall submit to the European Parliament and the Council a report on the technical functioning of Central SIS and the Communication Infrastructure, including the security thereof, and on the introduction of the automated fingerprint identification system, and the bilateral and multilateral exchange of supplementary information between Member States.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>443</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 54 – paragraph 7</Article>
	

	Text proposed by the Commission
	Amendment

	7.	Two years after SIS is brought into operation and every two years thereafter, the Agency shall submit to the European Parliament and the Council a report on the technical functioning of Central SIS and the Communication Infrastructure, including the security thereof, and the bilateral and multilateral exchange of supplementary information between Member States.
	7.	One year after SIS is brought into operation and every two years thereafter, the Agency shall submit to the European Parliament and the Council a report on the technical functioning of Central SIS and the Communication Infrastructure, including the security thereof, and the bilateral and multilateral exchange of supplementary information between Member States.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>444</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 54 – paragraph 8</Article>
	

	Text proposed by the Commission
	Amendment

	8.	Three years after SIS is brought into operation and every four years thereafter, the Commission shall produce an overall evaluation of Central SIS and the bilateral and multilateral exchange of supplementary information between Member States. That overall evaluation shall include an examination of results achieved against objectives, and an assessment of the continuing validity of the underlying rationale, the application of this Regulation in respect of Central SIS, the security of Central SIS and any implications for future operations. The Commission shall transmit the evaluation to the European Parliament and the Council.
	8.	One year after SIS is brought into operation and every two years thereafter, the Commission shall produce an overall evaluation of Central SIS and the bilateral and multilateral exchange of supplementary information between Member States. That overall evaluation shall take the opinion of the European Data Protection Supervisor into account, and shall include an examination of results achieved against objectives, and an assessment of the continuing validity of the underlying rationale, the application of this Regulation in respect of Central SIS, the security of Central SIS and any implications for future operations. The Commission shall transmit the evaluation to the European Parliament, the Agency for Fundamental Rights and the Council.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>445</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 54 – paragraph 8</Article>
	

	Text proposed by the Commission
	Amendment

	8.	Three years after SIS is brought into operation and every four years thereafter, the Commission shall produce an overall evaluation of Central SIS and the bilateral and multilateral exchange of supplementary information between Member States. That overall evaluation shall include an examination of results achieved against objectives, and an assessment of the continuing validity of the underlying rationale, the application of this Regulation in respect of Central SIS, the security of Central SIS and any implications for future operations. The Commission shall transmit the evaluation to the European Parliament and the Council.
	8.	Three years after SIS is brought into operation and every four years thereafter, the Commission shall produce an overall evaluation of Central SIS and the bilateral and multilateral exchange of supplementary information between Member States. That overall evaluation shall include an examination of results achieved against objectives, and an assessment of the continuing validity of the underlying rationale, the application of this Regulation in respect of Central SIS, the security of Central SIS and any implications for future operations. The overall evaluation report shall also include the creation of an automated fingerprint file function and SIS information campaigns organised by the Commission in accordance with Article 19. The Commission shall transmit the evaluation to the European Parliament and the Council.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>446</NumAm>
<RepeatBlock-By><Members>Marie-Christine Vergiat</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 54 – paragraph 8</Article>
	

	Text proposed by the Commission
	Amendment

	8.	Three years after SIS is brought into operation and every four years thereafter, the Commission shall produce an overall evaluation of Central SIS and the bilateral and multilateral exchange of supplementary information between Member States. That overall evaluation shall include an examination of results achieved against objectives, and an assessment of the continuing validity of the underlying rationale, the application of this Regulation in respect of Central SIS, the security of Central SIS and any implications for future operations. The Commission shall transmit the evaluation to the European Parliament and the Council.
	8.	One year after SIS is brought into operation and every four years thereafter, the Commission shall produce an overall evaluation of Central SIS and the bilateral and multilateral exchange of supplementary information between Member States. That overall evaluation shall include an examination of results achieved against objectives, and an assessment of the continuing validity of the underlying rationale, the application of this Regulation in respect of Central SIS, the security of Central SIS and any implications for future operations. The Commission shall transmit the evaluation to the European Parliament and the Council.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>447</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 54 – paragraph 8 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(8a)	One year after the Regulation has entered into force, the Commission and the Agency shall develop the Automated Fingerprint Identification System (AFIS) function.


Or. <Original>{FR}fr</Original>
</Amend>
<Amend>Amendment		<NumAm>448</NumAm>
<RepeatBlock-By><Members>Gérard Deprez, Louis Michel, Petr Ježek</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 54 – paragraph 8 b (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	(8b)	Within two years after the Regulation has entered into force, Member States should have started with the adjustments needed to introduce an Automated Fingerprint Identification System (AFIS).


Or. <Original>{FR}fr</Original>
</Amend><Amend>Amendment		<NumAm>449</NumAm>
<RepeatBlock-By><Members>Miriam Dalli, Emilian Pavel</Members>
</RepeatBlock-By>
<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 54 a (new)</Article>
	

	Text proposed by the Commission
	Amendment

	
	Article 54 a	

	
	Exercise of the delegation

	
	1. The power to adopt delegated acts is conferred on the Commission subject to the conditions laid down in this Article.

	
	2. The power to adopt delegated acts referred to in Articles 8(4), 12(7), 32(5),42(4), 51(3) and 75(2a) shall be conferred on the Commission for an indeterminate period of time from ... [the date of entry into force of this Regulation].

	
	3. The delegation of power referred to in Articles 8(4), 12(7), 32(5), 42(4), 51(3)and 75(2a) may be revoked at any time by the European Parliament or by the Council. A decision to revoke shall put an end to the delegation of the power specified in that decision. It shall take effect the day following the publication of the decision in the Official Journal of the European Union or at a later date specified therein. It shall not affect the validity of any delegated acts already in force.

	
	4. Before adopting a delegated act, the Commission shall consult experts designated by each Member State in accordance with the principles laid down in the Interinstitutional Agreement of 13 April 2016 on Better Law-Making.

	
	5. As soon as it adopts a delegated act, the Commission shall notify it simultaneously to the European Parliament and to the Council.

	
	6. A delegated act adopted pursuant to Articles 8(4), 12(7), 32(5), 42(4), 51(3) and75(2a) shall enter into force only if no objection has been expressed either by the European Parliament or the Council within a period of two months of notification of that act to the European Parliament and the Council or if, before the expiry of that period, the European Parliament and the Council have both informed the Commission that they will not object. That period shall be extended by two months at the initiative of the European Parliament or of the Council.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
As delegated acts were proposed earlier in the text, it is necessary to include the relevant provisions on the exercise of that delegation.
</Amend></RepeatBlock-Amend>
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