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Abstract

This report considers that the digital euro can be introduced under the ECB’s primary mandate as legal tender and be remunerated. However, in order to lawfully create the proposed digital euro app, the ECB would require a mandate from the EU legislator under its secondary mandate which has to comply with article 119 TFEU, fundamental rights and data protection regulation. The supervision should be through the European Data Protection Supervisor. Finally, the digital euro should not exclude those lacking digital skills and minimum standards should be introduced regarding the availability of cash.
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EXECUTIVE SUMMARY

This paper examines three important aspects of the digital euro. The first part examines the question of whether the digital euro can receive the status of legal tender and receive remuneration. The European Central Bank (ECB) has the exclusive authority to issue banknotes with the status of legal tender. The secondary legislation defines banknotes through physical cash. This definition would exclude the digital euro from receiving the status of legal tender. The definition of banknotes, however, is primarily defined through secondary legislation. This definition can therefore be changed through secondary legislation. Such changes could include the digital euro receiving the status of legal tender. The next question is whether, if the digital euro receives the status of legal tender, it can be remunerated. This question is related to the legal foundation of the introduction of the digital euro and the definition of legal tender.

This paper finds that the digital euro can be considered legal tender and receive remuneration. The ECB’s exclusive right to issue legal tender should not be interpreted as excluding its use as a monetary tool. Remuneration could furthermore be used to cushion inflationary pressures for the poorest. To this end, a remuneration structure could be tiered by the amount of digital euro an individual holds. Tiered remuneration entails different remuneration on different amount of holdings. I.e. the first €1000 will receive a 3% level of interest, whereas anything above that receives 2%. On the other hand, fundamental rights also prevent excess of negative remuneration for the first tier. As negative remuneration on the first tier (lowest income levels) would conflict with the right to life and right not to be subjected to inhumane treatment.

The second discussion concerned the secondary mandate and the digital euro app. It is unlikely that the creation of a payment infrastructure for consumers is part of the primary mandate of the ECB. In order to lawfully create the proposed digital euro app, the ECB would require the legal mandate from the EU legislator under its secondary mandate. The digital euro app, however, has to comply with article 119 TFEU and the fundamental rights.

This paper then examines the ECB’s secondary mandate in relation to privacy law and social inclusion. In the progress reports, the ECB emphasises that privacy is an important feature of the digital euro. This paper considers that if the ECB opts for an intermediate system of settlement it receives access to personal data, thereby raising the question of whether the ECB is bound by legislation concerning data protection. This paper considers that the ECB has to respect data protection obligations. The regulation on data protection is aimed at all EU institutions, including the ECB, and does not create an undue political influence. The ECB therefore has to abide by Regulation 2018/1725. This regulation, however, excludes the protection of legal persons. The Charter of Fundamental Rights however does bestow the ECB with the obligation to protect the data of legal persons. Legal persons are therefore protected through their fundamental rights. It is this paper’s recommendation that these obligations are further clarified through secondary legislation. Furthermore, the ECB is explicitly mentioned in article 13 Treaty on the European Union as an EU institution, the European System of Central Banks (ESCB) however is not. This situation would result in a confusing data protection system. Because the ESCB is generally treated as an EU institution, this papers recommends that the European Data Protection Supervisor (EDPS) should have the authority to control the ESCB as a whole, rather than that the national data protection authorities should be required to inspect national central banks.

The fourth issue this paper examined is that of inclusion. According to the progress reports, the ECB aims to extend the inclusion of currently underbanked through the digital euro. This paper considers that whilst economic inclusion is important, the issue is relatively small. The number of unbanked within the Eurozone is low and declining. The number of people within the Eurozone with limited
digital skills is much larger. The digital euro risks excluding those with lower digital skills. This paper therefore recommends that the ECB ensures the digital euro becomes available at low IT costs and is usable by those with limited digital skills. Furthermore, this paper recommends that the ECB and national central banks (NCBs) incorporate a plan to ensure everyone has the digital skills that are needed to use the digital euro.
1. INTRODUCTION

This report will discuss the progress on the investigation phase of the digital euro. This report examines the digital euro progress with regard to the European Central Bank’s (ECB) legal mandate. This report examines both the primary and secondary mandate of the ECB in relation to the digital euro.

This report first discusses the primary mandate of the ECB and the possible status of legal tender for the digital euro (section 2). This section concludes that the digital euro can be awarded the status of legal tender and be remunerated. Negative remuneration should, however, be limited to the higher level holdings in a remuneration structure that is tiered according to the amount of holdings by individuals. This report will then continue by discussing the secondary mandate of the ECB in section 3. This mandate is relevant in relation to privacy and data protection. Section 3.2 will therefore discuss the legal framework of the digital euro concerning privacy and data processing. This section concludes that an intermediate settlement system has to abide by the data protection legislation. The current limitation under that framework is the legal framework with regard to legal persons. The protection of legal persons falls under the broad framework of the Charter of EU Fundamental Rights. The report therefore recommends including the data protection standards of legal persons in the secondary legislation on the digital euro. Section 3.3 discusses the aspect of social inclusion with regard to the digital euro. The digital euro aims to improve access to financial services for those currently unbanked. It is however this report’s conclusion that there is a large risk of digital exclusion through the digital euro. In particular due to the lack of digital skills within the Eurozone, there is a risk of excluding large portions of the population. Hence a primary focus of the ECB would have to be the access to the digital euro for those with limited digital skill sets.
2. PRIMARY MANDATE

2.1. ECB mandate background

The primary mandate of the ECB is codified in article 127 Treaty on the Functioning of the European Union (TFEU) as price stability. The ECB has defined price stability as 2% inflation on the medium-term. This inflationary objective is the primary task of the ECB. In order to achieve its mandate, the ECB has been granted a large amount of independence. The European Parliament may ask questions to the ECB but it does not have an overriding instrument at its disposal. This relatively high level of ECB independence is vested upon the technical nature of the decisions it takes. Furthermore, too much influence from the political legislature could lead to high levels of inflation.\(^1\) The high level of independence does not mean that the ECB is free from oversight or secondary legislation. Article 127(4) TFEU states that the ECB shall be consulted with respect to any act in its field of competence. \textit{Ipso facto} secondary legislation can be drafted with regard to the ECB’s field of competence. Such legislation, however, may not create a level of undue political influence.\(^2\) The latter will be discussed in more detail with regard to the secondary mandate.

At present, it suffices to state that the ECB is an independent institution with regard to its primary mandate. The Commission and Parliament cannot draft legislation that forms an undue level of political influence. Nevertheless, the secondary legislation with regard to the digital euro should clarify certain issues. The first of which is the status of the digital euro.

2.2. Legal tender

The balances that consumers have upon their bank accounts are referred to as commercial bank money. Theoretically such payments do not have to be accepted by shopkeepers or governments. Cash, in theory, is the only legal tender that has to be accepted by each government and vendor. Article 128(1) TFEU states that the ECB has the sole authority to authorise the issuance of banknotes. Banknotes can furthermore only be issued by the ECB and the national central banks (NCBs). With approval of the ECB, Member States may issue coins. These banknotes and coins are the only currency with the status of legal tender. This raises the question whether the digital euro will receive the status of legal tender.

The first difficulty is that of the interpretation of the terms “banknotes” and “coins”. If the digital euro is introduced, it does not comply with the traditional interpretation of banknotes. This interpretation has been confirmed in several pieces of secondary legislation,\(^3\) whereby one euro is defined as divisible by 100 cents.\(^4\) The Commission further confirmed legal tender as cash in 2010.\(^5\) A similar observation is made by Advocate General (AG) Pitruzzella in September 2020. In the conclusion, the AG states that


money can take several forms. The status of legal tender is only provided to banknotes and coins, thus supporting the idea that only physical cash is legal tender. The emphasis is placed on physical currency as legal tender, which would support the idea that a digital euro could not be considered legal tender. Nevertheless, if the digital euro is introduced without the status of legal tender, this would conflict with the Court of Justice of the European Union (CJEU) judgement in the same case.

In the case of Dietrich and Häring v. Rundfunk, the CJEU considered that national legislation or policy may prohibit the payment in cash (legal tender) only when five conditions were met. These conditions are that the policy may not change the status of legal tender, de jure or de facto abolish banknotes, the adoption of such policy is for reasons of public interest, is appropriate for achieving said interest, and is proportional. Introducing the digital euro may lead to a de facto abolishment of banknotes. Therefore the digital euro may only be introduced through the EU legislator in accordance with article 133 TFEU, except if the digital euro is considered a part of monetary policy which is an exclusive competence of the ECB. This raises the question of who has competence to introduce the digital euro. The division between the two is somewhat technical. The competence to define the status of legal tender and the use of cash remains with the EU legislator. Hence the legislator may create obligations with regard to the availability of cash. The availability of cash may reverse the decline in cash or at least allow those who prefer cash to continue to pay with it. The core introduction and technical design of the digital euro as a monetary instrument falls within the exclusive competence of the ECB. Nevertheless, even within the core competence of the monetary policy, there is debate about the digital euro’s status as legal tender and the possibility of remuneration. Some scholars argue that when the ECB issues a digital euro, it should automatically be considered legal tender. Their argument is that the digital euro represents a banknote issued by the ECB, which therefore has the status of legal tender according to article 128(1) TFEU. There are further practical and legal arguments to consider the digital euro as legal tender. In Dietrich and Häring v. Rundfunk, the CJEU considered that the national court had to determine whether alternative means of payment were available. Such alternative means of payment could be facilitated through the digital euro. The legal issue with awarding the status of legal tender to the digital euro, however, is that of remuneration.

It is not clear whether the digital euro can be remunerated if it is awarded the status of legal tender. The second progress report states that the digital euro will be designed in a flexible manner, whereby the capability of awarding remuneration is included. The question of remuneration therefore is an important design facet. Some scholars argue that if the digital euro is introduced as legal tender, it cannot be remunerated. The first reason is that legal tender is issued through article 128 TFEU, which excludes the use for monetary policy under article 127 TFEU. The second argument is that the digital euro as legal tender should mimic banknotes which are not remunerated. Neither of these arguments are conclusive.

---

7 Opinion of Advocate General Pitruzzella, para. 87.
8 Judgment of 12 February 2004, Rechnungshof v. Österreichischer Rundfunk and Others, Case C-465/00, ECLI:EU:C:2004:89, para. 79.
10 Rechnungshof v. Österreichischer Rundfunk and Others, para 77.
12 Seraina Grünewald, Corinne Zellweger-Gurtknecht, Benjamin Geva, ”Digital euro and ECB powers”.
The first argument concerns that of the relationship between articles 127 and 128 TFEU. Article 127 TFEU bestows several tasks upon the ECB. These tasks will have to be executed, but there are no rights or monetary tools listed within this article. The tools used by the ECB are primarily listed in the Protocol on the Statute of the ESCB.13 The authorisation of the issuance of legal tender is listed as an exclusive right to the ECB in article 128 TFEU. It is thus a right that does not per se exclude a digital euro from being used as a monetary tool. However, article 16 of the Protocol states that when issuing banknotes, the ECB will follow the existing practices with regard to issue and design.14 The existing practice supports the second argument that the design of a digital banknote should be equivalent to a cash note.15 Problematically, abiding by the concept of “existing practices” would form a strong argument against introducing the digital euro. Existing practices of cash issue would further include anonymity and absence of a volume limitation.16 These ideas are not consistent with the intended design of the digital euro, as neither full anonymity nor an unlimited volume is desired.17 The main problem with both these arguments is the lack of legal definitions. Neither the definition of a banknote nor that of legal tender can be found within primary law. It is therefore easier to reinterpret the digital euro under current practices. As AG Pitruzella however states the EU legislator remains free to (re)define legal tender.18 It is therefore up to the EU legislator to introduce some of the contours of the digital euro.

Introducing the digital euro as the functional equivalent of cash banknotes and excluding the possibility of remuneration would undermine many of its potential benefits to monetary policy.19 Not considering the digital euro as legal tender largely defeats its purpose of preserving the euro as a means of payment. Simply allowing (digital) banknotes to be subject to interest rates is a possibility. However, the definition of legal tender generally includes the aspect “store of value”.20 It is argued that the criterion “store of value” prohibits the digital euro from being used as a monetary instrument, and thus remuneration.21 The concept of store of value is, however, not mentioned in the Commission’s recommendation on the definition of legal tender.22 The store of value as a condition for legal tender is often not included because it conflicts with the concept of inflation.23 Inflation reduces the value of money. If store of value is included as part of the definition of legal tender, it raises various questions about the inflationary objectives of the ECB. Whilst modern definitions of legal tender would not exclude remuneration of legal tender, there are some objections against such use. These include more

---

18 Opinion of Advocate General Pitruzzell, para 89.
social aspects such as the symbolic value of legal tender as a public good. Would the trust in and value of “public money” under a changing (and potentially negative) interest rate remain stable? Nevertheless through remuneration, and particularly tiered-remuneration, the ECB could address some of the social injustice of inflationary policies. Tiered-remuneration is the policy whereby the amounts of holdings are broken into different layers (or tiers). The different tiers are remunerated with different levels of interest. For example the first €1,000 is remunerated with 2% interest, whilst the amount between €1,000-1,500 is remunerated with 1% interest rate. This system of remuneration can counter the redistributive effects of inflation. Inflation has redistributive effects upon society that hit the lowest income harder than higher levels of income. These effects are barely discussed by lawyers and economists alike. These effects are closely related to fundamental rights and increase as inflation levels rise. These redistributive effects which largely flow from poor to rich, can be mitigated through tiered remuneration. The bottom tier could be linked to the levels of inflation to allow starters to save for a first house without suffering losses. Whilst these are possibilities, there is a difficulty with regard to who may decide upon the interest rates.

The independence of the ECB is vested in article 130 TFEU. This independence safeguards the ECB’s decision-making with regard to monetary policy. If remuneration is introduced as part of the ECB’s monetary tools, the EU legislator may not seek to influence the ECB decision-making. This would include the level of remuneration and the level of tiers. However, the ECB also has a secondary mandate which would have to include objectives such as social justice. This mandate will be discussed in depth in the next section. It can however be concluded that both the legal tender and the option of remuneration should be part of the legal framework concerning the digital euro. The details of the remuneration levels will remain with the ECB. The EU legislator can, and should, provide guidelines for the ECB to consider when setting the levels of remuneration. Additionally, the ECB will have to abide by the fundamental rights guaranteed by the EU Charter of Fundamental Rights. It is likely that a negative remuneration on digital euros of those persons close to or below the poverty line is undesirable. To decrease the digital euros of such persons would increase their financial worries. Theoretically they can hold their savings in cash but this creates alternative difficulties. The first is the insecurity of cash as cash can be lost, accidentally destroyed or stolen. Secondly, if the cash is needed later in the month, the person would have to both first take it out of the bank and put it back onto a bank account in order to use it. It would thus be contradictory to the right of social assistance to end poverty identified in article 34(3) of the EU Fundamental Rights Charter. Hence a negative remuneration may be limited to digital euros in excess of the first tier.

The debate above primarily concerns the design of the digital euro with regard to the primary mandate of the ECB. There are, however, additional questions to be considered such as privacy and inclusion. These issues relate to the independence of the ECB in relation to fundamental rights and its secondary mandate. These issues will be discussed in the next section of this report. Before discussing the secondary mandate, it is however important to examine the payment infrastructure the ECB is intending to create.

24 Philipp Bagus, David Howden, Amadeus Gabriel, "Causes and Consequences of Inflation," 499.
26 See article 127 TFEU jo. 3(3) TEU.
2.3. Digital euro app

In the third progress report on the digital euro, the ECB considers introducing its own payment infrastructure. The app should allow consumers to connect to intermediaries, allow them to pay and allow intermediaries to build their own infrastructure on top of the ECB's infrastructure. There is little information about the expected contours of this app. The ECB's basic tasks includes to "promote the smooth operation of payment systems". Arguably therefore the ECB can introduce the payment app as part of its basic task to promote smooth payments. Whilst the core of this argument is valid, the current extent of the app can be questioned.

This part of the mandate has not been the subject of case law and it is therefore difficult to predict the CJEU’s judgement. It has given the ECB a large margin of discretion and could apply the same level of discretion to the digital euro app. Nevertheless, the text of the Treaty uses the term “promote”. The definition of “promote” suggests an active role for the ECB regarding research and technical facilitation. However, the term “promote” is also clearly different from the word “take-over”. In the third progress report, the ECB first considers building a platform that can be integrated by the intermediaries. This type of platform is aligned with the task to promote smooth payments. Yet, the ECB then continues by stating that consumers can connect with intermediaries. This could mean that the consumer must already be a customer with an intermediary or that the consumer could find potential intermediaries. The ECB then considers that the app should allow customers to pay through the ECB app itself. These functionalities are no longer a simple “promotion” of smooth payment. Rather, the ECB seems to be largely replacing payment infrastructure providers. It is difficult to consider the latter to be part of “promoting” smooth payments rather than taking over payment infrastructure. The latter should no longer be considered part of the ECB’s primary mandate, which raises the question whether these functionalities can be considered part of the secondary mandate. Additionally, the involvement of connecting customers to their account raises questions on data protection. Using the app as a foundation for smaller intermediaries raises the question of what intermediaries should be included or excluded. In particular, should all foreign intermediaries be included?

The next section of this report will therefore discuss the secondary mandate of the ECB and the applicability of secondary legislation.

---

28 See article 127(2) TFEU.
29 See cases:
3. SECONDARY MANDATE & DIGITAL EURO APP

The previous sections have discussed the various aspects of the primary mandate of the ECB. The consideration of a digital euro app raises questions with regard to the ECB’s secondary mandate. The secondary mandate, however, is vague and its interpretation is less clear. The secondary mandate, sometimes referred to as the economic mandate, is described in article 127 TFEU as:

“[…]Without prejudice to the objective of price stability, the ESCB shall support the general economic policies in the Union with a view to contributing to the achievement of the objectives of the Union as laid down in Article 3 of the Treaty on European Union. The ESCB shall act in accordance with the principle of an open market economy with free competition, favouring an efficient allocation of resources, and in compliance with the principles set out in Article 119.”

The objectives laid down in article 3 TEU are broad and vague. Among others, these objectives include peace, social inclusion, solidarity and respect for diversity. These objectives could challenge the institutional structure of the ECB, i.e. its independence. The ECB is considered the most independent central bank in its relation to governments and parliaments, and its governors are not democratically elected. Allowing the ECB to take political decisions would therefore be difficult to reconcile with the democratic principles. This difficulty is what makes the secondary mandate challenging. Nevertheless, this mandate is important with consideration to whether the ECB can introduce a digital euro app, privacy and inclusion.

The following paragraphs will therefore discuss the interpretation of the secondary mandate with regard to introducing the app. The second section will then discuss privacy with regard to the digital euro. The third section will discuss social inclusion with regard to the digital euro.

3.1. The general legal approach to the secondary mandate

The first question that needs to be considered with regard to the secondary mandate is whether it can form the basis of power for the ECB. The second question that needs to be answered is to what extent secondary legislation may limit the ECB in exercising both its primary and secondary mandate. There is no case law on whether the secondary mandate can provide the legal basis for ECB actions. There are, however, two reasons to argue why it cannot.

The first argument can be found within the text of the Treaty. The Treaty uses the term “support”. This term suggests that it would be unlawful for the ECB to use its secondary mandate as legal basis. Furthermore, article 120 TFEU allocates competence for general economic policy with the Member States. Therefore for the ECB to use its secondary mandate as legal foundation would quickly encroach upon the competences of the Member States. The second argument against using the ECB’s secondary mandate as a source of competences is the ECB’s institutional structure. The independence of the ECB rests upon several economic theories, wherein economists argue that independent central banks better achieve their inflationary goals. This would be due to the lack of influence from the political cycle. The political cycle theory argues that politicians promise free goods during elections. To pay for...
these goods, the politicians would turn on the money printing press and thus cause hyperinflation.\textsuperscript{33} Furthermore, price stability policies require technical analysis, rather than political choices. The latter can be questioned in light of the euro-crisis and COVID19.\textsuperscript{34} The secondary mandate, however, is less clear. Arguably it would be difficult to hold the ECB accountable under this mandate.\textsuperscript{35} With regard to this difficulty it would be against the democratic principles to consider the secondary mandate a legal foundation for ECB actions. To introduce a digital euro app that provides services beyond facilitating basic infrastructure thus cannot be done solely on the basis of the secondary mandate, thus raising the question of whether the ECB can lawfully introduce a digital euro app. There are two alternative interpretations of the secondary mandate.

The first is whereby the secondary mandate should be seen as guidance in relation to the primary mandate. This vision is best described by ECB executive board member Elderson. He considers that if there is a choice between two equally effective policies, the ECB must decide based upon the secondary mandate.\textsuperscript{36} This interpretation is wider than that described within the Randzio-Plath report on the ECB.\textsuperscript{37} This report limits the secondary mandate of the ECB to contributing to economic growth through interest rates.\textsuperscript{38} Such an interpretation excludes many other goals listed in article 3 TEU. This interpretation therefore seems too narrow under the current circumstances. The broader interpretation that includes all the goals of article 3 TEU seems more consistent with the current interpretation of the Treaties. A choice between policies should thus be decided considering all goals of article 3 TEU. Under this interpretation, a digital euro app could not be introduced as currently proposed as it is not part of the primary mandate and therefore there is no “choice” between primary mandate policies. This reading of the secondary mandate seems straightforward but contains some challenges.

The secondary mandate contains a wide number of objectives. These objectives can be complementary, independent or even substitute each other.\textsuperscript{39} This means that the ECB is often faced with choices that are political in nature\textsuperscript{40} for example, because it is faced with a substitute and must choose to harm one objective to promote the other or to choose what policy to promote. It is therefore argued that to make such choices, the ECB would need guidance from the legislator.\textsuperscript{41} The CJEU, however, does not perform strict judicial review with regard to the ECB. In the Gauweiler and Weiss cases, the CJEU considered that the ECB has a wide margin of discretion when taking technical monetary policy decisions.\textsuperscript{42} Therefore, when the ECB is faced with a policy choice to achieve its primary

\textsuperscript{33} William Nordhaus, “The Political Business Cycle.”

\textsuperscript{34} Annelieke Mooij, "The role of the European Central Bank in response to COVID19. An evaluation of its mandate," Journal of European Integration (2022) DOI: 10.1080/07036337.2022.2120479


\textsuperscript{38} Christa Randzio-Plath, “Report on democratic accountability in the 3rd phase of EMU”.


\textsuperscript{41} Jens van ’t Klooster and Nik de Boer, “What to Do with the ECB’s Secondary Mandate,” and Bruegel, ‘The ECB needs political guidance on secondary objectives,’ (2021), accessed on: https://www.bruegel.org/comment/ecb-needs-political-guidance-secondary-objectives

mandate, the CJEU will refrain from a strict level of judicial review. The European Parliament can hold the ECB accountable for its decisions through the monetary dialogue. The European Parliament, however, does not have an overriding mechanism. The ECB therefore operates in a de facto legal vacuum. Therefore, whilst board member Elderson emphasises the legal term “shall” in the secondary mandate as a legal obligation for the ECB, legally, there is no enforcement mechanism. Even if a digital euro app would be introduced, it would thus come with a limited level of judicial review. There is, however, another possible interpretation to the secondary mandate.

Another reading of the secondary mandate would be that the ECB can only act in support of general economic policies, meaning that it can only act when it is explicitly given a mandate to (not) undertake action by the competent authorities. This would mean that the secondary mandate empowers both the competent authorities to ask the ECB for support and to guide the ECB with regard to what secondary objectives should take priority. The ECB, through secondary legislation and its secondary mandate, is to aid in executing these tasks, whereby the secondary mandate limits the ECB to abide by the “principle of an open market economy with free competition, favouring an efficient allocation of resources”. The Union can ask for the ECB’s assistance or provide political guidance on its secondary mandate but may not infringe on its independence. Within this interpretation the ECB would be able to provide the basic infrastructure necessary for intermediaries to use the digital euro under its primary mandate. The EU legislator, in accordance with article 133 TFEU, can provide the legal framework for the digital euro app. If the legislator chooses to do so, the ECB can develop the additional functionalities within the legal framework provided by the legislator. This framework can furthermore be strictly reviewed by the CJEU. The latter would provide a stronger judicial safety net without endangering the ECB’s independence.

This interpretation would abide by a reading of article 127 TFEU together with article 119 TFEU. Article 119 TFEU states that the Union will adopt an economic policy based on close coordination of the economic policies of the Member States. The economic policy is established, in article 119 TFEU, for the purposes in article 3 TEU. At the same time the euro and monetary policy were introduced through article 119(2) TFEU to support this policy. Arguably, therefore the ECB as executor of the monetary policy should support these policies if it does not violate its primary mandate. When the Maastricht Treaty was drafted, it was envisioned that the Member States would closely coordinate their economic policies. This, however, did not take place and economic policy is only loosely coordinated between the Member States, therefore leaving the secondary mandate of the ECB largely unused. The digital euro, nevertheless, needs coordination and guidance from the legislator, which can provide as long as the legislator respects the ECB’s monetary independence and article 119 TFEU. The latter means that the app may not unfairly compete with the principles of competition law. Due to the special nature of the ECB as a central bank, this criterion is difficult to meet. Article 119 TFEU is, however, not the only limitation that should be considered.


43 Article 127, Treaty on the Functioning of the European Union.
44 Article 119(1), Treaty on the Functioning of the European Union.
45 Article 119(2), Treaty on the Functioning of the European Union.
The ECB as an institution is in its actions bound by the Charter of Fundamental Rights of the European Union. The choice between monetary policies should not primarily be guided by the secondary mandate. Rather, this choice is guided by the Charter of Fundamental Rights of the European Union. The fundamental rights apply to the Union institutions in all their acts.\(^7\) The fundamental rights effectively encompass the goals listed in article 3 TEU. Furthermore, these rights entail a negative duty for the ECB not to violate the rights held within. Fundamental rights hold positive duties for the EU institutions to promote these rights.\(^8\) These positive duties are established through the fair balance test, whereby the balance between the general interest and that of the individual are weighed.\(^9\) When the ECB faces a challenge between two monetary policy options that contain substitutionary goals, the fundamental rights can determine which option the ECB should choose. If the ECB faces a choice whereby the goals can be achieved independently of each other, political guidance should be provided through the secondary mandate.

In theory, this interpretation of the secondary mandate provides a solution to various issues. It enables the EU legislator to provide guidance to the ECB in case of choice between policies to achieve its primary mandates. Furthermore, the EU legislator would be able to provide the ECB with the competences to support economic policy, whereby the general fundamental rights serve as an overarching framework at all times. This is relevant with regard to privacy but also when a disagreement exists on what intermediaries should have access to the payment platform. I.e.: should intermediaries from all countries be included?

There is however an issue with this interpretation; the legislator did not intend such an interpretation. The Maastricht Treaty was signed in 1992, whilst the Charter did not come into force until 2009. The rights from the Charter are likely to play a bigger role when examining the digital euro. The next section will therefore discuss the digital euro with regard to privacy and inclusion.

**4. PRIVACY & INCLUSION**

**4.1. Privacy & Settlement designs**

The reports of the ECB show that privacy is considered an important aspect to its potential users.\(^50\) The second progress report considers that privacy is safeguarded by arguing that customer information will remain with the commercial banks.\(^51\) The ECB will not be able to access customer accounts, only settle the transactions. The ECB will not have access to the private information of the customers. The commercial banks will have to abide by anti-money laundering and countering of financing of terrorism obligations (AML/CFT). The commercial banks furthermore will have to abide by privacy


\(^{48}\) Judgment Strasbourg 13 June 1979, *Case Of Marckx v Belgium*, Application No. 6833/74, available at: https://hudoc.echr.coe.int/fre#{%22itemid%22:[%22001-57534%22]}

\(^{49}\) Ibid.


obligations. It is therefore considered that the digital euro complies with privacy concerns. This consideration is, however, largely underexplained.

The ECB states that it can neither infer how many digital euros are held nor infer payment patterns.\(^{52}\) The ECB, however, also states that the central banks of the Eurozone (ESCB) will perform settlement, including verification and recording.\(^{53}\) The ESCB will therefore verify if an account holds enough digital euros to conclude the transaction. Secondly, the ESCB will record the transactions. The ECB explains this choice by stating that the digital euro will be liabilities held against the ECB.\(^{54}\) If the ECB verifies and records transactions, it can infer payment patterns. The ECB continues to explain that the design of settlement will be to minimise the role of the ECB. Furthermore the system should be simple, in particular for settling transactions within the same intermediary.\(^{55}\) This could mean that the ECB will only settle transactions between the different intermediaries (see Figure 1).

Figure 1 demonstrates a simplified settlement overview, generally referred to as a “synthetic CBDC”. In this settlement system, the ECB would not be able to infer concrete data patterns. The commercial banks (intermediaries) would settle between the accounts themselves. The ECB would only settle between the different intermediaries. Whilst theoretically possible, there are three issues with this option.

The first difficulty is the settlement system. The system is similar to that of the current settlement system between intermediaries. This raises the question of whether settlements will be processed directly or whether the system would allow for debits and credits between intermediaries. The second difficulty with this option is that the ECB loses some level of control. The ECB does not have full control over settlement. The ECB however is responsible for any mistakes made, as the digital euro forms a direct liability upon the ECB balance sheet.\(^{56}\) Furthermore, the ECB wishes to explore options to limit the uptake of digital euros. The options explored by the ECB are a tiered-remuneration and the limitation of how many digital euros a person can hold.\(^{57}\) Using a settlement system without accounts would entail that the intermediaries would be responsible for the execution of such policies. Whilst theoretically possible, this leaves room for error on the side of the intermediaries. The ECB would be liable for these errors. The third issue with such a settlement system is that it would drastically reduce the effectiveness of the digital euro. The digital euro functions as a direct liability of the ECB, a bank that cannot go bankrupt. It thus allows the consumers to have a safe haven in case of financial unrest. If their intermediary goes bankrupt, it will take time before their commercial accounts are reimbursed.\(^{58}\) A well-designed digital euro, however, can be transferred immediately. This would allow consumers to have direct access again to (a part of) their savings, allowing them to continue paying rent/mortgage. The synthesised model furthermore raises the question of legal tender. The ECB aims for the digital euro to be acceptable payment means throughout the Eurozone. According to article 128 TFEU, legal tender can only be issued by the ECB. The digital euro, whereby the intermediaries hold the claim on the digital euro, would be at odds with article 128 TFEU. Therefore, whilst this model is a highly secure
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\(^{52}\) Ibid, 7.
\(^{53}\) Ibid, 6.
\(^{54}\) Ibid.
\(^{55}\) Ibid, 7.
\(^{58}\) This reimbursement is done through the European Deposit Insurance.
model from the perspective of privacy, it is unlikely to be effective, as is the ECB’s primary choice for a settlement system.  

**Figure 1:** Simplified version of synthesised settlement
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Figure 2: Simplified version of intermediated settlement structure

The ECB’s primary focus is on an intermediary system for the digital euro.\textsuperscript{60} The intermediary system is slightly different from the synthesised settlement system, see Figure 2. Instead of operating primarily between the different intermediaries, it operates through ECB accounts linked to commercial accounts. The ECB therefore does not have direct access to the customer data. The customers’ information such as name, date of birth and home address are verified by and remain with the intermediary. These intermediaries are inspected by the ECB as part of the Single Supervisory Mechanism (SSM). The ECB should thus be prevented from having access to identifying customer data when supervising these intermediaries as part of their SSM duties. Additionally, in the third progress report, the ECB has stated its aims to create an app with basic payment facilities.\textsuperscript{61} This app has to gather data in order to function\textsuperscript{62}, thus providing the ECB with personal data when the customer chooses to use the app. The ECB furthermore considers that the app can be used by smaller intermediaries as basis for their own infrastructure. There are inherent risks with regard to gathering data when a platform is built on top of the ECB infrastructure. It is furthermore not unlikely that the ECB has payment data without the SSM or app.

The concept of privacy and personal data is primarily regulated through the General Data Protection Regulation (GDPR).\textsuperscript{63} The GDPR states that there must be a lawful reason to process personal data.

\textsuperscript{60} European Central Bank, ‘Roles in the processing of digital euro payments,’ (September 2022).

\textsuperscript{61} European Central Bank, ‘Progress on the investigation phase of a digital euro – third report,’ 8.

\textsuperscript{62} The app connects the customer to its own account.

Personal data is defined as either being able to identify a person or as information about a narrow group. The data must be able to identify the person or create a statement about a small group. The ECB remains responsible for the settlement of the transactions. That means that it is possible for the ECB to hold information that identifies a person or small group. Let us discuss an example of how settlement behavior can lead to identification, of person X. The account makes the following transfers.

- €2.70 each morning around 7:50.
- €5.30 each morning around 08:15.
- €5.30 each afternoon around 17:35.
- €2.70 each evening around 18:00.

At first glance the four statements above seem random. Nevertheless these four settlement tasks can provide a fair amount of information. The timing suggests that it concerns taking public transport to and from work. The €5.30 then gives a fairly exact indication of how far person X travelled by train. The distance between the two stations limits the options that person X could have taken. This can be further limited by comparing the time of payment with the train schedule, thereby limiting the possible options. The €2.70 gives a good indication of how far person X travelled by bus/metro/tram to the train station. The distance limits the amount of streets person X lives. The bus time in combination with the train departure further reduces the available options. This was achieved by taking 4 settlement assignments (though repeated as a pattern) with a grand total of €16. This payment information could be further complemented with publicly available information from social media or leaks from other companies. Additionally, the definition of what constitutes personal data has significantly widened over the years. The settlement data is therefore likely to be considered personal data.

The ECB’s opinion that it cannot infer payment patterns is most likely indicating the creation of an artificial wall, meaning that the ECB will not be able to reach the personal data or only a selected group of people can reach the data. It, however, does not mean the data is not there. One can compare it to the country of The Netherlands, a country that is largely under sea level. The reason the country is not flooding is because of strong dykes. Imagine the personal data is the water. It would be wrong to consider the water is not there and there is no risk of leaking. Nor it would accurate to consider the entire Dutch population to be in constant risk of drowning. The difference between the two scenarios are strong dykes. In the case of the ECB these dykes will be artificial technical walls. Yet, as with the Dutch dykes, these walls need to be of the highest standards and to be inspected. As privacy is not part of the primary mandate, it raises the question of whether the ECB, considering its independence, has to abide by privacy regulation.

4.2. Data Protection

The issue of data protection raises the question of whether the ECB, in light of its independence, has to comply with the secondary regulation on data protection. This protection is primarily codified through...
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64 I.e. the public transport payment system keeps track at what stations the check-in and check-out are made.
the GDPR and its brother Regulation 2018/1725. These, however, are pieces of secondary legislation, meaning that these are only applicable if they do not violate the ECB’s independence.

The independence of the ECB largely insulates the ECB from secondary EU legislation. This insulation is, however, not infinite. The CJEU has ruled in the OLAF case whether the ECB is bound by secondary legislation. The CJEU created two important criteria to distinguish whether the ECB was bound by secondary legislation.

The OLAF judgement first considered that the ECB was given legal personality and the assignment to establish and execute monetary policy. This, however, did not exclude the ECB from the European Union’s legal framework. The CJEU stated that “It follows that the ECB, pursuant to the EC Treaty, falls squarely within the Community framework.” The CJEU further considered that the independence of the ECB safeguards the institution from political influence. However, the ECB is not completely separated from EU legislation. The CJEU refers to the secondary objectives in article 105(1) EC, now article 127 TFEU stating that “it is evident from Article 105(1) EC that the ECB is to contribute to the achievement of the objectives of the European Community.” The ECB is therefore not immune to the general objectives of the Union if these are aimed at the ECB and do not form an undue political influence.

The GDPR is the most famous data protection legislation. It is however not directly aimed at the EU institutions. Its sister, Regulation 2018/1725 is aimed at all EU institutions, including the ECB, thereby fulfilling the first criterion of the OLAF case. The second criterion is whether the measure forms an undue political influence upon ECB policy. This criterion is more difficult to examine as there is no clear guideline on what constitutes political influence. The ECB, however, does not require personalised data to determine and conduct its monetary policy. Monetary policy is based upon economic trends rather than individual behavior. It would therefore be reasonable to consider the obligation to abide by Regulation 2018 not to constitute an undue political interference. Whilst the ECB is bound by privacy legislation, this does not clarify enforcement.

The current reports on the digital euro are not definitive on the design of the digital euro. The role of the national central banks is uncertain as are some of the practical implications. There are two options with regard to the NCBs. The first is that the NCBs in their role of the settlement of the digital euro would be considered as part of the ESCB. Their role would therefore be part of the functioning of an EU institution. This would mean that Regulation 2018/1725 is applicable to the processing of data by the
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69 Ibid, par. 92.

70 Ibid, par. 100.

71 Ibid, par. 134.

72 Ibid, par. 135.

73 Judgment of 13 May 2003, Commission v European Central Bank, Case C-11/00, paraf. 135.

74 Regulation (EU) 2018/1725 of the European Parliament and of the Council of 23 October 2018 on the protection of natural persons with regard to the processing of personal data by the Union institutions, bodies, offices and agencies and on the free movement of such data, and repealing Regulation (EC) No 45/2001 and Decision No 1247/2002/EC.

NCBs. Under this regime, the European Data Protection Supervisor (EDPS) would be the primary enforcement office.\textsuperscript{76} The problem with this approach is that the ESCB as such is not considered an institution; only the ECB is listed as an EU institution.\textsuperscript{77} This would entail that the ECB together with the NCBs would form joint controllers. The NCBs would, as non-EU institutions, abide by the GDPR.\textsuperscript{78} This type of construction could result in an odd situation. The enforcement and supervision of the ECB and their relationship with the NCBs would be via the EDPS. The actual supervision and enforcement of the NCBs would be through the national authorities. The fractional approach to supervision and enforcement is undesirable. Monetary policy is, however, assigned to the ESCB rather than the ECB.\textsuperscript{79}

In the Latvian Central Bank case, which concerned the independence of the NCB governors, the CJEU refers to the ESCB rather than the ECB specifically.\textsuperscript{80} The ESCB is treated as an institution in both the TFEU and the case law. Considering the special nature of the central banks when executing monetary policy in combination with the extreme sensitivity of the data, a more unified approach is preferable. Similarly, the service platform that the ECB is investigating\textsuperscript{81} should be considered part of the ECB under the supervision of the EDPS, whereby the ESCB and all digital euro actions would be considered a single institution under the regime of Regulation 2018/1725. Whilst the regime of the Regulation would then be considered applicable, there is still a gap with regard to the data of legal persons.

The Regulation 2018/1725 defines personal data as “[…] any information relating to an identified or identifiable natural person”.\textsuperscript{82} Theoretically, this excludes any data relating to legal persons. This would mean that transactions from business to business (b2b) would not be included in the right to privacy. It is, nevertheless, unlikely that the b2b payment data can be shared. As stated before, the Regulation 2018/1725 and its sister, the GDPR, are based upon articles 7 and 8 of the EU Fundamental Rights Charter. The fundamental rights are not restricted to natural persons. Arguably, therefore some sort of system for the protection of the legal persons should be created. To avoid uncertainty for its users, secondary legislation should entail the protection of legal persons, whereby legal persons would be given the protection from interference from the government (negative rights). The positive rights of the legal persons would be limited to the right to access and correction of wrongful data.\textsuperscript{83} Considering the nature of the data, it does not seem to create additional value to grant such positive rights. The customer data that might need to be corrected will not be stored by the ESCB but by the commercial banks.

\textsuperscript{76} See Regulation (EU) 2018/1725 of the European Parliament and of the Council of 23 October 2018 on the protection of natural persons with regard to the processing of personal data by the Union institutions, bodies, offices and agencies and on the free movement of such data, and repealing Regulation (EC) No 45/2001 and Decision No 1247/2002/EC, Article 1(3).

\textsuperscript{77} See article 13(1) TFEU.

\textsuperscript{78} See article 13(1) TFEU.

\textsuperscript{79} See article 13(1) TFEU.


\textsuperscript{81} European Central Bank, 'Progress on the investigation phase of a digital euro – third report,' 8.

\textsuperscript{82} See Regulation (EU) 2018/1725 of the European Parliament and of the Council of 23 October 2018 on the protection of natural persons with regard to the processing of personal data by the Union institutions, bodies, offices and agencies and on the free movement of such data, and repealing Regulation (EC) No 45/2001 and Decision No 1247/2002/EC, Article 3(1).

4.3. Socio-economic Inclusion

The access to payment services is an important topic. In the current society, banking services are more important than ever. The access to banking services is linked to various human rights. For instance, in some jurisdictions, a bank account is mandatory to obtain wages[84] and thus strongly connected to the right to work and run a business. [85] Furthermore, most consumers need a bank account to obtain a mortgage and thus a house. The income division between banked and unbanked is significant. [86] The right to a bank account and its conditions has been codified through the Payment Accounts Directive (PAD). [87] Consequently, access to the digital euro should be thoroughly considered. With regard to the digital euro, the ECB states that “A digital euro should also be available to people who currently have no, or limited, access to digital means of payments, in order to improve financial inclusion.” [88] The improved access has several facets that need to be considered.

The first facet to be discussed is the contours of the digital euro with regard to PAD. This directive is primarily aimed at Member States. The directive therefore does not meet the first criterion generated by the OLAF case and thus does not impact the ECB. Nevertheless, the directive has some interesting implications for payment accounts that should be applied to the digital euro. The first is a clear statement of fees,[89] though such a statement could be generated through commercial banks. More important is the right to switch between banks.[90] The right to switch from one bank to another allows consumers to “vote with their feet”. It is often linked with increased competition in socially responsible behavior from the banks. [91] Under the current circumstances, switching bank accounts is difficult. The ECB should at least allow customers to transfer their digital euro account between commercial intermediaries. Such a duty should be incorporated within the secondary legislation of the digital euro. Furthermore, the ECB could investigate using the digital euro to decrease the hurdles in switching between commercial providers, whereby the option can be investigated that the digital euro is used as a base-account with a single number. The digital euro account can be connected to the commercial intermediary used by the consumers. This can then be linked to the consumer’s commercial account, [92] thus facilitating the possibility to switch bank accounts. To instruct the ECB to generate such a system might interfere with the ECB’s independence. A recommendation, rather than legal obligation, may therefore be more prudent. The second aspect of inclusion is more difficult. It concerns those citizens who do not have access to banking services.

The lack of banking services can have different reasons. The most important causes are a lack of papers, lack of physical banks within the vicinity and lack of internet access. Within the Eurozone the issue of unbanked persons is declining. In 2022 the European Savings and Retail Banking Group indicated that

[84] i.e. Article 7a of the Dutch Law on Minimum Wages.
[85] Which is protected respectively in articles 15 and 16 of the Charter of Fundamental Rights of the European Union.
[92] Rob Nicholls, ‘Simpler account switching would help keep our banks honest,’ The conversation (October 7, 2016).
13 million EU citizens were unbanked, which constitutes roughly 4% of the adult population.\(^9\) Despite the relative decline and the low percentage of unbanked persons, financial inclusion is a serious problem. The core countries and Slovenia have relatively low numbers of unbanked, below 1% of the adult population. In Denmark, there are almost no unbanked people.\(^9\) The periphery, however, has higher levels of unbanked persons, representing 11% and 16% of the adult population in Hungary and Bulgaria respectively. The real outlier is Romania with roughly 30% of the adult population unbanked.\(^9\) This number is primarily constituted by the people in the rural areas of Romania. The lack of banking services puts them at risk of poverty.\(^9\) Research indicates that in rural areas mobile banking services can provide a viable alternative to brick and mortar banking services.\(^9\) Therefore a digital euro accessible through mobile services could provide better accessibility to banking services. Unfortunately, there is a catch.

The three countries with the highest level of unbanked people (Hungary, Bulgaria and Romania) are not in the Eurozone. Hence introducing the digital euro through mobile networks would not improve access to financial services in these countries. The digital euro’s only contribution can be through interoperability. Remittances from family in the Eurozone constitute around 3% of these countries’ GDP.\(^9\) It would therefore be recommendable the ECB creates a digital euro that can easily and cheaply be exchanged for the local EU currencies. This would also aid in the preservation of the euro as an anchor. Migrant workers sending remittances have discovered the benefits of using cryptocurrencies.\(^9\) The costs of using money transfer services are relatively high compared to the use of cryptocurrencies. Therefore, if the digital euro wishes to remain an anchor and compete with cryptocurrencies, it would have to be interoperable with other banking services at competitive rates. Such interoperability could be included in the secondary legislation of the digital euro. It would be in line with the goals listed in article 3 of the TFEU as it would promote the open market and a social economy. Nevertheless, there would be a limit to the role the ECB can play. The ECB can offer the infrastructure to allow the intermediaries to offer such services but it must refrain from offering the services directly to the customer. If the ECB were to offer such services in competition with commercial banks, it would constitute a violation of the principles of the open market\(^10\) as the ECB has a competitive advantage due to its unique position as central bank. It would therefore constitute a violation of the efficient allocation of resources criterion of the secondary mandate.

The level of unbanked within the Eurozone is lower than that of the previously mentioned countries. However, it is still significant. Countries such as Portugal and Cyprus have around 7% of their adult population unbanked. However, the overall percentage of people who are unbanked is declining from

---

\(^9\) WSBI. The World Savings And Retail Banking Institute, ‘Number Of Unbanked Adult Eu Citizens More Than Halved In The Last Four Years,’ (July 14, 2022), https://www.wsbi-esbg.org/number-of-unbanked-adult-eu-citizens-more-than-halved-in-the-last-four-years/

\(^9\) Ibid.


\(^9\) Georgiana Niță, “Remittances from Migrant Workers and their Importance in Economic Growth,” 163.


an average of 6% in 2017 to an average of 2.56% in 2021. There is however a sharp difference between core and periphery countries in their levels of unbanked. The relatively high levels of unbanked persons create negative externalities for both the individuals and the economy as a whole. Improving financial inclusion is therefore worthwhile, but there is a risk of excluding others. Digitalisation has been successful in decreasing the levels of those who are underbanked. The increased use of technology, however, has a downside, namely the vulnerability of those who cannot access or use the technology. According to the European statistics, the percentage of population that possesses the basic digital skills varies, e.g. from 79% of the Finnish and Dutch populations to 45% in Italy. The introduction of the digital euro increases the potential risk for creating a new form of a digital divide. This has serious implications for the design and implementation of the digital euro. The lack of digital skills has a pairing with the amount of cash that is being used. Additionally, the acceptance of cash is declining in almost all Eurozone countries, although it remains above 80%. Hence, there are few at risk of being fully economically excluded. Nevertheless, the decline in the acceptance of cash combined with the low digital skill rate is troubling. It raises the question of the right to access to services of general economic interest. This right is codified in article 36 of the Charter. Therefore, the ECB must ensure that there is sufficient access to the digital euro. The design of the digital euro should consider the level of digital skills of those who are less educated. This need is strengthened if the digital euro is designed to have legal tender status.

The status of legal tender is likely to increase the usage of the digital euro, in particular its usage by governments for tax collection and/or welfare payments. In 2021 the CJEU considered that governments could refuse cash payments, despite their status of legal tender. Such refusal can be implemented for public policy reasons. The case concerned collecting television and radio license fees by the government. The argument for the refusal of cash payment was that of the large number of people paying these fees. The CJEU accepted this argument as an acceptable public policy reason as long as other means of payments were available. It was left up to the national court to determine whether the refusal of cash is proportionate and whether there is an alternative method of payment.

The alternative payment in many cases could be the digital euro. Member States could use the digital euro as a legal tender alternative to cash. This raises the question whether the introduction of the
digital euro will lead in law or *de facto* to the abolishment of cash. The latter would in theory be in violation of Regulation 974/98. The Commission and ECB have stated the digital euro would be introduced complementary to cash. *De jure*, the digital euro would thus not lead to an abolishment of cash. The use of cash, however, has been declining for several years. The digital euro, together with a decline in the acceptance of cash and the reduction in the number of ATMs may lead to a *de facto* abolishment of cash. If cash is difficult or expensive to obtain, consumers may be forced to use digital payments. The case of *Dietrich and Häring v. Rundfunk* has created an opening for the refusal of cash acceptance by governments. While the decline of cash through less demand creates few issues, in my opinion, it should not be addressed through decreased availability, thereby raising the question whether there is a safety net in place for those who are unable to adopt the digital euro.

To facilitate the implementation and accessibility of the digital euro, several options should be considered. The first is by examining the access to technical devices and internet. The right to access the internet is not a fundamental right. Nevertheless, the right to internet access and net neutrality has been codified within the EU. The rate of access to internet within the EU is high, with the lowest level currently standing at 85% in Greece. If the digital euro requires internet access, it is unlikely that it becomes a major obstacle. It is therefore more likely that the lack of digital skills is the main obstacle to the digital euro. The lack of digital skills has a pairing with the amount of cash that is being used. It would be recommendable therefore to increase the level of digital skills. Furthermore, standards with regard to the availability of cash would be recommendable.

The EU Commission in its “Digital Decade” aims to increase the level of digital skills to 80% of the adult population. Secondary legislation could assist in giving the ECB directions on the level of skill required to use the digital euro. Furthermore, the Eurosystem, together with commercial banks, could facilitate a programme to promote the accessibility of the digital euro. It is questionable whether the programme should be laid down in hard law. Considering the multitude of programme options and the ECB’s independence, a recommendation would be more prudent. In addition to digital skills, there is the risk of a lack of access to technical devices.

Studies from the European Commission show the differences in the integration of technology throughout the EU. There are large differences between the accessibility of technology throughout the Eurozone. Generally, accessibility to technical devices is orchestrated through governments. The introduction of the digital euro would thereby place a burden upon Member States to investigate
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112 Speech by Commissioner McGuinness at the European Parliamentary Financial Services Forum on a digital euro, Brussels 08 March 2023;

113 European Central Bank, “Study on the payment attitudes of consumers in the euro area (SPACE) – 2022” (December 2022), 58, https://www.ecb.europa.eu/stats/ecb_surveys/space/shared/pdf/ecb_spacereport202212~783ffdf46e_en.pdf. The exceptions are The Netherlands (no change) and Germany (no previous data).


118 'Digital Economy and Society Index,' https://digital-agenda-data.eu/charts/desi-components%23chart=%22indicator%22%2222dep%22%22breakdown-group%22%22dei%22%22unit-measure%22%22time-period%22%222022222.

119 Ibid.
accessibility to devices through which the digital euro can be used. Alternatively, the ECB could investigate the creation of an accessible physical wallet for the use of digital euro payments.

In addition to increasing digital skills and ensuring a low technical barrier, the legislator can guarantee the existence of cash. Cash is the alternative for those lacking the necessary digital skills. If cash becomes difficult or expensive to obtain, it would effectively disappear. Guaranteeing the continued existence of sufficient ATMs and availability of cash could prevent a *de facto* abolishment of cash, which can serve as a safety net for those without the digital skills to use the digital euro.
CONCLUSION

This paper discussed four different legal concerns in relation to the digital euro. These are the status of the digital euro as legal tender, the app, privacy and social inclusion. The status of the digital euro as legal tender is currently under discussion. It is this report’s conclusion that the digital euro can get the status of legal tender and be remunerated. The impact of remuneration, and particularly negative remuneration, has both socio-economic consequences and monetary effects. The independence of the ECB does not allow strict obligations. The secondary mandate does allow guidelines from the EU legislator that the ECB takes into consideration when faced with a policy choice. Similarly, negative interest rates can be limited to digital euros held in access of a given amount to provide for the fundamental rights.

The second discussion concerned the secondary mandate and the digital euro app. It is unlikely that the creation of a payment infrastructure for consumers is part of the primary mandate of the ECB. In order to lawfully create the proposed digital euro app, the ECB would require a legal mandate from the EU legislator under its secondary mandate. The digital euro app, however, has to comply with article 119 TFEU and the fundamental rights.

The third discussion concerned the concept of privacy and data protection in the digital euro. This report concludes that under an intermediate system of settlement, personal data will be gathered. The right to privacy is a fundamental right that is further elaborated through Regulation 2018/1725. This Regulation is aimed at all institutions, including the ECB and ESCB, and does not form an undue political influence. Hence, the ECB should maintain adequate privacy protection. Furthermore, the ESCB should qualify as a single institution under supervision of the European Data Protection Supervisor. The Regulation, however, does not include protection of legal persons. The main point of reference for these persons is that of fundamental rights. To avoid uncertainty, secondary legislation should include the extent of data protection for legal persons.

The fourth discussion was that of the inclusivity of the digital euro. The progress reports consider the use of the digital euro to increase access to banking services. This report concludes that the access to banking services in the Eurozone is relatively high. Whilst improvement is possible, the digital euro should not lead to the financial exclusion of others, particularly of those lacking the digital skills needed to use the digital euro.
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