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<DocAmend>Proposal for a regulation</DocAmend>
<Article>Article 3 – paragraph 3</Article>
	

	Text proposed by the Commission
	Amendment

	(3)	Identity cards shall include a highly secure storage medium which shall contain a facial image of the holder of the card and two fingerprints in interoperable formats.
	(3)	Identity cards shall include a highly secure storage medium which shall contain a facial image of the holder of the card and may also contain two fingerprints of the holder in interoperable formats.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
For reasons relating to necessity and proportionality principles and by providing alternative efficient security features, Member States may not need to take the fingerprints of their citizens thus, the collection and storage of this biometric data should be optional and not mandatory.
</Amend>
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<Article>Article 4 – paragraph 1</Article>
	

	Text proposed by the Commission
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	(1)	The biometric identifiers shall be collected by qualified and duly authorised staff designated by the national authorities responsible for issuing identity cards.
	(1)	The biometric identifiers shall be collected by qualified and duly authorised staff designated by the national authorities responsible for issuing identity cards, including when collected at Member States Embassies or consulates. Biometric data collected for the purpose of this Regulation shall not be stored in any, current or new, EU database and should not be further processed for purposes other than those set in the present regulation.


Or. <Original>{EN}en</Original>
<TitreJust>Justification</TitreJust>
This amendment has a dual purpose and, if carried, changes will be necessary throughout the text. Firstly, it seeks to delete the last sentence ("except ..State") of the Article 10 (1) of the text as agreed during the interinstitutional negotiations, which allows for the following derogation"... fingerprints shall be collected solely by qualified and duly authorised staff of such authorities, except in the case of applications submitted to the diplomatic and consular authorities of the Member State". Most importantly, also following relevant recommendations of the FRA and the EDPS, the amendment aims to ensure that the biometrics collected under this Regulation are only to be used for its specific purposes excluding, thus, their possible use for other purposes, especially for future EU databases. Therefore, if the amendment is carried it shall, consequently, delete the first phrase ("Other... national law") of the Article 10(3) of the agreed text which could lead to allowing the data processing for other purposes. Article 10(3) of the agreed text states " Other than where required for the purpose of processing in accordance with Union and national law, biometric identifiers stored for the purpose of personalisation of identity cards or residence documents shall be kept in a highly secure manner and only until the date of collection of the document and in any case, no longer than 90 days from the date of issue. After this period, these biometric identifiers shall be immediately er ased or destroyed.”
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