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Question for written answer E-002341/2018 

to the Commission 
Rule 130 

Bogdan Andrzej Zdrojewski (PPE) 

Subject: Cyber security of the EU institutions 

Cyber security issues now occupy a very important place in any discussion on European defence and 
security. Especially as the cyber sphere does not differentiate between the civilian and military sectors. 
Government and EU institutions occasionally fall victim to cyber attacks from both state and private 
actors. The European Parliament has repeatedly called for greater preparedness in this area. 

The wide-ranging activities taking place at European Union level to ensure cyber security are 
welcome. The strengthening of the ENISA by turning it into a fully-fledged EU Cyber Security Agency 
and the Member States’ initiatives within the PESCO framework demonstrate that the risks and the 
need for action are properly understood. 

In connection with the above: 

(1) Are there any internal rules requiring Commission staff to undergo training on data security and 
cyber security? 

(2) What resources has the Commission allocated to ensuring its own cyber security and that of its 
agencies? 

 


