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Rule 138
Kris Peeters (PPE)

Subject: European approach to the security of 5G networks

On 26 March 2019 the Commission announced a package of operational measures for the security of 
5G networks in the EU.

Existing security standards need to be adjusted accordingly, in particular by imposing stricter public-
network security requirements on suppliers and network operators in the EU. EU Member States may 
also exclude firms from their national markets on national security grounds if they fail to meet those 
standards.

All Member States should have completed a national risk assessment by 30 June 2019, and should 
have updated their security measures accordingly and submitted them to the Commission and to the 
European Agency for Cybersecurity (ENISA) by 15 July 2019.

1. Can the Commission clarify whether all Member States have submitted their national risk 
assessment to the Commission and to ENISA and, if applicable, list the Member States that have not 
yet met that obligation?

2. What action is the Commission planning to take against Member States that have not yet 
submitted their national risk assessment?

3. Can the Commission say what the next steps are, together with the timeline, in the process of 
developing and implementing common European risk mitigation measures for 5G network security in 
the EU?


